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Goals for this Collection 
The goal of this collection of articles is nothing less than to completely change the way you think 

about electronically stored information.   

In a world where less than one-in-one-hundred cases are tried, discovery strategy, particularly e-

discovery strategy, is more often vital than trial strategy.  Strategy isƴΩǘ simply doing what the 

rules require, and the law allows.  {ǘǊŀǘŜƎȅ ǊŜǉǳƛǊŜǎ ǿŜ ŜȄǇƭƻǊŜ ƻǳǊ ƻǇǇƻƴŜƴǘΩǎ ŦŜŀǊǎΣ Ǝƻŀƭǎ ŀƴŘ 

Ǉŀƛƴ Ǉƻƛƴǘǎ Χ ŀƴŘ ƻǳǊ ƻǿƴΦ  Is it just about the money?  Can we deflect, distract or, deplete the 

ƻǘƘŜǊ ǎƛŘŜΩǎ ŀǘtention, energy or resources?  How can they save face while we get what we want? 

Yet, strategic use of e-discovery garners little attention, perhaps because the fundamentals 

ŘŜƳŀƴŘ ǎƻ ƳǳŎƘ ŦƻŎǳǎΣ ǘƘŜǊŜΩǎ ƭƛǘǘƭŜ ǊƻƻƳ ŦƻǊ ŦƭƻǳǊƛǎƘŜǎΦ  As lawyers, we tend to cleave to one 

way of approaching e-discovery and distrust any way not our own.  If you only know one way of 

doing things, how do you act strategically? 

{ǘǊŀǘŜƎƛŎ ŘƛǎŎƻǾŜǊȅ ƛǎ ǘƘŜ ŘƻƳŀƛƴ ƻŦ ǘƘƻǎŜ ǿƘƻΩǾŜ ƳŀǎǘŜǊŜŘ ǘƘŜ ǘƻƻƭǎΣ ǘŜŎƘƴƛǉǳŜǎ ŀƴŘ ƴǳŀƴŎŜǎ ƻŦ 

efficient, effective discovery.  That level of engagement, facility and flexibility is rare; but, you can 

be more strategic in e-ŘƛǎŎƻǾŜǊȅ ŜǾŜƴ ƛŦ ȅƻǳΩǾŜ Ǝƻǘ ŀ ƭƻǘ ǘƻ ƭŜŀǊƴΦ  These readings are designed to 

get you thinking about the fantastic journey data takes from its simple, seamless existence as an 

endless stream of ones and zeroes to the seemingly-endless variety of documents, 

communications, records and formats that confound us in e-discovery.  More, the goal is that you 

learn to use e-discovery strategically, making wise choices because you understand the sources 

and processes of ESI well enough to stand firm or compromise. 
 

        Craig Ball, December 22, 2017 
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E-Discovery Update 2017 
bŜǾŜǊ ƘŀǾŜ ƭŀǿȅŜǊǎ ŜƴƧƻȅŜŘ ƳƻǊŜ ǿŀȅǎ ǘƻ ŀƴǎǿŜǊ ǘƘŜ ǉǳŜǎǘƛƻƴǎΣ άǿƘŀǘ ƘŀǇǇŜƴŜŘ ŀƴŘ ǿƘȅΚέ  ¢ƘŜ 

world teems with sensor-laden, networked devices informing abundant apps.  Once-ephemeral 

actions and communications are routinely recorded, ready to illuminate intent and serve as 

Boswell to behavior.  Interaction and information on demand have changed us.  We stand astride 

physical and virtual worlds, often more engaged with distal persons than with those at our table.  

Instant information gratification renders no question too trivial to Google and no attitude or 

experience insufficiently trenchant to share on Facebook.   

{ƻƳŜ ŘŜǎǇŀƛǊ ǘƘŀǘ ǇǊƛǾŀŎȅ ƛǎ ƎƻƴŜΣ ǘƘŜ tǊŜǎƛŘŜƴǘ ǘǿŜŜǘǎΣ ŀƴŘ ǘƘŜǊŜΩǎ ƴƻ άŘǳŎƪƛƴƎ ŀƴŘ ŎƻǾŜǊƛƴƎέ 

from a cyberattack.  But, as lawyers doggedly pursuing facts, we can rejoice.  The digital universe 

is paying attention and stands ready to clue us in.  All we must do is know where to look, ask the 

right questions and be tenacious seeking answers. 

LŦ ȅƻǳΩǾŜ ǇŀƛŘ ŎƭƻǎŜ ŀǘǘŜƴǘƛƻƴ ǘƻ Ŝ-discovery, then the landscape of e-discovery at the midpoint of 

2017 looks much like it did a year ago, when the amended federal rules that kicked in at the close 

of 2015 were a source of uncertainty, particularly as to proportionality and sanctions.  With a 

ƭƻƴƎŜǊ ǾƛŜǿΣ ƛǘΩǎ ŎƭŜŀǊ ǘƘŀǘ ǇǊƻǇƻǊǘƛƻƴŀƭƛǘȅ ƛǎ ŀ ōƭǳƴǘ ƛƴǎǘǊǳƳŜƴǘΣ ŀƴŘ ƴƻǘ ŀƭƭ ŎƻǳǊǘǎ ŀre bowing to 

limits on their power to sanction spoliation of electronically stored information (ESI). 

Proportionality 

tǊƻǇƻǊǘƛƻƴŀƭƛǘȅ ŘŜǎŎǊƛōŜǎ ǘƘŜ ǎŜƴǎƛōƭŜ ǇǊƻǇƻǎƛǘƛƻƴ ǘƘŀǘ ǘƘŜ ōǳǊŘŜƴǎ ƻŦ ŘƛǎŎƻǾŜǊȅ ǎƘƻǳƭŘƴΩǘ 

outweigh its benefits vis-à-vis the needs of the case.  The 2015 amendments to Rule 26 of the 

Federal Rules of Civil Procedure shifted the elements of proportionate discoveryτresiding 

elsewhere in the rule for 30+ yearsτinto the scope of discovery; viz.: 

Unless otherwise limited by court order, the scope of discovery is as follows: Parties may obtain 

ŘƛǎŎƻǾŜǊȅ ǊŜƎŀǊŘƛƴƎ ŀƴȅ ƴƻƴǇǊƛǾƛƭŜƎŜŘ ƳŀǘǘŜǊ ǘƘŀǘ ƛǎ ǊŜƭŜǾŀƴǘ ǘƻ ŀƴȅ ǇŀǊǘȅΩǎ ŎƭŀƛƳ ƻǊ ŘŜŦŜƴǎŜ and 

proportional to the needs of the case, considering the importance of the issues at stake in the 

action, the ŀƳƻǳƴǘ ƛƴ ŎƻƴǘǊƻǾŜǊǎȅΣ ǘƘŜ ǇŀǊǘƛŜǎΩ ǊŜƭŀǘƛǾŜ ŀŎŎŜǎǎ ǘƻ ǊŜƭŜǾŀƴǘ ƛƴŦƻǊƳŀǘƛƻƴΣ ǘƘŜ 

ǇŀǊǘƛŜǎΩ ǊŜǎƻǳǊŎŜǎΣ ǘƘŜ ƛƳǇƻǊǘŀƴŎŜ ƻŦ ǘƘŜ ŘƛǎŎƻǾŜǊȅ ƛƴ ǊŜǎƻƭǾƛƴƎ ǘƘŜ ƛǎǎǳŜǎΣ ŀƴŘ ǿƘŜǘƘŜǊ ǘƘŜ 

burden or expense of the proposed discovery outweighs its likely benefit. Information within 

this scope of discovery need not be admissible in evidence to be discoverable. 

FRCP Rule 26(b)(1), amended language in bold. 

tǊƻǇƻǊǘƛƻƴŀƭƛǘȅ ƛǎ ǊƻǳǘƛƴŜƭȅ όŀƴŘ ƛƴŀǊƎǳŀōƭȅύ ŀŘǾƻŎŀǘŜŘ ŀǎΣ άŀ ϷрлΣллл ŎŀǎŜ ǎƘƻǳƭŘƴΩǘ ǇǊƻƳǇǘ 

discovery costing $100,000.ллΦέ  hŦ ŎƻǳǊǎŜΣ ƛǘ ǎƘƻǳƭŘƴΩǘΤ ōǳǘΣ ǘƘŜ ǇŀǊǘƛŜǎ ǊŀǊŜƭȅ ƘƻƭŘ ǘƘŜ ǎŀƳŜ ǾƛŜǿ 

ƻŦ ŀ ŎŀǎŜΩǎ ǾŀƭǳŜ ƻǊ ǘƘŜƛǊ ŜȄǇƻǎǳǊŜΦ  !ǎ ǿŜƭƭΣ ǘƘŜ ǎƛƎƴƛŦƛŎŀƴŎŜ ƻŦ ŀ ŎŀǎŜ Ŏŀƴƴƻǘ ŀƭǿŀȅǎ ōŜ ƳŜŀǎǳǊŜŘ 

in monetary terms.  Consequently, proportionality has manifested after the amendments as 
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(improperly) a boilerplate objection and as (usefully) an analytical framework by which courts 

issue protective orders according to their sound sense of fairness and discretion.  The wise 

practitioner must couch objections and responses in the elements of the amended Rule, 

recognizing that courts will be prone to treat those elements as a checklist. 

¢ŜȄŀǎΩ ¢ŀƪŜΥ /ŀƭƭƛƴƎ ǇǊƻǇƻǊǘƛƻƴŀƭƛǘȅ ǘƘŜ άǇƻƭŜ ǎǘŀǊέ ƛƴŦƻǊƳƛƴƎ ǘƘŜ ŜȄŜǊŎƛǎŜ ƻŦ ŘƛǎŎǊŜǘƛƻƴ ƻǾŜǊ 

electronic-discovery disputes, the Texas Supreme Court recently laid out the Texas proportionality 

ŦŀŎǘƻǊǎ ŀƴŘ ǇǊƻƴƻǳƴŎŜŘ ǘƘŜƳ άƛƴ ƭƛƴŜέ ǿƛǘƘ ŦŜŘŜǊŀƭ ŎƻǳƴǘŜǊǇŀǊǘǎΣ ǎǘŀǘƛƴƎΣ άώ!ϐƭƭ ŘƛǎŎƻǾŜǊȅ ƛǎ 

subject to the proportionality overlay embedded in our discovery rules and inherent in the 

reasonableness standard to which our electronic-ŘƛǎŎƻǾŜǊȅ ǊǳƭŜ ƛǎ ǘŜǘƘŜǊŜŘΦέ  In Re State Farm 

Lloyds, Relator, Nos. 15-0903, 15-0905 (Tex. Sup. Ct. May 26, 2017). 

¢ƘŜ ¢ŜȄŀǎ ǇǊƻǇƻǊǘƛƻƴŀƭƛǘȅ ŦŀŎǘƻǊǎ ǊŜŀŘ ŀ ōƛǘ ŘƛŦŦŜǊŜƴǘƭȅ ǘƘŀƴ ǘƘŜ ŦŜŘŜǊŀƭ ŦŀŎǘƻǊǎ ŀƴŘ ŀǊŜ άŎŜǊǘŀƛƴƭȅ 

ƴƻǘ ŜȄŎƭǳǎƛǾŜΦέ tŜǊ In Re State Farm Lloyds, Texas looks at: 

1. Likely benefit of the requested discovery; 

2. The needs of the case; 

3. The amount in controversy; 

4. The parties' resources; 

5. Importance of the issues at stake in the litigation; 

6. The importance of the proposed discovery in resolving the litigation; and 

7. Any other articulable factor bearing on proportionality. 

 

Spoliation Sanctions 

Lawyers approach e-discovery with less enthusiasm than one brings to a root canal.  Only the stick 

of sanctions has served to force litigators to preserve and produce ESI.  Courts are loathe to issue 

sanctions and have done so in only the most egregious circumstances involving the intentional 

destruction of relevant ESI.  Still, parties and counsel unskilled in e-discovery worried that their 

negligent destruction of evidence might serve as the basis for serious sanctions, like summary 

dismissal or an adverse inference instruction to the jury.  A split between the federal circuits arose 

over whether serious sanctions could be grounded on negligence or required proof of prejudice 

and/or malevolent intent, e.g., the Second Circuit required proof of negligence and prejudice 

where the Fifth Circuit required a showing of bad faith to underpin serious sanctions.  

In 2015, the committee charged with drafting the Federal Rules of Civil Procedure sought to 

resolve the split by amending Rule 37 to limit the ability of judges to sanction the loss and 

destruction of electronic evidence unless specific requirements are met.  FRCP Rule 37(e) now 

states: 
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If electronically stored information that should have been preserved in the anticipation or 

conduct of litigation is lost because a party failed to take reasonable steps to preserve it, and it 

cannot be restored or replaced through additional discovery, the court: 

              (1) upon finding prejudice to another party from loss of the information, may order 

measures no greater than necessary to cure the prejudice; or 

              (2) only upon finding that the party acted with the intent to deprive another party of the 

ƛƴŦƻǊƳŀǘƛƻƴΩǎ ǳǎŜ ƛƴ ǘƘŜ ƭƛǘƛƎŀǘƛƻƴ ƳŀȅΥ 

                           (A) presume that the lost information was unfavorable to the party; 

                           (B) instruct the jury that it may or must presume the information was 

unfavorable to the party; or 

                           (C) dismiss the action or enter a default judgment. 

FRCP Rule 37(e), as amended 2015. 

Note the threshold inquiries: 

a. ²ŀǎ 9{L ƭƻǎǘΚ  ¢ƘŜ ŀƳŜƴŘŜŘ ǊǳƭŜ ŘƻŜǎƴΩǘ ŎƘŀƴƎŜ ŀƴȅǘƘƛƴƎ ŦƻǊ ǘƘŜ ƭƻǎǎ ƻŦ ƴƻƴ-electronic 

items, like paper records or tangible evidence. 

b. Should the lost ESI have been preserved for the litigation? 

c. ²ŀǎ ǘƘŜ 9{L ƭƻǎǘ ōŜŎŀǳǎŜ ǊŜŀǎƻƴŀōƭŜ ǎǘŜǇǎ ǿŜǊŜƴΩǘ ǘŀƪŜƴ ǘƻ ǇǊŜǎŜǊǾŜ ƛǘΚ 

d. Can the lost ESI be restored or replaced? 

 

When all these criteria are met, the Rule lays out two exclusive paths: 

1. LŦ ǘƘŜ ƭƻǎǘ 9{L ǇǊƻƳǇǘǎ ǇǊŜƧǳŘƛŎŜ ǘƻ άŀƴƻǘƘŜǊέ ǇŀǊǘȅ όǇǊŜǎǳƳŀōƭȅ ǘƘŜ requesting party), the 

Court may order curative measures minimally necessary to offset the prejudice, 

OR 

2. LŦ ƛǘ ƛǎ ŘŜǘŜǊƳƛƴŜŘ ǘƘŀǘ ǘƘŜ ǎǇƻƭƛŀǘƻǊ άŀŎǘŜŘ ǿƛǘƘ ǘƘŜ ƛƴǘŜƴǘ ǘƻ ŘŜǇǊƛǾŜέ ŀƴƻǘƘŜǊ ǇŀǊǘȅ ƻŦ 

the use of the ESI in the litigation, the Court may impose serious sanctions (i.e., adverse 

presumption, adverse inference or dismissal/default). 

 

The amended Rule was intended to occupy the field in terms of ESI spoliation sanctions; but not 

all judges accept that their inherent, discretionary power to sanction spoliation has been curtailed. 

Cf., Cat3 LLC v. Black Lineage, Inc., No. 14 Civ. 5511 (AT) (JCF) (S.D.N.Y. January 12, 2016) and 

IǎǳŜƘ ǾΦ bΦ¸Φ {ǘŀǘŜ 5ŜǇΩǘ ƻŦ CƛƴΦ {ŜǊǾǎΦ, No. 15 Civ. 3401 (PAC), 2017 WL 1194706 (S.D.N.Y. Mar. 

31, 2017). 
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¢ŜȄŀǎΩ ¢ŀƪŜΥ The Texas Supreme Court lately weighed in on standards governing spoliation in 

Brookshire Bros., Ltd. v. Aldridge, ςS.W.3dς, 2014 WL 2994435 (Tex. July 3, 2013), holding that an 

adverse inference instruction for spoliation may only be given to a jury when the destruction of 

ŜǾƛŘŜƴŎŜ ǿŀǎ ƛƴǘŜƴǘƛƻƴŀƭ ƻǊ ŘŜǇǊƛǾŜŘ ǘƘŜ ƻǇǇƻǎƛƴƎ ǇŀǊǘȅ ƻŦ άŀƴȅ ƳŜŀƴƛƴƎŦǳƭ ŀōƛƭƛǘȅ ǘƻ ǇǊŜǎŜƴǘ ŀ 

ŎƭŀƛƳ ƻǊ ŘŜŦŜƴǎŜΦέ  ¢ƘŜ ŎƻǳǊǘ ŀŘŘŜŘ ǘƘŀǘ άώǎϐǇƻƭƛŀǘƛƻƴ ŦƛƴŘƛngsτand their related sanctionsτare 

to be determined by the trial judge, outside the presence of the jury, in order to avoid unfairly 

prejudicing the jury by the presentation of evidence that is unrelated to the facts underlying the 

ƭŀǿǎǳƛǘέ ŀƴŘ ǘƘŀǘ άŜǾƛŘence bearing directly upon whether a party has spoliated evidence is not 

ǘƻ ōŜ ǇǊŜǎŜƴǘŜŘ ǘƻ ǘƘŜ ƧǳǊȅ ŜȄŎŜǇǘ ƛƴǎƻŦŀǊ ŀǎ ƛǘ ǊŜƭŀǘŜǎ ǘƻ ǘƘŜ ǎǳōǎǘŀƴŎŜ ƻŦ ǘƘŜ ƭŀǿǎǳƛǘΦέ 

Forms of Production 

Lawyers continue to long for the days of paper records and memoranda in red rope folders, and 

why not?  Litigation was simple when you could carry the case file in a briefcase.  But, while the 

legal profession adapted to the demise of typewriters and carbon paper, it clings to the delusion 

that discovery can be printed out as pixels or ink.   

 

Twenty-first century evidence is principally data, not documents.  Accordingly, the forms in which 

ǿŜ ǊŜŎŜƛǾŜ 9{L ŘŜǘŜǊƳƛƴŜǎ ƛŦ ƛǘΩǎ ǳǘƛƭŜ ŀƴŘ ŎƻƳǇƭŜǘŜΦ  {ǘǊƛƪƛƴƎƭȅΣ ƭƻǿŜǊ Ŏƻǎǘ ŀƴŘ ǊŜŎƻƎƴƛǘƛƻƴ ƻŦ 

ƴŀǘƛǾŜ ǇǊƻŘǳŎǘƛƻƴΩǎ ǎǳǇŜǊƛƻǊ ǳǘƛƭƛǘȅ ŀƴŘ Ŏompleteness have driven a slow, sure move away from 

conversion of ESI to so-ŎŀƭƭŜŘ άǎǘŀǘƛŎέ ŦƻǊƳǎ ƻŦ ǇǊƻŘǳŎǘƛƻƴΦ  LŦ ŘƛƳƛƴƛǎƘŜŘ ǳǘƛƭƛǘȅ ŀƴŘ ŎƻƳǇƭŜǘŜƴŜǎǎ 

were not sufficient justification to make smart designations of forms of production, the markedly 

increased per-ƎƛƎŀōȅǘŜ Ŏƻǎǘ ǇŀƛŘ ǾŜƴŘƻǊǎ ǘƻ ƛƴƎŜǎǘ ŀƴŘ Ƙƻǎǘ Ŧƭŀōōȅ ǎǘŀǘƛŎ ŦƻǊƳŀǘǎ ŎŀƭƭŜŘ ά¢LCC 

ƛƳŀƎŜǎέ ǎƘƻǳƭŘ ƎƛǾŜ ŀƴȅ ƭŀǿȅŜǊ ǇŀǳǎŜΦ  tƻƻǊƭȅ-chosen forms of production are not the biggest 

contributors to the high cost of e-discovery as inefficient approaches to review are most costly, 

but waste occasioned by the failure to designate, obtain and utilize native and near-native forms 

of production is still substantial and one of the easiest to fix.1 

 

¢ŜȄŀǎΩ ¢ŀƪŜΥ In federal practice, squabbles over forms of production have become rarer as counsel 

are less prone to squander energy and goodwill seeking to convert spreadsheets, presentations 

ŀƴŘ ƻǘƘŜǊ ǊƛŎƘ ŦƻǊƳŀǘǎ ƛƴǘƻ ǎǘŀǘƛŎ ¢LCC ƛƳŀƎŜǎ ƻǾŜǊ ŀƴ ƻǇǇƻƴŜƴǘΩǎ ƻōƧŜŎǘƛƻƴΦ  ¦ƴŦƻǊǘǳƴŀǘŜƭȅΣ ǘƘŜ 

                                                      
1 bŀǘƛǾŜ ŦƻǊƳǎ ƻŦ ǇǊƻŘǳŎǘƛƻƴ ŀǊŜ ǘƘŜ ǎŀƳŜ ŦƻǊƳǎ ǘƘŜ Řŀǘŀ ƻŎŎǳǇƛŜǎ ƛƴ ǘƘŜ ƻǊŘƛƴŀǊȅ ŎƻǳǊǎŜ ƻŦ ōǳǎƛƴŜǎǎΦ  LǘΩǎ ǘƘŜ ŦƻǊƳ 
that information takes when the witnesses create and use it.  Near-native forms are those which preserve those 
ŜƭŜƳŜƴǘǎ ƻŦ ŦǳƴŎǘƛƻƴŀƭƛǘȅ ŀƴŘ ŎƻƳǇƭŜǘŜƴŜǎǎ ŀǎ Ŏŀƴ ǊŜŀǎƻƴŀōƭȅ ōŜ ŀŎƘƛŜǾŜŘ ǿƘŜƴ ƛǘΩǎ ƛƴŦŜŀǎƛōƭŜ ǘƻ ǇǊƻŘǳŎŜ ƛƴ ƴŀǘƛǾŜ 
forms.  That is, an e-mail may need to be converted from a native container format to a near-native single message 
format.  What makes the latter format near-native is that the form selected retains the essential elements that 
allow an e-mail application to process the data as e-mail. 
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trend toward efficiency and loweǊ Ŏƻǎǘ Ƙŀǎ ōŜŜƴ ǎŜǘ ōŀŎƪ ƛƴ ¢ŜȄŀǎ ōȅ ǘƘŜ {ǳǇǊŜƳŜ /ƻǳǊǘΩǎ ŘŜŎƛǎƛƻƴ 

in In Re State Farm Lloyds, Relator, Nos. 15-0903, 15-0905 (Tex. Sup. Ct. May 26, 2017). 2   

 

Lƴ ŀ ƳŀƴŘŀƳǳǎ ŀŎǘƛƻƴ ǎŜŜƪƛƴƎ ǘƻ ƻǾŜǊǘǳǊƴ ŀ ŎƻǳǊǘΩǎ ƻǊŘŜǊ ǊŜǉǳƛǊƛƴƎ ƴŀǘƛǾŜ ŦƻǊƳǎ ƻŦ ǇǊƻŘǳŎǘƛƻƴ ōŜ 

employed, and despite the plain language of Texas Rule of Civil Procedure 196.4, the Texas 

{ǳǇǊŜƳŜ /ƻǳǊǘ ƘŜƭŘ ǘƘŀǘ άƴŜƛǘƘŜǊ ǇŀǊǘȅ Ƴŀȅ ŘƛŎǘŀǘŜ ǘƘŜ ŦƻǊƳ ƻŦ ŜƭŜŎǘǊƻƴƛŎ ŘƛǎŎƻǾŜǊȅΦ  ¢ƘŜ 

requesting party must specify the desired form of production, but all discovery is subject to the 

proportionality overlay embedded in our discovery rules and inherent in the reasonableness 

standard to which our electronic-discovery rule is tethered. The taproot of this discovery dispute 

is whether production in native format is reasonable given the circumstances of [the] case.  

Reasonableness and its bedfellow, proportionality, require a case-by-case balancing of 

jurisprudential considerations, which is informed by factors the discovery rules identify as limiting 

the scope of disŎƻǾŜǊȅΧΦέ Id. 

The Court could have recognized that native formats are those used in the ordinary course and, 

accordingly, are the original evidence as used every day by the parties.  Production in native (or, 

when infeasible, near-native format) is inherently reasonable absent a showing of undue burden 

or cost because native format is, by definition, the form in which the data is found, as it ordinarily 

ŜȄƛǎǘǎ ƛƴ ǘƘŜ ǇǊƻŘǳŎƛƴƎ ǇŀǊǘȅΩǎ ǎȅǎǘŜƳǎΦ  wŜǉǳƛǊƛƴƎ ǘƘŀǘ ŦƻǊƳǎ ƻŦ ǇǊƻŘǳŎǘƛƻƴ ōŜ ƭƛǘƛƎŀǘŜŘ ƻƴ 

proportionality grounds according to the circumstances of each case will serve to slow resolution 

and increase the cost of litigation for all, versus a default rule that parties produce in the forms in 

which they ordinarily hold the responsive data absent an agreement or order to supply alternate 

forms. 

Cross Border Discovery 

LŦ ȅƻǳΩǾŜ ƭŀǿŦǳƭƭȅ ŜƴƎŀƎŜŘ ƛƴ Ŝ-discovery from persons and companies residing within the 

9ǳǊƻǇŜŀƴ ¦ƴƛƻƴΣ ȅƻǳΩǾŜ ǎǳǊŜƭȅ ōǳƳǇŜŘ ǳǇ ŀƎŀƛƴǎǘ ǘƘŜ 9¦Ωǎ мффр 5ŀǘŀ tǊƻǘŜŎǘƛƻƴ 5ƛǊŜŎǘƛǾŜ 

(Directive 95/46/ECύ ǊŜƎǳƭŀǘƛƴƎ ǘƘŜ άǇǊƻŎŜǎǎƛƴƎέ ƻŦ ǇŜǊǎƻƴŀƭ Řŀǘŀ ƻŦ 9¦ ŎƛǘƛȊŜƴǎΦ  άtǊƻŎŜǎǎƛƴƎέ 

includes collection, retrieval, transmission, use and disclosureτessentially, every action 

attendant to e-discovery.  Moving data to the United States once implicated a regulatory regime 

of self-certification called the Safe Harbor Principles.  In October 2015, the European Court of 

Justice ruled that the Safe Harbor regime provided an inadequate level of data protection, and 

                                                      
2 DISCLOSURE: I served as an expert witness for the homeowners in the case.  The homeowners prevailed in terms of 
resisting mandamus; however, the Texas Supreme Court lost an opportunity to point the way toward lower cost and 
more efficient e-discovery for all litigants, instead grafting a ponderous analytical framework onto what should be 
one of the simplest processes in e-discovery.  Requiring requesting parties to show cause why evidence should not 
be degraded from the forms used in the ordinary course of business to static forms places the burden on the wrong 
party.  As well, requiring a special showing to demand metadata integral to the original evidence is akin to requiring 
production of the consonants in a document but demanding good cause be shown to obtain the vowels. 
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one year ago, the European Commission adopted the EU-US Privacy Shield framework (effective 

July 12, 2016) to enable U.S. companies to more easily receive personal data from EU entities.  

¢Ƙŀǘ ǎŀƛŘΣ ǘƘŜ Ǿƛŀōƛƭƛǘȅ ƻŦ ǘƘŜ tǊƛǾŀŎȅ {ƘƛŜƭŘ Ƙŀǎ ōŜŜƴ ǘƘǊƻǿƴ ƛƴ Řƻǳōǘ ōȅ tǊŜǎƛŘŜƴǘ 5ƻƴŀƭŘ ¢ǊǳƳǇΩǎ 

issuance of an Executive Order on January 25, 2017, requiring that U.S. privacy protections extend 

only to citizens and permanent residents of the U.S. 

 

!ǎ ƛŦ ǘƘŜǊŜ ǿŜǊŜƴΩǘ ŜƴƻǳƎƘ ŎƻƴŦǳǎƛƻƴ ŀǘǘŜƴŘŀƴǘ ǘƻ ŎǊƻǎǎ-border discovery, effective May 25, 2018, 

the 1995 Data Protection Directive will be supplanted by a new set of data privacy standards called 

ǘƘŜ D5tw ŦƻǊ άDŜƴŜǊŀƭ 5ŀǘŀ tǊƻǘŜŎǘƛƻƴ wŜƎǳƭŀǘƛƻƴέ όwŜƎǳƭŀǘƛƻƴ нлмсκстфύΦ  ¢ƘŜ D5tw ōǊƻŀŘŜƴǎ 

privacy protections for EU citizens, including a right of explicit consent to processing of personal 

data and a right to request erasure of personal data.   Notwithstanding the optimism of some 

commentators, the GDPR seems certain to make it more difficult and, accordingly, more expensive 

to conduct e-discovery from sources based in the European Union.  Of course, the EU is just one 

of several regions around the world that place widely-varying and onerous hurdles in the path of 

U.S. e-ŘƛǎŎƻǾŜǊȅΦ  Lǘ ǿƻƴΩǘ ōŜ ŀǎ ǎƛƳǇƭŜ ŀǎ ƎŜǘǘƛƴƎ ǘƘŜ /ƻǳǊǘ ǘƻ ƻǊŘŜǊ ǇǊƻŘǳŎǘƛƻƴ ǿƘŜƴ ǘƻ Řƻ ǎƻ 

subjects a party to criminal or civil penalties in other jurisdictions. 

Cybersecurity and Privacy 

Cybersecurity and personal privacy are real and compelling concerns.  Whether we know it or not, 

virtually everyone has been victimized by data breach.  Lawyers are tempting targets to hackers 

because lawyers and law firms hold petabytes of sensitive and confidential data.  Lawyers bear 

this heady responsibility despite being far behind the curve of information technology and 

arrogant in dismissing their need to be more technically astute.  Cloaked in privilege and the 

arcana of law, litigators have proven obstinate when it comes to adapting discovery practice to 

changing times and threats, rendering them easy prey for hackers and data thieves. 

 

Corporate clients better appreciate the operational, regulatory and reputational risks posed by 

lackluster cybersecurity.  Big companies have been burned to the point that when we hear names 

ƭƛƪŜ {ƻƴȅΣ ¢ŀǊƎŜǘ ƻǊ !ƴǘƘŜƳΣ ǿŜ Ƴŀȅ ǘƘƛƴƪ άŘŀǘŀ ōǊŜŀŎƘέ ōŜŦƻǊŜ άŜƭŜŎǘǊƻƴƛŎǎΣέ άǊŜǘŀƛƭέ ƻǊ άƘŜŀƭǘƘ 

ŎŀǊŜΦέ  The largest corporations operate worldwide, so are subject to stricter data privacy laws.  In 

the United States, we assume if a company owns the system, it owns the data.  Not so abroad, 

where people have a right to dictate how and when their personal information is shared. 

Headlines have forced corporate clients to clean up their acts respecting data protection, and 

ǘƘŜȅΩǾŜ ōŜƎǳƴ ŘǊŀƎƎƛƴƎ ǘƘŜƛǊ ƭŀǿȅŜǊǎ ŀƭƻƴƎΣ ŘŜƳŀƴŘƛƴƎ ǘƘŀǘ ƻǳǘǎƛŘŜ ŎƻǳƴǎŜƭ Řƻ ƳƻǊŜ ǘƘŀƴ Ǉŀȅ ƭƛǇ 

service to protecting, e.g., personally-identifiable information (PII), protected health information 

(PHI), privileged information and, above all, information lending support to those who would sue 

the company for malfeasance or regulators who would impose fines or penalties. 
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Corporate clients are making outside counsel undergo security audits and institute operational 

and technical measures to protect company confidential information.  These measures include 

encryption in transit, encryption at rest, access controls, extensive physical security, incident 

response capabilities, cyber liability insurance, industry (i.e., ISO) certifications and compulsory 

breach reporting.  CƻǊ ŜȄŀƳǇƭŜǎ ƻŦ ŜƳŜǊƎƛƴƎ ΨǎǘŀƴŘŀǊŘǎΣΩ ƭƻƻƪ ŀǘ ǘƘŜ Model Information 

Protection and Security Controls for Outside Counsel Possessing Company Confidential 

Information lately promulgated by the Association of Corporate Counsel. 

CƻǊŎƛƴƎ ƻǳǘǎƛŘŜ ŎƻǳƴǎŜƭ ǘƻ ƘŀǊŘŜƴ ǘƘŜƛǊ Řŀǘŀ ōǳƭǿŀǊƪǎ ƛǎ ƛƳǇƻǊǘŀƴǘ ŀƴŘ ƻǾŜǊŘǳŜΤ ōǳǘΣ ƛǘΩǎ ŀƭǎƻ 

disruptive and costly.  Many small firms will find it more difficult to compete with legal 

behemoths.  Savvier small firms, nimbler in their ability to embrace cybersecurity, will frame it as 

a market differentiator.  At the end of the day, firms big and small must up their game in terms of 

protecting sensitive data. 

Enhanced cybersecurity is a rising tide that floats all boats. 

Well, maybe not all boats.  [Ŝǘ ƳŜ ǎƘŀǊŜ ǿƘƻΩǎ ƭƛƪŜƭȅ ǘƻ ƎŜǘ ǎǿŀƳǇŜŘ ōȅ ǘƘƛǎ ǊƛǎƛƴƎ ǘƛŘŜΥ requesting 

parties (or, as corporations call them άǇƭŀƛƴǘƛŦŦǎΩ ƭŀǿȅŜǊǎέύΣ and their experts and litigation support 

providers.  Requesting parties and others in the same boat will find themselves grossly unprepared 

to supply the rigorous cybersecurity and privacy protection made a condition of e-discovery. 

Again, cybersecurity and personal privacy are real and compelling concerns, but these security 

concerns will also be used tactically to deflect and defer discovery.  They will serve as hurdles and 

ǇƛǘŦŀƭƭǎ ǘŜƴŘƛƴƎ ǘƻ ƳŀƪŜ ǇƭŀƛƴǘƛŦŦǎΩ ƭŀǿȅŜǊǎ ǘƘƛƴƪ ǘǿƛŎŜ ōŜŦƻǊŜ ǇǳǊǎǳƛƴƎ ƳŜǊƛǘƻǊƛƻǳǎ ŎŀǎŜǎΦ  If you 

ƘŀǾŜƴΩǘ Ǌǳƴ ƛƴǘƻ ǘƘƛǎΣ ȅƻǳ ǎƻƻƴ ǿƛƭƭΣ ŀƴŘ ȅƻǳǊ ƛƴǎǘƛƴŎǘ Ƴŀȅ ōŜ ǘƻ ǊŜǎƛǎǘΦ  5ƻƴΩǘΦ 

Fighting to be cavalier about data security is a battle that requesting parties cannot win and should 

not fight. Requesting parties must instead be ready to put genuine protections in place and 

articulate them when challenged. 

L ƪƴƻǿ ǎƻƳŜ ǿƛƭƭ ǎŀȅΣ άŀƭƭ ǿŜ ƘŀǾŜ ǘƻ Řƻ ƛǎ ǎƛƎƴ ŀ ǇǊƻǘŜŎǘƛǾŜ ƻǊŘŜǊΦέ  .ǳǘ ǘƘŜȅ ŘƻƴΩǘ ǎŜŜ ǘƘŜ ǘǊŀǇ 

set by executing protective orders without the ability (and sometimes without the intention) to 

meet the obligations of the order.  High profile gaffes will follow, and the failure of a few will be 

the undoing of many. 

! ǇǊƻǘŜŎǘƛǾŜ ƻǊŘŜǊ ƛǎƴΩǘ ǘƘŜ ŀƴǎǿŜǊ ƛŦ ƛǘΩǎ ŀƴ ŜƳǇǘȅ ǇǊƻƳƛǎŜΦ wŜǉǳŜǎǘƛƴƎ ǇŀǊǘƛŜǎ ŎŀƴΩǘ ŀƎǊŜŜ ǘƻ 

employ stringent data protection and then go about business as usual: e-mailing confidential data, 

storing it on unencrypted media and failing to ensure that all who receive confidential data from 

counsel handle it with requisite caution. 

http://www.acc.com/advocacy/upload/Model-Information-Protection-and-Security-Controls-for-Outside-Counsel-Jan2017.pdf?_ga=2.18008698.2105555974.1496154508-4598426.1496154508
http://www.acc.com/advocacy/upload/Model-Information-Protection-and-Security-Controls-for-Outside-Counsel-Jan2017.pdf?_ga=2.18008698.2105555974.1496154508-4598426.1496154508
http://www.acc.com/advocacy/upload/Model-Information-Protection-and-Security-Controls-for-Outside-Counsel-Jan2017.pdf?_ga=2.18008698.2105555974.1496154508-4598426.1496154508
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IŜǊŜΩǎ Ƙƻǿ ƛǘ ǿƛƭƭ Ǝƻ Řƻǿƴ ŦƻǊ ǎƻƳŜ ǇǊƻƳƛƴŜƴǘ ǇƭŀƛƴǘƛŦŦǎΩ ƭŀǿȅŜǊΥ 

1. Producing parties will demand protective orders imposing stringent, but appropriate, data 

protection practices and breach reporting requirements. 

2. Requesting parties will sign these orders becauseτƭŜǘΩǎ ōŜ ŦǊŀƴƪτrequesting parties will 

ŀƎǊŜŜ ǘƻ ŀƭƳƻǎǘ ŀƴȅǘƘƛƴƎ ƛŦ ǘƘŜȅ ōŜƭƛŜǾŜ ƛǘ ǿƛƭƭ ƎŜǘ ǘƘŜƳ άǘƘŜ ǎƳƻƪƛƴƎ ƎǳƴΦέ  Plus, how do 

you persuŀŘŜ ŀ ƧǳŘƎŜ ǘƘŀǘ ǎƘŜ ǎƘƻǳƭŘƴΩǘ ƛǎǎǳŜ ŀ ǇǊƻǘŜŎǘƛǾŜ ƻǊŘŜǊ ǿƘŜƴ ŀƭƭ ǘƘŜ ƻǘƘŜǊ ǎƛŘŜ 

wants are sensible measures like access controls, encryption and breach reporting to 

protect sensitive data and PII? 

3. Requesting parties will treat information produced in discovery with the same care they 

bring to their own confidential information, which is to say, not much and less than that 

protective orders typically require. 

4. Confidential data will be mishandled, probably with so little actual prejudice as to prompt 

requestiƴƎ ŎƻǳƴǎŜƭ ǘƻ ƛƎƴƻǊŜ ǘƘŜ ōǊŜŀŎƘ ǊŜǇƻǊǘƛƴƎ ƻōƭƛƎŀǘƛƻƴ ƛƴ ǘƘŜ ƻǊŘŜǊΣ ǊŜŀǎƻƴƛƴƎ άƴƻ 

ƘŀǊƳΣ ƴƻ ŦƻǳƭΦέ 

5. ¢ƘŜ ōǊŜŀŎƘ ǿƛƭƭ ǳƭǘƛƳŀǘŜƭȅ ŎƻƳŜ ǘƻ ƭƛƎƘǘΣ ƻǇŜƴƛƴƎ ŎƻǳƴǎŜƭΩǎ ƳƛǎƘŀƴŘƭƛƴƎ ƻŦ ǇǊƻŘǳŎŜŘ Řŀǘŀ 

to scrutiny and prompting discovery about discovery. The failure to set up secure systems, 

establish policies, train employees, test and audit processes and require contractors and 

experts to do the same will be gleefully dissected in court. 

6. The producing party will beat its chest in lamentations of irreparable harm. The legal press 

will have a field day. The judge will be wrathful.  ¢ƘŜ ǊŜǉǳŜǎǘƛƴƎ ǇŀǊǘȅΩǎ ŎƻǳƴǎŜƭ ǿƛƭƭ ƭƻƻƪ 

ƭƛƪŜ ŀ Ŏƭƻǿƴ ŀƴŘ ƳƛƎƘǘ ƭƻǎŜ Ƙƛǎ ŀōƛƭƛǘȅ ǘƻ ǎŜǊǾŜ ƻƴ ǇƭŀƛƴǘƛŦŦǎΩ ǎǘŜŜǊƛƴƎ ŎƻƳƳƛǘǘŜŜǎΦ 

7. Producing parties will ceaselessly argue the now-proven hazard of e-disclosure, and 

requesting parties everywhere will be tarred with the same brush, challenged to prove 

ǘƘŜȅ ŀǊŜƴΩǘ ƎƻƛƴƎ ǘƻ ōŜ ǘƘŜ ƴŜȄǘ ǳƎƭȅ ōǊŜŀŎƘΦ  Judges will be less willing to grant full and 

fair discovery and more willing to impose arduous conditions for access. 

A cynical and dystopian prediction? Perhaps.  .ǳǘ ŘƻƴΩǘ ƛƳŀƎƛƴŜ ƛǘ ǿƻƴΩǘ ƘŀǇǇŜƴΦ  LǘΩǎ ƘŀǇǇŜƴƛƴƎ 

now. 

The way to keep this in check is for requesting parties to act now to prepare to receive and protect 

confidential data sought in discovery. 

Requesting parties cannot expect to be held to a lesser standard of cybersecurity than the 

producing parties compelled to surrender confidential data to them.  A grizzled trial lawyer once 
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ǿŀǊƴŜŘ ƳŜΣ άDefendants are forgiven several lies.  Plaintiffs get noneΦέ  So, a party can be 

ƛƴŎŀǳǘƛƻǳǎ ǿƛǘƘ ƛǘǎ ƻǿƴ Řŀǘŀ ōŜŎŀǳǎŜ ƛǘΩǎ ǘƘŜƛǊǎΤ ōǳǘ ŎƻǳƴǎŜƭ ǿƘƻ Ŧŀƛƭ ǘƻ ǇǊƻǘŜŎǘ ŀƴ ƻǇǇƻǎƛƴƎ ǇŀǊǘȅΩǎ 

ŎƻƴŦƛŘŜƴǘƛŀƭ Řŀǘŀ ǿƛƭƭ ōŜ ƘŀǊǎƘƭȅ ƧǳŘƎŜŘΦ ¢ƘŜȅ ŘƻƴΩǘ Ƨǳǎǘ ƘǳǊǘ ǘƘŜƛǊ ŎƭƛŜƴǘǎ ŀƴŘ ƻǇǇƻƴŜƴǘǎΤ ǘƘŜȅ 

undermine the very foundations of discovery. 

So, what must counsel for requesting parties do?  Here are a dozen suggestions: 

1. ¢ŀƪŜ ŎȅōŜǊǎŜŎǳǊƛǘȅ ŘǳǘƛŜǎ ǎŜǊƛƻǳǎƭȅΦ LǘΩǎ ƴƻǘ ǎƻƳŜƻƴŜ ŜƭǎŜΩǎ ƧƻōΦ  LǘΩǎ ȅƻǳǊ ƧƻōΦ  You are the 

gatekeeper.  This is Rule One, not by accident. 

2. 5ƻƴΩǘ Ƨǳǎǘ ǘǊŜŀǘ ŀƴ ƻǇǇƻƴŜƴǘΩǎ ŎƻƴŦƛŘŜƴǘƛŀƭ Řŀǘŀ ǿƛǘƘ ǘƘŜ ŎŀǊŜ ȅƻǳ ŀŦŦƻǊŘ ȅƻǳǊ ƻǿƴΤ ǘǊŜŀǘ 

ƛǘ ōŜǘǘŜǊΦ LǘΩǎ ƭƛƪŜ ƳƻƴŜȅ ƛƴ ȅƻǳǊ ǘǊǳǎǘ ŀŎŎƻǳƴǘΦ  ̧ ƻǳ ŘƻƴΩǘ ǘǊŜŀǘ ŎƭƛŜƴǘ ƳƻƴƛŜǎκŘŀǘŀ ƭƛƪŜ ȅƻǳǊ 

own.  ¸ƻǳ ŘƻƴΩǘ ŎƻƳƳƛƴƎƭŜ ŎƭƛŜƴǘ ƳƻƴƛŜǎκŘŀǘŀ ǿƛǘƘ ȅƻǳǊǎΣ ŀƴŘ ȅƻǳ ŘƻƴΩǘ ǳǎŜ ǘƘŀǘ 

money/data for anything but permissible purposes with careful recordkeeping. 

3. LŦ ǘƘŜǊŜΩǎ ŀ ǇǊƻǘŜŎǘƛǾŜ ƻǊŘŜǊΣ ǊŜŀŘ ƛǘ ŎƭƻǎŜƭȅ ŀƴŘ ōŜ ǎǳǊŜ ȅƻǳ Ŧǳƭƭȅ ǳƴŘŜǊǎǘŀƴŘ ǿƘŀǘ ƛǘ ƻōƭƛƎŜǎ 

you to do in terms of the day-to-day conduct of any who access confidential information. 

4. A proper chain of custody is essential. You must be ready to establish who received 

confidential data and the justification for its disclosure.  You must be able to prove you 

had a good faith basis to believe that the person receiving confidential data understood 

the need to protect the data and possessed the resources, training and skill to do so.  This 

obligation encompasses anyone who gets the data from you, including experts, clerical 

staff, associated counsel and service providers.  Anyone with access to confidential data 

must be well-prepared to protect the data because their failure is your failure. 

5. Proceed with caution when disclosing confidential data to experts. Industry experts serve 

multiple masters and may seek to exploit confidential data obtained in one matter in other 

engagements.  {ŜŎǳǊŜ ǘƘŜ ŜȄǇŜǊǘΩǎ ǿǊƛǘǘŜƴ ŎƻƳƳƛǘƳŜƴǘ ƴƻǘ ǘƻ Řƻ ǎƻΣ ŀƴŘ ŜƴŦƻǊŎŜ 

it.  !ŘŘƛǘƛƻƴŀƭƭȅΣ ŘƻƴΩǘ ǎǳǇǇƭȅ ŎƻƴŦƛŘŜƴǘƛŀƭ Řŀǘŀ ǘƻ ŀƴ ŜȄǇŜǊǘ ǿƛǘƘƻǳǘ ŦƛǊǎǘ ƻōǘŀƛƴƛƴƎ ǘƘŜ 

ŜȄǇŜǊǘΩǎ ŎƻƴǎŜƴǘ ǘƻ ǊŜŎŜƛǾŜ ŀƴŘ ǇǊƻǘŜŎǘ ƛǘΦ  People who appreciate the burden of protecting 

ƻǘƘŜǊ ǇŜƻǇƭŜΩǎ ǎŜƴǎƛǘƛǾŜ Řŀǘŀ ǿŀƴǘ ǘƻ ƘƻƭŘ ŀǎ ƭƛǘǘƭŜ ƻŦ ƛǘ ŀǎ ǇƻǎǎƛōƭŜΦ 

6. wŜŎƻƎƴƛȊŜ ǘƘŀǘ ȅƻǳ ŘƻƴΩǘ ƎŜǘ ǘƻ ŘŜŎƛŘŜ ǿƘŀǘ Řŀǘŀ ǿŀǊǊŀƴǘǎ ǇǊƻǘŜŎǘƛƻƴΦ ¢ƘŜ ŘŜǎƛƎƴŀǘƛƻƴ 

rules.   LŦ ȅƻǳ ǘƘƛƴƪ ǎƻƳŜǘƘƛƴƎ ƛǎƴΩǘ ǇǊƻǇŜǊƭȅ ŘŜǎƛƎƴŀǘŜŘ ŀǎ ŎƻƴŦƛŘŜƴǘƛal or sensitive, 

challenge the designation; but, until the other side concedes or the Court rules, the 

designation sets the duty. 

7. Confidential data should be encrypted in transit and at rest. This means that none of the 

confidential data gets attached to an e-mail, moved to portable media (e.g., a thumb drive 
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or a portable hard drive) or uploaded to the cloud unless it is encrypted.  No 

exceptions.  No excuses.  BTW, if you store or transmit the decryption keys alongside the 

ŜƴŎǊȅǇǘŜŘ ŘŀǘŀΣ ƛǘΩǎ ŘƻŜǎƴΩǘ Ŏƻǳnt as encrypted. 

8. tŜǊƛƳŜǘŜǊ ǇǊƻǘŜŎǘƛƻƴ ƛǎƴΩǘ ŜƴƻǳƎƘΦ ¢ƘŜ ōƛƎƎŜǎǘ Ǌƛǎƪǎ ǘƻ ŎƻƴŦƛŘŜƴǘƛŀƭ Řŀǘŀ ŀǊŜ ƛƴǘŜǊƴŀƭ 

threats, that is, from a craven or careless member of your own team.  Trust but 

verify.  Access to confidential data should be afforded only on an as-needed/when-needed 

basis. 

9. Access to confidential data must be monitored and logged, as feasible. Remote access and 

after-ƘƻǳǊǎ ŀŎŎŜǎǎ ǎƘƻǳƭŘ ōŜ ŀǳŘƛǘŜŘΦ {ŀŦŜƎǳŀǊŘ ǘƘŜ ƻǘƘŜǊ ǎƛŘŜΩǎ ŎƻƴŦƛŘŜƴǘƛŀƭ Řŀǘŀ ƛƴ ƳǳŎƘ 

the same manner as banks protect the contents of safety deposit boxes: There is physical 

security (walls, doors, alarm systems and guards) and monitoring of the perimeter 

(cameras and key cards).  ¢ƘŜǊŜΩǎ ŀ Ǿŀǳƭǘ ǘƻ ƪŜŜǇ ŀƭƭ ŎƻƴǘŜƴǘǎ ǎŀŦŜ ǿƘŜƴ ǘƘŜ ǇŜǊƛƳŜǘŜǊ ƛǎ 

breached, and access controls to make contents available only to authorized persons (dual-

keyed boxes and ID/signature scrutiny).  Data protection also incorporates elements of 

perimeter security (limiting physical access to the devices and systems), monitoring 

(logging and auditing), a vault (strong encryption with sound key management) and access 

controls (two-factor login credentials and user privilege management). 

10. Have a written data security and incident response policy and protocol in place 

and conform your practice to it. Be sure all employees with access to sensitive and 

confidential data agree to be bound by the policy, and train everyone in proper 

cybersecurity.  You must first recognize a risk to be prepared to meet it.  άbƻ ƻƴŜ ǘƻƭŘ ƳŜ 

ǘƻ Řƻ ǘƘŀǘέ ƛǎ ƴƻǘ ǘƘŜ ǘŜǎǘƛƳƻƴȅ ȅƻǳ ǿŀƴǘ ǘƻ ƘŜŀǊ ǿƘŜƴ ȅƻur staff take the stand. 

11. .Ŝ ǿŀǊȅ ƻŦ ƻǇǇǊŜǎǎƛǾŜ ƻōƭƛƎŀǘƛƻƴǎ ǘƻ ŘŜǎǘǊƻȅ ƻǊ άǊŜǘǳǊƴέ Řŀǘŀ ǿƘŜƴ ŀ ŎŀǎŜ 

concludes.  Confidential case data tends to seep into mail servers, litigation databases, 

document management tools and backup systems.  Are you prepared to shut down your 

ŦƛǊƳΩǎ Ŝ-mail and destroy its backup media because you failed to consider what an 

obligation to eradicate data would really entail?  Have you budgeted for the cost of 

eradication and certification when the case concludes? 

12. Consider cloud-based storage and review tools that integrate encryption, two-factor 

ŀǳǘƘŜƴǘƛŎŀǘƛƻƴ ŀƴŘ ŀŎŎŜǎǎ ƭƻƎƎƛƴƎΦ ¢ƘŜ ŎƭƻǳŘΩǎ ƪŜȅ ŀŘǾŀƴǘŀƎŜ ƭƛŜǎ ƛƴ ŀ ǳǎŜǊΩǎ ŀōƛƭƛǘȅ ǘƻ ǎƘƛŦǘ 

many of the physical and operational burdens of cybersecurity to a third-party.  LǘΩǎ ƴƻǘ ŀ 

complete solution, but it serves to put a secure environment for confidential data within 

reach of firms of all sizes. 
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LŦ ǘƘƛǎ ǎƻǳƴŘǎ ƭƛƪŜ ŀ ōƛƎΣ Ŏƻǎǘƭȅ ǇŀƛƴΣ ȅƻǳΩǊŜ ǇŀȅƛƴƎ ŀǘǘŜƴǘƛƻƴΦ  LǘΩǎ ŀ ƘŜŀŘŀŎƘŜΦ Lǘ ǎƭƻǿǎ ȅƻǳ ŘƻǿƴΣ 

and the risks grow and change as fast as the technology.  .ǳǘ ƛŦ ǊŜǉǳŜǎǘƛƴƎ ǇŀǊǘƛŜǎ ŘƻƴΩǘ Ǉǳǘ 

adequate protections in place on their own, courts will allow producing parties to dictate what 

hoops requesting parties must jump through to obtain discoveryςƛŦΣ ƛƴŘŜŜŘΣ ŎƻǳǊǘǎ ŘƻƴΩǘ ŘŜŜƳ 

the risk so disproportionate that they deny access altogether. 

E-discovery is hard enough.  5ƻƴΩǘ ƳŀƪŜ ƛǘ ƘŀǊŘŜǊ ōȅ ƎƛǾƛƴƎ ƻǇǇƻƴŜƴǘǎ ǘƘŜ ŀōƛƭƛǘȅ ǘƻ ŎƭŀƛƳ ȅƻǳ 

ŎŀƴΩǘ ōŜ ǘǊǳǎǘŜŘ ǘƻ ǇǊƻǘŜŎǘ ǘƘŜƛǊ ƛƴŦƻǊƳŀǘƛƻƴΦ 

Technology-Assisted Review 

Technology-Assisted Review or TAR is the use of computers trained by lawyers to distinguish 

between responsive and non-responsive ESI.  Properly implemented and tasked to the right sort 

of ESI, it works more quickly, affordably and reliably than an army of human reviewers looking at 

every potentially relevant item.  It is an existential threat to the costly, customary and wildly error-

prone approach firms typically take to large-scale document review. 

9ǾŜƴ ŀǎ L ǿǊƛǘŜ ǘƘŀǘΣ L ƪƴƻǿ ȅƻǳ ǿƻƴΩǘ ōŜƭƛŜǾŜ ƛǘΦ  ¸ŜǘΣ ƛǘΩǎ ǘǊǳŜΦ  ¢ƘŜ ŘŜǾƛƭ ƛǎ ƛƴ ǘƘŜ ŘŜǘails. 

In the last few years, the use of TAR has grown markedly, but quietly.  TAR still has the aura of a 

science experiment.  Many who have used TAR tools to speed review are reluctant to disclose 

ǎŀƳŜ ƭŜǎǘ ǘƘŜƛǊ ƳŜǘƘƻŘƻƭƻƎȅ ōŜ ǎŎǊǳǘƛƴƛȊŜŘΦ  ¢ƘŀǘΩǎ ǘƘŜ Ŏŀtch-22 with TAR in 2017: lawyers trust 

ƛǘ ŜƴƻǳƎƘ ǘƻ ǳǎŜ ƛǘΣ ōǳǘ ƴƻǘ ŜƴƻǳƎƘ ǘƻ ǎǘŀƴŘ ōŜƘƛƴŘ ƛǘΦ  tŜǊƘŀǇǎ ōŜŎŀǳǎŜ ǘƘŜȅ ŘƻƴΩǘ ǳƴŘŜǊǎǘŀƴŘ 

¢!w ǿŜƭƭ ŜƴƻǳƎƘ ǘƻ ŘŜŦŜƴŘ ƛǘΣ ƻǊ ǇŜǊƘŀǇǎ ōŜŎŀǳǎŜ ǘƘŜȅ Ƨǳǎǘ ŘƻƴΩǘ ǘǊǳǎǘ ƛǘ ǘƘŜƳǎŜƭǾŜǎΦ  [ƛƪŜƭȅΣ ǘƘŜȅ 

would claim that having to defend TAR would be so costly and time-consuming that it would 

ŘŜŦŜŀǘ ǘƘŜ Ǉƻƛƴǘ ƻŦ ǳǎƛƴƎ ƛǘΦ  {ƻΣ ǘƘŜȅ ŎƭŀƳ ǳǇ ƻǊ ŎƭŀƛƳ ƛǘΩǎ άǿƻǊƪ ǇǊƻŘǳŎǘέ ŀƴŘ ǊŜŦǳǎŜ ǘƻ ŎƻƴŦƛǊƳ 

or deny its use.  

Recent efforts by the Duke EDRM to set standards for TAR deployments are likely to embolden 

lawyers and courts to use TAR to speed e-discovery and lower costs.  Several courts have approved 

ǘƘŜ ǳǎŜ ƻŦ ¢!wΣ ōǳǘ ƴƻƴŜ ƘŀǾŜ ǊŜǉǳƛǊŜŘ ƛǘǎ ǳǎŜΧȅŜǘΦ  LƴŜǾƛǘŀōƭȅΣ ǘƘŜ ƳŜǊƛǘǎ ƻŦ ¢!w ǿƛƭƭ ǇǊƻƳǇǘ ŀ 

court to require its use when alternate methods are be shown to be too slow, costly or unreliable.  

Mobile Goes Mainstream 

/ŀƴ ŀƴȅƻƴŜ Řƻǳōǘ ǘƘŜ ŎƘŀƴƎŜǎ ǿǊƻǳƎƘǘ ōȅ ǘƘŜ ƳƻŘŜǊƴ άǎƳŀǊǘέ ŎŜƭƭǇƘƻƴŜΚ  My current home in 

New Orleans sits at the corner of one-way streets, my porch a few feet from motorists.  At my 

former NOLA home, my porch faced cars stopped for a street light.  From both vantage points, 

LΩǾŜ ǎŜŜƴ ŘǊƛǾŜǊǎ ƭƻƻƪƛƴƎ ŀǘ ǘƘŜƛǊ ǇƘƻƴŜǎΣ ǎƻƳŜ ǎƻ ŜƴƎǊƻǎǎŜŘ ǘƘŜȅ ŦŀƛƭŜŘ ǘƻ ƳƻǾŜ ǿƘŜƴ ǘƘŜȅ 

could.  Phones impact how traffic progresses through controlled intersections in every 

community.  We are slow-moving zombies in cars. 
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Distracted driving has eclipsed speeding and drunken driving as the leading cause of motor vehicle 

collisions.  Walking into fixed objects while texting is reportedly the most common reason young 

people visit emergency rooms today.  LƴǎǘŀƴŎŜǎ ƻŦ άŘƛǎǘǊŀŎǘŜŘ ǿŀƭƪƛƴƎέ ƛƴƧǳǊȅ ƘŀǾŜ ŘƻǳōƭŜŘ ŜǾŜǊȅ 

year since 2006.  Doing the math, 250 ER visits in 2006 are over half a million ER visits 

today, because we walk into poles, doors and parked cars while texting. 

Look around you.  CAUTION: This will entail looking up from your phone.  How many are using 

their phones? At a concert, how many are experiencing it through the lens of their cell phone 

cameras?  How many selfies?  How many texts?  How many apps? 

[ŀǘŜƭȅ LΩǾŜ ōŜƎǳƴ ŀǎƪƛƴƎ /[9 ŀǘǘŜƴŘŜŜǎ Ƙƻǿ Ƴŀƴȅ ŀǊŜ ƴŜǾŜǊ ƳƻǊŜ ǘƘŀƴ ŀƴ ŀǊƳΩǎ ƭŜƴƎǘƘ ŦǊƻƳ ǘƘŜƛǊ 

phones 24/7.  A majority raise their hands.  These are tech-wary lawyers, and most are Boomers, 

not Millennials. 

Smart phones have changed us.  Litigants are at a turning point in meeting e-discovery duties, and 

lawyers ignore this sea change at peril.  ¢ƘŜ άƭŜƎŀƭ ƛƴŘǳǎǘǊȅέ Ƙŀǎ ŎƘƻǎŜƴ ǎŜƭŦ-deception when it 

ŎƻƳŜǎ ǘƻ ƳƻōƛƭŜ ŘŜǾƛŎŜǎΦ LǘΩǎ ŀ ƭƛŜ ƛƴ ƭƛƴŜ ǿƛǘƘ ŎƻǊǇƻǊŀǘŜ ōƻǘǘƻƳ ƭƛƴŜǎΣ ŀƴŘ ƛǘ ƻƴŎŜ ŦƻǳƴŘ ǎǳǇǇƻǊǘ 

in the e-discovery case law and rules of procedure.  But, no more. 

Today, if you fail to advise clients to preserve relevant and unique mobile data when under a 

ǇǊŜǎŜǊǾŀǘƛƻƴ ŘǳǘȅΣ ȅƻǳΩǊŜ ŎƻƳƳƛǘǘƛƴƎ ƳŀƭǇǊŀŎǘƛŎŜΦ  

¸ŜǎΣ L ǳǎŜŘ ǘƘŜ άaέ ǿƻǊŘΣ ŀƴŘ ƴƻǘ ƭƛƎƘǘƭȅΦ 

I ǿƻǳƭŘƴΩǘ ƘŀǾŜ ŎŀƭƭŜŘ ƛǘ ƳŀƭǇǊŀŎǘƛŎŜ ŀ ŦŜǿ ȅŜŀǊǎ ŀƎƻΦ  .ǳǘ ǘǿƻ ǘƘƛƴƎǎ ƘŀǾŜ ŎƘŀƴƎŜŘΣ ŀƴŘ ǿŜ ŎŀƴΩǘ 

hide our heads in the sand.  These are paradigm shifts. 

The two things are, first, the data on phones and tablets are not just copies of information held 

elsewhere.  Mobile data is unique, and often relevant, probative evidence.  Second, the locking 

down of phone content has driven the preservation of mobile content from the esoteric realm of 

computer forensics to the readily accessible world of apps and backups.  These developments 

mean that, notwithstanding the outdated rationales lawyers trot out for ignoring mobile, the time 

has come to accept that mobile is routinely within the scope of preservation obligations. 

Too, lawyers need to stop treating mobile devices like biohazards and realize that there are easy, 

low-cost ways to preserve relevant mobile content without taking phones away from 

users.  .ŜŎŀǳǎŜ ƛǘΩǎ Ŝŀǎȅ ŀƴŘ ŎƘŜŀǇ ǘƻ ǇǊŜǎŜǊǾŜ ƛǘΣ ƳƻōƛƭŜ ŎƻƴǘŜƴǘ ƛǎ ŀŎŎŜǎǎƛōƭŜΣ ŀƴŘ ƛǘǎ 

preservation, when potentially relevant, is proportionate under the Rules. 
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¢ƘŀǘΩǎ ŀ ǎǘǊƻƴƎ ǎǘŀƴŘΣ ŀƴŘ ƻƴŜ ǎƻƳŜ ǿƛƭƭ ŀƴƎǊƛƭȅ ǊŜƧŜŎǘΦ  L ƎŜǘ ǿƘŜǊŜ ǘƘŜȅΩǊŜ ŎƻƳƛƴƎ ŦǊƻƳΦ  It was 

wonderful to be able to ignore mobile in e-discovery.  Mobile was a black hole.  Lǘ ǿŀǎƴΩǘ Ƨǳǎǘ ǘƘŀǘ 

you had to hire technical experts to use expensive tools to preserve the contents of phones; it was 

like pulling teeth to get users to let loose of their devices for the hours or days it took to collect 

them.  Even when they did hand them over, more than a few users claimed to have entered the 

ǿǊƻƴƎ ǇŀǎǎǿƻǊŘ ǘƻƻ Ƴŀƴȅ ǘƛƳŜǎ ŀƴŘ άŀŎŎƛŘŜƴǘŀƭƭȅέ ǿƛǇŜŘ ǘƘŜ ŎƻƴǘŜƴǘǎ ƻŦ ǘƘŜ ǇƘƻƴŜΦ   άhƻǇǎΦ aȅ 

ōŀŘΦέ 

LŦ ǘƘŀǘ ƴŜǾŜǊ ƘŀǇǇŜƴŜŘ ǘƻ ƻƴŜ ƻŦ ȅƻǳǊ ŎƭƛŜƴǘǎΣ ƛǘ Ƴŀȅ ōŜ ōŜŎŀǳǎŜ ȅƻǳǊ ŎƭƛŜƴǘ ǿŀǎƴΩǘ ǇǊŜǎŜǊǾƛƴƎ 

phone data, indulging in the assumǇǘƛƻƴ ǘƘŀǘ ǿƘŀǘŜǾŜǊ ǘƘŜȅΩŘ ƎƭŜŀƴ ŦǊƻƳ ǘƘŜ ǇƘƻƴŜ ǿƻǳƭŘ ōŜ 

collected elsewhere.  They deemed mobile redundant. 

Lecturing about mobile and IoT in D.C. last year, an associate from a megafirm confided to me that 

his firm routinely advised all its litigation clients that they need not preserve the content of mobile 

ŘŜǾƛŎŜǎ ōŜŎŀǳǎŜ άŀƭƭ ǘƘŜ ǊŜƭŜǾŀƴǘ ŎƻƴǘŜƴǘ ǿƻǳƭŘ ōŜ ŘǳǇƭƛŎŀǘŜŘ ƻƴ ǘƘŜ ǎŜǊǾŜǊǎΦέ  I asked if the firm 

had ever tested its advice against the relevant data to determine if there was truth in what they 

were telling clients.  IŜ ŀŘƳƛǘǘŜŘ ǘƘŜȅ ƴŜǾŜǊ ƘŀŘ ŀƴŘ ƻŦŦŜǊŜŘ ǘƘŀǘ ǘƘŜȅΩŘ ƴŜǾŜǊ Řƻ ǎƻΦ  The firm 

ŘƛŘƴΩǘ ǿŀƴǘ ǘƻ ƪƴƻǿ ǘƘŜ ŦŀŎǘǎ ōŜŎŀǳǎŜ ǘƘŜ ŦŀƛǊȅ ǘŀƭŜ ƻŦ άǊŜǇƭƛŎŀǘŜŘ ŜƭǎŜǿƘŜǊŜέ ǿŀǎ ǿƘŀǘ ǘƘŜ ŎƭƛŜƴǘ 

wanted to hear. 

Is it a fairy tale?  I have my own views based on my own comparisons of mobile content versus 

other collected sources.  ²Ƙŀǘ L ǎŜŜ ŘŜƳƻƴǎǘǊŀǘŜǎ ǘƘŀǘ ǘƘŜ ŎƭŀƛƳ ǘƘŀǘ ǿƘŀǘΩǎ ǊŜƭŜǾŀƴǘ ƻƴ ŀ ǇƘƻƴŜ 

is preserved elsewhere is a whopper.  I am routinely finding examples of relevant data stored on 

mobile devices that is not found among the other sources of data routinely preserved in e-

discovery.  The replication fairy tale is a relic of a bygone era of Blackberry Enterprise Servers and 

phones with lower IQs than the brilliant devices now our constant companions and confidantes. 

.ǳǘΣ LΩƳ ƴƻǘ ŀǎƪƛƴƎ ȅƻǳ όƻǊ ŎƻǳǊǘǎύ ǘƻ ǘŀƪŜ Ƴȅ ǿƻǊŘ ŦƻǊ ƛǘΦ  Test it yourself. 

 

LŦ ȅƻǳΩǊŜ ƎƻƛƴƎ ǘƻ ǘŜƭƭ ǘƘŜ ǘŀƭŜΣ ǘƘŜƴ ƎŜǘ ǎƻƳŜ ƳŜǘǊƛŎǎ ǘƻ ƳŀƪŜ ƛǘ ǇƭŀǳǎƛōƭŜΦ  Use sampling.  Process 

the phones of a few key custodians and compare all the potentially relevant items collected from 

their mobile devices against the other sources collected for the sampled custodians.  ²ƘŀǘΩǎ ǘƘŜ 

differential?  Is the unique evidence from the mobile device probative and material? 

LΩǾŜ ŘƻƴŜ ǘƘŀǘΣ ŀƴŘ ǎƻ L ƪƴƻǿ ǊŜǇƭication is a fairy tale.  LŦ ȅƻǳ ǿŀƴǘ ǘƻ ŎƭŀƛƳ ƛǘΩǎ ǘǊǳŜ for your client 

in your case, how about putting some facts to work?  Bear the burden of proof, or start bearing 

the onus of truth.  ²ƘŜƴ ȅƻǳ ƘŀǾŜ ǘƘŜ ŦŀŎǘǎΣ ȅƻǳΩƭƭ ƘŀǾŜ ǘƻ ƭŜǘ ƭƻƻǎŜ ƻŦ ǘƘŜ ƭŜƎŜƴŘ ŀƴŘ preserve 

relevant mobile content. 
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¢ƘŀǘΩǎ ǘƘŜ ōŀŘ ƴŜǿǎ ŦƻǊ ǘƘƻǎŜ ǿƘƻ ǿƻǳƭŘ ǇǊŜŦŜǊ ǘƻ ƛƎƴƻǊŜ ƳƻōƛƭŜΦ  But take heart, as that will 

seem like great news compared to the next development.  ¸ŜǘΣ ǘƘŜǊŜΩǎ ŀ ǎƛƭǾŜǊ ƭƛƴƛƴƎΦ  Mobile 

ǇǊŜǎŜǊǾŀǘƛƻƴΩǎ ōŜŎƻƳŜ ǉǳƛŎƪΣ ŎƘeap and easy. 

A few years ago, mobile phones shared some of the characteristics of personal computers in that 

they held latent data that could be recovered using specialized tools sold for princely sums by a 

couple of shadowy tech companies.  So, the preservation of mobile devices slipped into the 

shadows, too.  Phones and tablets were forensic evidence, and only forensic examiners could 

collect their contents. 

 

!ƭǘƘƻǳƎƘ ǳǎŜǊǎ ǳǎŜŘ ƳƻōƛƭŜ ŘŜǾƛŎŜǎ ŀƭƭ ŘŀȅΣ ǘƘŜ ŎƻƴǘŜƴǘǎ ƻŦ ƳƻōƛƭŜ ŘŜǾƛŎŜǎ ǿŜǊŜ ŘǳōōŜŘ άƴƻǘ 

reasƻƴŀōƭȅ ŀŎŎŜǎǎƛōƭŜΦέ  It was too costly and burdensome to preserve a phone.  Good thing, 

because users were holding onto their phones tighter than Willie Nelson clutches a bong.  Users 

protested, άaȅ ƳƻōƛƭŜ ǇƘƻƴŜ ƛǎ ǘƘŜ ƻƴƭȅ ǿŀȅ ǘƘŜ ƪƛŘǎΩ ǎŎƘƻƻƭ Ŏŀƴ ǊŜŀŎƘ Ƴe in an emergency, and 

L ŎŀƴΩǘ ǳǎŜ ŀƴƻǘƘŜǊ ǇƘƻƴŜ ōŜŎŀǳǎŜ ŜǾŜǊȅƻƴŜ ǘŜȄǘǎ ƴƻǿΣ ŀƴŘ ²Ih w9a9a.9w{ tIhb9 b¦a.9w{ 

!b¸ahw9Κέ 

 

So, the next altered paradigm: In e-discovery today, the forensic-level preservation of phonesτ

the sort geared to deleted content and forensic artifactsτƛǎ ŀ ŦƻƻƭΩǎ ŜǊǊŀƴŘΦ  As the public learned 

ŦǊƻƳ ǘƘŜ C.LΩǎ ǘǳǎǎƭŜ ǿƛǘƘ !ǇǇƭŜ ƻǾŜǊ ǳƴƭƻŎƪƛƴƎ ǘƘŜ ƛtƘƻƴŜǎ ƻŦ ǘƘŜ {ŀƴ .ŜǊƴŀǊŘƛƴƻ ǘŜǊǊƻǊƛǎǘǎΣ 

modern smart phones are locked down hard.  Content is encrypted, and even the keys to access 

the encrypted content are themselves encrypted.  tƘƻƴŜ ŦƻǊŜƴǎƛŎǎ ƛǎƴΩǘ ǿƘŀǘ ƛǘ ǳǎŜŘ ǘƻ ōŜΦ  More 

ŀƴŘ ƳƻǊŜΣ ǿŜ ŎŀƴΩǘ ƎŜǘ ǘƻ ǘƘŀǘ ŎƻǊƴǳŎƻǇƛŀ ƻŦ ǊŜŎƻǾŜǊŀōƭŜ ŦƻǊŜƴǎƛŎŀƭƭȅ-significant data. 

!ǘ ǘƘŜ ǎŀƳŜ ǘƛƳŜΣ ƛǘΩǎ ǉǳƛŎƪΣ Ŝŀǎȅ ŀƴŘ ŦǊŜŜ ŦƻǊ ŀ ǳǎŜǊ ǘƻ ƎŜƴŜǊŀǘŜ ŀ ŦǳƭƭΣ ǳƴŜƴŎrypted backup of a 

phone without surrendering possession.  The user can even place the backup in a designated 

location for safekeeping by counsel or IT.  ²ƛƭƭ ǘƘƛǎ ōŜ ŀ άŦƻǊŜƴǎƛŎ ƛƳŀƎŜέ ƻŦ ǘƘŜ ŎƻƴǘŜƴǘǎΚ  Strictly 

speaking, no.  But as the phone manufactureǊǎ ǘƛƎƘǘŜƴ ǘƘŜƛǊ ǎŜŎǳǊƛǘȅΣ άŦƻǊŜƴǎƛŎ ƛƳŀƎƛƴƎέ ōŜŎƻƳŜǎ 

less and less likely to yield up content of the sort encompassed by a routine e-discovery 

preservation obligation.  Not every case is a job for C.S.I.τand I say that as someone who makes 

a living through computer forensics. 

L ƎǊŀƴǘ ǘƘŀǘ ŀ Ŧǳƭƭ ǳƴŜƴŎǊȅǇǘŜŘ ōŀŎƪǳǇ ƻŦ ŀƴ ƛtƘƻƴŜ ƛǎƴΩǘ ƎƻƛƴƎ ǘƻ ŜƴŎƻƳǇŀǎǎ ŀƭƭ ǘƘŜ Řŀǘŀ ǘƘŀǘ ƳƛƎƘǘ 

be gleaned by a pull-out-all-stops forensic preservation of the phone.  But so what?  As my 

ŎƻǊǇƻǊŀǘŜ ŎƻƭƭŜŀƎǳŜǎ ƭƻǾŜ ǘƻ ǎŀȅΣ άthe stŀƴŘŀǊŘ ŦƻǊ 9{L ǇǊŜǎŜǊǾŀǘƛƻƴ ƛǎƴΩǘ ǇŜǊŦŜŎǘΦέ  I always agree 

ŀŘŘƛƴƎΣ άōǳǘ ƛǘ ƛǎƴΩǘ ƭƻǳǎȅ ŜƛǘƘŜǊΦέ  tǊŜǎŜǊǾƛƴƎ ōȅ ōŀŎƪǳǇ ƛǎƴΩǘ ǇŜǊŦŜŎǘΤ ōǳǘ ƛǘ ƛǎƴΩǘ ƭƻǳǎȅΦ  LΩǾŜ ŎƻƳŜ 

to regard it as sufficient and proportionate.  LǘΩǎ ƎƻƻŘ enough, and in most cases, darn good. 
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I think this is important.  LǘΩǎ ŀ ƎŀƳŜ ŎƘŀƴƎŜǊ ŦƻǊ ǿƘŀǘ Ƴƻǎǘ ƭƛǘƛƎŀƴǘǎ ŀǊŜ ŘƻƛƴƎ ǘƻŘŀȅΦ  In a view I 

hope will come to be shared by all who think it throughτpreservation of mobile device content 

must become a standard component of a competent preservation effort except where the mobile 

content can be shown to be beyond scope.  Mobile content has become so relevant and unique, 

and the ability to preserve it so undemanding, that the standard must be preservation. 

Automated and Hosted Processing and Review  

The accepted e-discovery workflow has long involved the collection of data by technical personnel 

and its delivery into the hands of an e-discovery service provider who would process the data into 

images and generate load files holding extracted text and metadata.  These images and extractions 

ǿƻǳƭŘ ǘƘŜƴ ōŜ ƭƻŀŘŜŘ ƛƴǘƻ ǘƘŜ ƭŀǿ ŦƛǊƳΩǎ άǊŜǾƛŜǿ ǇƭŀǘŦƻǊƳΣέ ŀ ǘƻƻƭ ǘƘŀǘ ƳŀǘŜŘ ǘƘŜ ŜȄǘǊŀŎǘŜŘ ǘŜȄǘ 

with its corresponding page image and facilitated search and tagging of the collection by multiple 

reviewers.  This approach made it hard to quickly assess a case (because it took a lot of time and 

money to get the ESI in front of reviewers) and rendered e-discovery too complex or costly for 

small- and mid-size firms (who would have to make a significant capital investment in review 

software, servers and workstations. 

 

Lately, the cloud and the development of automated workflows in cloud-based Software-as-a-

{ŜǊǾƛŎŜ ƻǊ ά{ŀŀ{έ ǘƻƻƭǎ Ƙŀǎ ƳŀŘŜ ƛǘ ǇƻǎǎƛōƭŜ ŦƻǊ ƭŀǿȅŜǊǎ ŀƴŘ ǎǳǇǇƻǊǘ ǇŜǊǎƻƴƴŜƭ ǿƛǘƘ ƭƛǘǘƭŜ ǘŜŎƘƴƛŎŀƭ 

savvy and no capital investment to upload, process, review and create production sets on a pay-

as-you-go basis. Typically charging per gigabyte of data, the cloud service provider processes the 

data to, inter alia, extract its contents and eliminate duplicate items.  All processing is done in the 

cloud, and users pay the host provider monthly (again, typically, on a per gigabyte basis) to rent 

storage space and access the hosted data.  Automated systems allow users to upload data and 

initiate processing themselves, at any time of day or night. 

By standardizing processes, automating workflows and eliminating personnel costs, hosted 

discovery service providers can offer sophisticated e-discovery services at historically low prices.  

Though not the optimum approach for very large data sets or unconventional file types, 

automated and hosted processing and review promises to make e-discovery feasible and 

affordable in more matters. 

 

Consolidation 

Another trend that shows no sign of abating in 2017 is the consolidation of e-discovery software 

and service providers as companies gobble each other up.  A decade ago, fear, intimidation and 

technical incompetence made lawyers and clients easy prey for e-discovery vendors charging 

premium prices.  Everyone charged a fortune, so everyoneτparticularly the service providers 

themselvesτŀǎǎǳƳŜŘ ǘƘŀǘΩǎ ǿƘŀǘ Ŝ-discovery costs (i.e., a bundle) and the gravy train would run 
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forever.  Price gouging was aided by systematic pricing obfuscation, making apples-to-apples 

comparisons difficult.  Over time, buyers of e-discovery services came to see how much those 

offerings were merely commodities, and the bottom fell out of the market as sellers embarked on 

a death race to the bottom on pricing.  The result has been that providersτincluding some of the 

biggest names in the industry--had to fold their tents and sold out to their competition in dozens 

of face-saving mergers. 

 

Fortunately for consumers, consolidation has yet to prompt price increases; however, slim 

margins and commoditization still plague the survivors, who continue to collapse into one another 

ŀǘ ŀ ǊŀǘŜ ƻŦ ŀǘǘǊƛǘƛƻƴ ƴƻǘ ƻŦŦǎŜǘ ōȅ ǎǘŀǊǘǳǇǎΦ  LǘΩǎ ŀ ōǳȅŜǊǎΩ ƳŀǊƪŜǘ ŦƻǊ Ŝ-discovery; but, it behooves 

the buyer to understand what they are getting. 

Attorney Competence 

After years trying to persuade lawyers to acquire the barest technical fundamentals of e-

discovery, I never cease to marvel at the ingenuity and compelling arguments my trial lawyer 

ŎƻƭƭŜŀƎǳŜǎ ǳǎŜ ǘƻ ŜȄǇƭŀƛƴ ǿƘȅ ǘƘŜȅ ǎƘƻǳƭŘƴΩǘ ƴŜŜŘ ǘƻ ƪƴƻǿ ǘƘƛǎ άŜ-ǎǘǳŦŦΦέ  .ǳǘΣ ƴƻ ǘƘŀƴƪǎ ǘƻ ƳŜΣ 

the battleship is turning in other states, and a conversation has started about the need to equip 

the next generation of lawyers with the technical knowledge they need to thrive in an era when 

all information is digital and all evidence electronic.  In 2015, California issued a formal ethics 

opinion requiring that counsel involved in matters involving electronically-stored information to 

ŜƛǘƘŜǊ ΨƭŜŀǊƴ ƛǘΣ ƎŜǘ ƘŜƭǇ ƻǊ ƎŜǘ ƻǳǘΦΩ  ¢ƘŜ ƻǇƛƴƛƻƴ ǎŜǘǎ ƻǳǘ ƴƛƴŜ ǎƪƛƭƭ ǎŜǘǎ ǘƘŀǘ ƭŀǿȅŜǊǎ ŘŜŀƭƛƴƎ ǿƛǘƘ 

e-discovery must possess or be obliged to decline the representation. The Opinion notes that an 

attorney handling e-discovery matters, either by themselves or in association with competent co-

counsel or expert consultants, should be able to:  

¶ Initially assess e-discovery needs and issues, if any; 

¶ Implement/cause to implement appropriate ESI preservation procedures; 

¶ !ƴŀƭȅȊŜ ŀƴŘ ǳƴŘŜǊǎǘŀƴŘ ŀ ŎƭƛŜƴǘΩǎ 9{L ǎȅǎǘŜƳǎ ŀƴŘ ǎǘƻǊŀƎŜΤ 

¶ Advise the client on available options for collection and preservation of ESI; 

¶ Identify custodians of potentially relevant ESI; 

¶ Engage in competent and meaningful meet and confer with opposing counsel concerning 

an e-discovery plan; 

¶ Perform data searches; 

¶ Collect responsive ESI in a manner that preserves the integrity of that ESI; and 

¶ Produce responsive non-privileged ESI in a recognized and appropriate manner. 

The State Bar of California Standing Committee on Professional Responsibility and Conduct, 

Formal Opinion No. 2015-193.  
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Likewise, the state of Florida now mandates that that its lawyers obtain three hours of technical 

training each year, in addition to its existing MCLE requirements.  Most states have nothing of this 

ƴŀǘǳǊŜ ŀƴŘ ŘƻƴΩǘ even offer MCLE credit for information technology training.  
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A Dozen E-Discovery Strategies for Requesting and Producing Parties 
E-Discovery Strategy for Requesting Parties 

 

1. !ƴǘƛŎƛǇŀǘŜ ǎƻǳǊŎŜǎΥ Wǳǎǘ ōŜŎŀǳǎŜ ȅƻǳ ŘƻƴΩǘ ƪƴƻǿ ŀƭƭ ǎƻǳǊŎŜǎ ƻŦ ǇƻǘŜƴǘƛŀƭƭȅ ǊŜƭŜǾŀƴǘ 

ƛƴŦƻǊƳŀǘƛƻƴ ƘŜƭŘ ōȅ ȅƻǳǊ ƻǇǇƻƴŜƴǘ ŘƻŜǎƴΩǘ ƳŜŀƴ ȅƻǳ ŎŀƴΩǘ ŀƴǘƛŎƛǇŀǘŜ some of them. 

2. Be specific in your preservation demand.  Use it to inform and close doors. 

3. [ƻǎŜ ǘƘŜ ōƻƛƭŜǊǇƭŀǘŜ ŘƛǎŎƻǾŜǊȅ ǊŜǉǳŜǎǘΦ  9{L ƛǎƴΩǘ Ƨǳǎǘ ŀƴƻǘƘŜǊ ŦƭŀǾƻǊ ƻŦ άŘƻŎǳƳŜƴǘΦέ 

4. Supply a written agenda for meet and confer and enough time and guidance to respond. 

5. Always specify forms of production, spec the load file and seek native forms when useful. 

6. Be ready to articulate the objective behind any request for data and metadata. 

7. Gear the timing of e-discovery to insure readiness for depositions. 

8. SŎǊǳǘƛƴƛȊŜ ǘƘŜ ŎŀǇŀōƛƭƛǘƛŜǎ ŀƴŘ ƭƛƳƛǘǎ ƻŦ ȅƻǳǊ ƻǇǇƻƴŜƴǘΩǎ ŜƭŜŎǘǊƻƴƛŎ search methodology. 

9. Know what you want most: discovery or sanctions. 

10. E-discovery is a marathon, not a sprint.  Tenacity pays dividends.  Build your record. 

11. Come to court armed with metrics. One good example is better than a slew of suspicion. 

12. Always be prepared to address proportionality objections. 

E-Discovery Strategy for Producing Parties 

1. Initiate a legal hold immediately, and draft the hold notice with its discovery in mind. 

2. Never state anything is gone without verification, especially when dealing with IT staff. 

3. RŜǎǇƻƴŘ ǘƻ ǇǊŜǎŜǊǾŀǘƛƻƴ ŘŜƳŀƴŘǎ ǿƛǘƘ ŀ ǿǊƛǘǘŜƴ ƴƻǘƛŎŜ ƻŦ ǿƘŀǘ ȅƻǳ ǿƛƭƭ ŀƴŘ ǿƻƴΩǘ ŘƻΦ 

4. Be proactive.  Present a reasonable e-discovery plan and a responsive proposal.   

5. Requesting parties so want to get something they will agree to almost anything.  

6. Seek to shift costs whenever feasible, even when you will not prevail. 

7. Come to court armed with metrics. Quantify cost.  Use real numbers, not extrapolations. 

8. Promote use of highly precise keyword searches as these are least helpful to opponents. 

9. Test to insure your searches pick up known responsive and privileged items. 

10. Avoid categorical representations about ESI as they rarely survive scrutiny. 

11. Set reasonable parameters limiting collection and search (custodian, interval, file types) 

12. As rational, demand reciprocity in preservation, collection, search and production.  
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Introduction to Discovery in U.S. Civil Litigation 
Until the mid-20th century, the trial of a civil lawsuit was an exercise in ambush.  Parties to litigation 
knew little about an opponentΩǎ ŎƭŀƛƳǎ ƻǊ ŘŜŦŜƴǎŜǎ ǳƴǘƛƭ ŀƛǊŜŘ ƛƴ ƻǇŜƴ ŎƻǳǊǘ.  A ƭŀǿȅŜǊΩǎ ƻƴƭȅ 
means to know what witnesses would say was to somehow find them before trial and persuade 
ǘƘŜƳ ǘƻ ǘŀƭƪ ŀōƻǳǘ ǘƘŜ ŎŀǎŜΦ  ²ƛǘƴŜǎǎŜǎ ǿŜǊŜƴΩǘ ƻōƭƛƎŜŘ ǘƻ ǎǇŜŀƪ ǿƛǘƘ ŎƻǳƴǎŜƭΣ ŀƴŘ ŜǾŜƴ ǿƘŜƴ 
they did so, what they volunteered outside of court might change markedly when under oath on 
the stand.  Too, at law, there was no right to see documentary evidence before trial.  
 
John Henry Wigmore, nicely summed up the situation in his seminal, A Treatise on the System of 
Evidence in Trial at Common Law (1904).  Citing the Latin maxim, nemo tenetur armare 
adversarium suum contra se (άno one is bound to arm his adversary against himselfέ), Wigmore 
explained: 
 

To require the disclosure to an adversary of the evidence that is to be produced 
would be repugnant to all sportsmanlike instincts. Rather permit you to preserve the 
secret of your tactics, to lock up your documents in the vault, to send your witness 
to board in some obscure village, and then, reserving your evidential resources until 
the final moment, to marshal them at the trial before your surprised and dismayed 
antagonist, and thus overwhelm him.  Such was the spirit of the common law; and 
such in part it still is. It did not defend or condone trickery and deception; but it did 
ǊŜƎŀǊŘ ǘƘŜ ŎƻƴŎŜŀƭƳŜƴǘ ƻŦ ƻƴŜΩǎ ŜǾƛŘŜƴǘƛŀƭ ǊŜǎƻǳǊŎŜǎ ŀƴŘ ǘƘŜ ǇǊŜǎŜǊǾŀǘƛƻƴ ƻŦ ǘƘŜ 
ƻǇǇƻƴŜƴǘΩǎ ŘŜŦŜƴǎŜƭŜǎǎ ƛƎƴƻǊŀƴŎŜ ŀǎ ŀ ŦŀƛǊ ŀƴŘ ƛǊǊŜǇǊƻŀŎƘŀōƭŜ ŀŎŎƻƳǇŀƴƛƳŜƴǘ ƻŦ ǘƘŜ 
game of litigation.   
Id. At Vol. III, §1845, p. 2402. 

 
Our forebears at common law3 feared that disclosure of evidence would facilitate unscrupulous 
efforts to tamper with witnesses and promote the forging of false evidence.  The element of 
surprise was thought to promote integrity of process. 
 
Legal reformers ƘŀǘŜŘ άǘǊƛŀƭ ōȅ ŀƳōǳǎƘέ and, in the late-мфолΩǎΣ they sought to eliminate surprise 
and chicanery in U.S. courts ōȅ ƭŜǘǘƛƴƎ ƭƛǘƛƎŀƴǘǎ ƻōǘŀƛƴ ƛƴŦƻǊƳŀǘƛƻƴ ŀōƻǳǘ ŀƴ ƻǇǇƻƴŜƴǘΩǎ ŎŀǎŜ 
ōŜŦƻǊŜ ǘǊƛŀƭ ƛƴ ŀ ǇǊƻŎŜǎǎ ŘǳōōŜŘ άŘƛǎŎƻǾŜǊȅ.έ4  ¢ƘŜ ǊŜŦƻǊƳŜǊΩǎ Ǝƻŀƭ ǿŀǎ ǘƻ ǎǘǊŜŀƳƭƛƴŜ ǘƘŜ trial 
process and enable litigants to better assess the merits of the dispute and settle their differences 
without need of a trial. 
 

                                                      
3 ά/ƻƳƳƻƴ ƭŀǿέ ǊŜŦŜǊǎ ǘƻ ǘƘŜ ƭŀǿ ŀǎ ŘŜŎƭŀǊŜŘ ōȅ ƧǳŘƎŜǎ ƛƴ ƧǳŘƛŎƛŀƭ ŘŜŎƛǎƛƻƴǎ όάǇǊŜŎŜŘŜƴǘέύ ǊŀǘƘŜǊ ǘƘŀƴ ǊǳƭŜǎ 
established in statutes enacted by legislative bodies. 
4 That is not to say that discovery was unknown.  Many jurisdictions offered a mechanism for a Bill of Discovery, 
essenǘƛŀƭƭȅ ŀ ǎŜǇŀǊŀǘŜ ǎǳƛǘ ƛƴ Ŝǉǳƛǘȅ ƎŜŀǊŜŘ ǘƻ ƻōǘŀƛƴƛƴƎ ǘŜǎǘƛƳƻƴȅ ƻǊ ŘƻŎǳƳŜƴǘǎ ƛƴ ǎǳǇǇƻǊǘ ƻŦ ƻƴŜΩǎ ƻǿƴ ǇƻǎƛǘƛƻƴΦ  
However, Bills of Discovery typically made no provision for obtaining information about ŀƴ ƻǇǇƻƴŜƴǘΩǎ claims, 
defenses or evidenceτwhich is, of course, what one would most desire.  As well, some states experimented with 
procedural codes that allowed for discovery of documents and taking of testimony (e.g., David Dudley Field IIΩǎ ƳƻŘŜƭ 
code).  For a comprehensive treatment of the topic, see, Ragland, George, Jr., Discovery Before Trial, 1932. 

http://repository.law.umich.edu/cgi/viewcontent.cgi?article=1015&context=michigan_legal_studies
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After three years of drafting and debate, the first Federal Rules of Civil Procedure went into effect 
on September 16, 1938.  Though amended many times since, the tools of discovery contained in 
those nascent Rules endure to this day: 

¶ Oral and written depositions (Rules 30 and 31); 

¶ Interrogatories (Rule 33); 

¶ Requests to inspect and copy documents and to inspect tangible and real property (Rule 34); 

¶ Physical and mental examinations of persons (Rule 35); 

¶ Requests for admissions (Rule 36); 

¶ Subpoena of witnesses and records (Rule 45). 
 
Tools of Discovery Defined 
Depositions 
A deposition is an interrogation of a party or witness 
όάŘŜǇƻƴŜƴǘέύ under oath, where both the questions and 
responses are recorded for later use in hearings or at trial.  
Testimony may be elicited face-to-face (άoral depositionέ) 
or by presenting a list of questions to be posed to the 
witness (άwritten depositionέ).  Deposition testimony may 
ōŜ ǳǎŜŘ ƛƴ ƭƛŜǳ ƻŦ ŀ ǿƛǘƴŜǎǎΩ ǘŜǎǘƛƳƻƴȅ ǿƘŜƴ ŀ ǿƛǘƴŜǎǎ ƛǎ 
not present or to impeach the witness in a proceeding 
when a witness offers inconsistent testimony.  Deposition 
ǘŜǎǘƛƳƻƴȅ ƛǎ ǘȅǇƛŎŀƭƭȅ ƳŜƳƻǊƛŀƭƛȊŜŘ ŀǎ ŀ άǘǊŀƴǎŎǊƛǇǘέ made 
by an official court reporter, but may also be a video 
obtained by a videographer. 
 
Interrogatories 
Interrogatories are written questions posed by one party to another to be answered under oath.  
Although the responses bind the responding party much like a deposition on written questions, 
there is no testimony elicited nor any court reporter or videographer involved.   
 
Requests for Production 
Parties use Requests for Production to demand to inspect or obtain copies of tangible evidence 
and documents, and are the chief means by which parties pursue electronically stored information 
(ESI).  Requests may also seek access to places and things. 
 
Requests for Physical and Mental Examination  
When the physical or mental status of a party is in issue (such as when damages are sought for 
personal injury or disability), an opposing party may seek to compel the claimant to submit to 
examination by a physician or other qualified examiner. 
 
Requests for Admission 
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These are used to require parties to concede, under oath, that particular facts and matters are 
true or that a document is genuine. 
 
Subpoena 
A subpoena is a directive in the nature of a court order requiring the recipient to take some action, 
typically to appear and give testimony or hand over or permit inspection of specified documents 
or tangible evidence.  Subpoenas are most commonly used to obtain evidence from persons and 
entities who are not parties to the lawsuit. 
 
Strictly speaking, the Federal Rules of Civil Procedure do not characterize subpoenas as a discovery 
mechanism because their use is ancillary to depositions and proceedings.  Still, they are employed 
so frequently and powerfully in discovery as to warrant mention.   
 
Scope of Discovery Defined 
Rule 26(b)(1) of the Federal Rules of Civil Procedure defines the scope of discovery this way: 
 

Parties may obtain discovery regarding any nonprivileged matter that is relevant to 
any party's claim or defense and proportional to the needs of the case, considering 
the importance of the issues at stake in the action, the amount in controversy, the 
ǇŀǊǘƛŜǎΩ ǊŜƭŀǘƛǾŜ ŀŎŎŜǎǎ ǘƻ ǊŜƭŜǾŀƴǘ ƛƴŦƻǊƳŀǘƛƻƴΣ ǘƘŜ ǇŀǊǘƛŜǎΩ ǊŜǎƻǳǊŎŜǎΣ ǘƘŜ ƛƳǇƻǊǘŀƴŎŜ 
of the discovery in resolving the issues, and whether the burden or expense of the 
proposed discovery outweighs its likely benefit. Information within this scope of 
discovery need not be admissible in evidence to be discoverable. 

 
¢ƘŜ CŜŘŜǊŀƭ wǳƭŜǎ ŘƻƴΩǘ ŘŜŦƛƴŜ ǿƘŀǘ ƛǎ άǊŜƭŜǾŀƴǘΣέ ōǳǘ ǘƘŜ ƎŜƴŜǊŀƭƭȅ ŀŎŎŜǇǘŜŘ ŘŜŦƛƴƛǘƛƻƴ ƛǎ ǘƘŀǘ 
matter is deemed relevant when it has any tendency to make a fact more or less probable.  
Information may be relevant even when not admissible as competent evidence, such as hearsay 
or documents of questionable authenticity. 
 
The requirement that the scope of discovery be proportional to the needs of the case was added 
to the Rules effective December 1, 2015, although it has long been feasible for a party to object 
to discovery efforts as being disproportionate and seek protection from the Court. 
 
Certain matters are deemed beyond the proper scope of discovery because they enjoy a privilege 
from disclosure.  The most common examples of these privileged matters are confidential 
attorney-client communications and attorney ǘǊƛŀƭ ǇǊŜǇŀǊŀǘƛƻƴ ƳŀǘŜǊƛŀƭǎ όŀƭǎƻ ŎŀƭƭŜŘ άŀǘǘƻǊƴŜȅ 
work productέύΦ  hǘƘŜǊ ǇǊƛǾƛƭŜƎŜŘ ŎƻƳƳunications include confidential communications between 
spouses, between priest and penitent and communications protected by the Fifth Amendment of 
the U.S. Constitution. 
 
 
 



25 
 
 

Protection from Abuse and Oppression 
The discovery provisions of the Federal Rules of Civil Procedure are both sword and shield.  They 
contain tools by which litigants may resist abusive or oppressive discovery efforts.  Parties have 
the right to object to requests and refrain from production on the strength of those objections.  
Parties may also seek Protective Orders from the court.  Rule 26(c) provides: 

The court may, for good cause, issue an order to protect a party or person from 
annoyance, embarrassment, oppression, or undue burden or expense, including one or 
more of the following: 
(A) forbidding the disclosure or discovery; 
(B) specifying terms, including time and place or the allocation of expenses, for the 
disclosure or discovery; 
(C) prescribing a discovery method other than the one selected by the party seeking 
discovery; 
(D) forbidding inquiry into certain matters, or limiting the scope of disclosure or 
discovery to certain matters; 
(E) designating the persons who may be present while the discovery is conducted; 
(F) requiring that a deposition be sealed and opened only on court order; 
(G) requiring that a trade secret or other confidential research, development, or 
commercial information not be revealed or be revealed only in a specified way; and 
(H) requiring that the parties simultaneously file specified documents or information in 
sealed envelopes, to be opened as the court directs. 

 
Character and Competence in Discovery 
Discovery is much-maligned today as a too costly, too burdensome and too intrusive fishing 
expedition.5  Certainly, its use is tainted by frequent instances of abuse and obstruction; yet, the 
fault for this stems from the architects of discovery--principally lawyers--and not the mechanics. 
Discovery is effective and even affordable when deployed with character and competence.  
 
But, whatΩs feasible is often at odds with whatΩǎ done.  There is a sufficient dearth of character 
and competence among segments of the bar as to ensure that discovery abuse and obstruction 
are commonplace; so much so that many lawyers frequently rationalize fighting fire with fire in a 
race to the bottom.   
 
Character is hard to instill and harder still to measure; but, competence is not.  We can require 
that lawyers master the ends and means of discoveryτparticularly of electronic discovery, where 
so many lagτand we can objectively assess their ken.  When you can establish competence, you 

                                                      
5 Such concerns are not new.  Well before the original Rules went into effect, the Chairman of the Rules Advisory 
/ƻƳƳƛǘǘŜŜ ŜȄŎƭŀƛƳŜŘΣ ά²Ŝ ŀǊŜ ƎƻƛƴƎ ǘƻ ƘŀǾŜ ŀƴ ƻǳǘōǳǊǎǘ ŀƎŀƛƴǎǘ ǘƘƛǎ ŘƛǎŎƻǾŜǊȅ ōǳǎƛƴŜǎǎ ǳƴƭŜǎǎ ǿŜ Ŏŀƴ ƘŜŘƎŜ ƛǘ 
about with some appearance of safety against fishing expeditions." Proceedings of the Advisory Committee (Feb. 
22, 1935), at CI-209-60-0-209.61Φ  aŀƴȅ ǎǘƛƭƭ ŎǳǊǎŜ άǘƘƛǎ ŘƛǎŎƻǾŜǊȅ ōǳǎƛƴŜǎǎΣέ ǇŀǊǘƛŎǳƭŀǊƭȅ ǘƘƻǎŜ Ƴƻǎǘ ƭƛƪŜƭȅ ǘƻ ōŜƴŜŦƛǘ 
from the return of trial by ambush and those who would more-or-less do away with trials altogether. 
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can more easily discern character or, as Oliver Wendell Holmes, 
Jr. aptly observed, you can know what any dog knows; that is, the 
difference between being stumbled over and being kicked. 
 
To leap the competence chasm for e-discovery, lawyers must first 
recognize the value and necessity of acquiring a solid foundation 
in the technical and legal aspects of electronic evidence, and bar 
associations, law schools and continuing education providers 
must supply the accessible and affordable educational 
opportunities and resources needed to help lawyers across.  
 
 

άEven a dog distinguishes 
between being stumbled 
over and being kicked.έ 

 
Oliver Wendell Holmes, Jr. 

The Common Law 
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¢ƘŜ ά9-5ƛǎŎƻǾŜǊȅ wǳƭŜǎέ όмΣмсΣнсΣоп ϧ прύ 
of the Federal Rules of Civil Procedure 

With Committee Notes accompanying 2006 and 2015 Amendments 
 

Rule 1. Scope and Purpose 

These rules govern the procedure in all civil actions and proceedings in the United States district 

courts, except as stated in Rule 81. They should be construed, administered, and employed by the 

court and the parties to secure the just, speedy, and inexpensive determination of every action 

and proceeding. 

Notes 

(As amended Dec. 29, 1948, eff. Oct. 20, 1949; Feb. 28, 1966, eff. July 1, 1966; Apr. 22, 1993, eff. 

Dec. 1, 1993; Apr. 30, 2007, eff. Dec. 1, 2007; Apr. 29, 2015, eff. Dec. 1, 2015.) 

Committee Notes on Rulesτ2015 Amendment 

Rule 1 is amended to emphasize that just as the court should construe and administer these rules 

to secure the just, speedy, and inexpensive determination of every action, so the parties share the 

responsibility to employ the rules in the same way. Most lawyers and parties cooperate to achieve 

these ends. But discussions of ways to improve the administration of civil justice regularly include 

pleas to discourage over-use, misuse, and abuse of procedural tools that increase cost and result 

in delay. Effective advocacy is consistent with τ and indeed depends upon τ cooperative and 

proportional use of procedure. 

This amendment does not create a new or independent source of sanctions. Neither does it 

abridge the scope of any other of these rules. 

***  

Rule 16. Pretrial Conferences; Scheduling; Management 

(a) Purposes of a Pretrial Conference. In any action, the court may order the attorneys and any 

unrepresented parties to appear for one or more pretrial conferences for such purposes as: 

(1) expediting disposition of the action; 

(2) establishing early and continuing control so that the case will not be protracted because of lack 

of management; 

(3) discouraging wasteful pretrial activities; 
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(4) improving the quality of the trial through more thorough preparation; and 

(5) facilitating settlement. 

(b) Scheduling. 

(1) Scheduling Order. Except in categories of actions exempted by local rule, the district judgeτ

or a magistrate judge when authorized by local ruleτmust issue a scheduling order: 

ό!ύ ŀŦǘŜǊ ǊŜŎŜƛǾƛƴƎ ǘƘŜ ǇŀǊǘƛŜǎΩ ǊŜǇƻǊǘ ǳƴŘŜǊ Rule 26(f); or 

ό.ύ ŀŦǘŜǊ ŎƻƴǎǳƭǘƛƴƎ ǿƛǘƘ ǘƘŜ ǇŀǊǘƛŜǎΩ ŀǘǘƻǊƴŜȅǎ ŀƴŘ ŀƴȅ ǳƴǊŜǇǊŜǎŜƴǘŜŘ ǇŀǊǘƛŜǎ ŀǘ ŀ ǎŎƘŜŘǳƭƛƴƎ 

conference. 

(2) Time to Issue. The judge must issue the scheduling order as soon as practicable, but unless the 

judge finds good cause for delay, the judge must issue it within the earlier of 90 days after any 

defendant has been served with the complaint or 60 days after any defendant has appeared. 

(3) Contents of the Order. 

(A) Required Contents. The scheduling order must limit the time to join other parties, amend the 

pleadings, complete discovery, and file motions. 

(B) Permitted Contents. The scheduling order may: 

(i) modify the timing of disclosures under Rules 26(a) and 26(e)(1); 

(ii) modify the extent of discovery; 

(iii) provide for disclosure, discovery, or preservation of electronically stored information; 

(iv) include any agreements the parties reach for asserting claims of privilege or of protection as 

trial-preparation material after information is produced, including agreements reached 

under Federal Rule of Evidence 502; 

(v) direct that before moving for an order relating to discovery, the movant must request a 

conference with the court; 

(vi) set dates for pretrial conferences and for trial; and 

(vii) include other appropriate matters. 

(4) Modifying a Schedule. A schedule may be modified only for good cause and with the judge's 

consent. 
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(c) Attendance and Matters for Consideration at a Pretrial Conference. 

(1) Attendance. A represented party must authorize at least one of its attorneys to make 

stipulations and admissions about all matters that can reasonably be anticipated for discussion at 

a pretrial conference. If appropriate, the court may require that a party or its representative be 

present or reasonably available by other means to consider possible settlement. 

(2) Matters for Consideration. At any pretrial conference, the court may consider and take 

appropriate action on the following matters: 

(A) formulating and simplifying the issues, and eliminating frivolous claims or defenses; 

(B) amending the pleadings if necessary or desirable; 

(C) obtaining admissions and stipulations about facts and documents to avoid unnecessary proof, 

and ruling in advance on the admissibility of evidence; 

(D) avoiding unnecessary proof and cumulative evidence, and limiting the use of testimony 

under Federal Rule of Evidence 702; 

(E) determining the appropriateness and timing of summary adjudication under Rule 56; 

(F) controlling and scheduling discovery, including orders affecting disclosures and discovery 

under Rule 26 and Rules 29 through 37; 

(G) identifying witnesses and documents, scheduling the filing and exchange of any pretrial briefs, 

and setting dates for further conferences and for trial; 

(H) referring matters to a magistrate judge or a master; 

(I) settling the case and using special procedures to assist in resolving the dispute when authorized 

by statute or local rule; 

(J) determining the form and content of the pretrial order; 

(K) disposing of pending motions; 

(L) adopting special procedures for managing potentially difficult or protracted actions that may 

involve complex issues, multiple parties, difficult legal questions, or unusual proof problems; 

(M) ordering a separate trial under Rule 42(b) of a claim, counterclaim, crossclaim, third-party 

claim, or particular issue; 
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(N) ordering the presentation of evidence early in the trial on a manageable issue that might, on 

the evidence, be the basis for a judgment as a matter of law under Rule 50(a) or a judgment on 

partial findings under Rule 52(c); 

(O) establishing a reasonable limit on the time allowed to present evidence; and 

(P) facilitating in other ways the just, speedy, and inexpensive disposition of the action. 

(d) Pretrial Orders. After any conference under this rule, the court should issue an order reciting 

the action taken. This order controls the course of the action unless the court modifies it. 

(e) Final Pretrial Conference and Orders. The court may hold a final pretrial conference to 

formulate a trial plan, including a plan to facilitate the admission of evidence. The conference 

must be held as close to the start of trial as is reasonable, and must be attended by at least one 

attorney who will conduct the trial for each party and by any unrepresented party. The court may 

modify the order issued after a final pretrial conference only to prevent manifest injustice. 

(f) Sanctions. 

(1) In General. On motion or on its own, the court may issue any just orders, including those 

authorized by Rule 37(b)(2)(A)(ii)ς(vii), if a party or its attorney: 

(A) fails to appear at a scheduling or other pretrial conference; 

(B) is substantially unprepared to participateτor does not participate in good faithτin the 

conference; or 

(C) fails to obey a scheduling or other pretrial order. 

(2) Imposing Fees and Costs. Instead of or in addition to any other sanction, the court must order 

the party, its attorney, or both to pay the reasonable expensesτincluding attorney's feesτ

incurred because of any noncompliance with this rule, unless the noncompliance was substantially 

justified or other circumstances make an award of expenses unjust. 

Notes 

(As amended Apr. 28, 1983, eff. Aug. 1, 1983; Mar. 2, 1987, eff. Aug. 1, 1987; Apr. 22, 1993, eff. 

Dec. 1, 1993; Apr. 12, 2006, eff. Dec. 1, 2006; Apr. 30, 2007, eff. Dec. 1, 2007; Apr. 29, 2015, eff. 

Dec. 1, 2015.) 

Committee Notes on Rulesτ2006 Amendment 



31 
 
 

The amendment to Rule 16(b) is designed to alert the court to the possible need to address the 

handling of discovery of electronically stored information early in the litigation if such discovery is 

expected to occur. Rule 26(f) is amended to direct the parties to discuss discovery of electronically 

stored information if such discovery is contemplated in the action. Form 35 is amended to call for 

a report to the court about the results of this discussion. In many instances, the court's 

involvement early in the litigation will help avoid difficulties that might otherwise arise. 

Rule 16(b) is also amended to include among the topics that may be addressed in the scheduling 

order any agreements that the parties reach to facilitate discovery by minimizing the risk of waiver 

of privilege or work-product protection. Rule 26(f) is amended to add to the discovery plan the 

ǇŀǊǘƛŜǎΩ ǇǊƻǇƻǎŀl for the court to enter a case-management or other order adopting such an 

agreement. The parties may agree to various arrangements. For example, they may agree to initial 

provision of requested materials without waiver of privilege or protection to enable the party 

seeking production to designate the materials desired or protection for actual production, with 

the privilege review of only those materials to follow. Alternatively, they may agree that if 

privileged or protected information is inadvertently produced, the producing party may by timely 

notice assert the privilege or protection and obtain return of the materials without waiver. Other 

arrangements are possible. In most circumstances, a party who receives information under such 

an arrangement cannot assert that production of the information waived a claim of privilege or of 

protection as trial-preparation material. 

!ƴ ƻǊŘŜǊ ǘƘŀǘ ƛƴŎƭǳŘŜǎ ǘƘŜ ǇŀǊǘƛŜǎΩ ŀƎǊŜŜƳŜƴǘ Ƴŀȅ ōŜ ƘŜƭǇŦǳƭ ƛƴ ŀǾƻƛŘƛƴƎ ŘŜƭŀȅ ŀƴŘ ŜȄŎŜǎǎƛǾŜ Ŏƻǎǘ 

in discovery. See Manual for Complex Litigation(4th) §11.446. Rule 16(b)(6) recognizes the 

propriety of including such agreements in the court's order. The rule does not provide the court 

with authority to enter such a case-management or other order without party agreement, or limit 

the court's authority to act on motion. 

Committee Notes on Rulesτ2015 Amendment 

¢ƘŜ ǇǊƻǾƛǎƛƻƴ ŦƻǊ ŎƻƴǎǳƭǘƛƴƎ ŀǘ ŀ ǎŎƘŜŘǳƭƛƴƎ ŎƻƴŦŜǊŜƴŎŜ ōȅ άǘŜƭŜǇƘƻƴŜΣ ƳŀƛƭΣ ƻǊ ƻǘƘŜǊ ƳŜŀƴǎέ ƛǎ 

deleted. A scheduling conference is more effective if the court and parties engage in direct 

simultaneous communication. The conference may be held in person, by telephone, or by more 

sophisticated electronic means. 

The time to issue the scheduling order is reduced to the earlier of 90 days (not 120 days) after any 

defendant has been served, or 60 days (not 90 days) after any defendant has appeared. This 

change, together with the shortened time for making service under Rule 4(m), will reduce delay 

at the beginning of litigation. At the same time, a new provision recognizes that the court may 

find good cause to extend the time to issue the scheduling order. In some cases it may be that the 
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parties cannot prepare adequately for a meaningful Rule 26(f) conference and then a scheduling 

conference in the time allowed. Litigation involving complex issues, multiple parties, and large 

organizations, public or private, may be more likely to need extra time to establish meaningful 

collaboration between counsel and the people who can supply the information needed to 

participate in a useful way. Because the time for the Rule 26(f) conference is geared to the time 

for the scheduling conference or order, an order extending the time for the scheduling conference 

will also extend the time for the Rule 26(f) conference. But in most cases it will be desirable to 

hold at least a first scheduling conference in the time set by the rule. 

Three items are added to the list of permitted contents in Rule 16(b)(3)(B). 

The order may provide for preservation of electronically stored information, a topic also added to 

the provisions of a discovery plan under Rule 26(f)(3)(C). Parallel amendments of Rule 37(e) 

recognize that a duty to preserve discoverable information may arise before an action is filed. 

The order also may include agreements incorporated in a court order under Evidence Rule 502 

controlling the effects of disclosure of information covered by attorney-client privilege or work-

product protection, a topic also added to the provisions of a discovery plan under Rule 26(f)(3)(D). 

Finally, the order may direct that before filing a motion for an order relating to discovery the 

movant must request a conference with the court. Many judges who hold such conferences find 

them an efficient way to resolve most discovery disputes without the delay and burdens attending 

a formal motion, but the decision whether to require such conferences is left to the discretion of 

the judge in each case. 

 

***  

Rule 26. Duty to Disclose; General Provisions Governing Discovery 

(a) Required Disclosures. 

(1) Initial Disclosure. 

(A) In General. Except as exempted by Rule 26(a)(1)(B) or as otherwise stipulated or ordered by 

the court, a party must, without awaiting a discovery request, provide to the other parties: 

(i) the name and, if known, the address and telephone number of each individual likely to have 

discoverable informationτalong with the subjects of that informationτthat the disclosing party 

may use to support its claims or defenses, unless the use would be solely for impeachment; 
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(ii) a copyτor a description by category and locationτof all documents, electronically stored 

information, and tangible things that the disclosing party has in its possession, custody, or control 

and may use to support its claims or defenses, unless the use would be solely for impeachment; 

(iii) a computation of each category of damages claimed by the disclosing partyτwho must also 

make available for inspection and copying as under Rule 34 the documents or other evidentiary 

material, unless privileged or protected from disclosure, on which each computation is based, 

including materials bearing on the nature and extent of injuries suffered; and 

(iv) for inspection and copying as under Rule 34, any insurance agreement under which an 

insurance business may be liable to satisfy all or part of a possible judgment in the action or to 

indemnify or reimburse for payments made to satisfy the judgment. 

(B) Proceedings Exempt from Initial Disclosure. The following proceedings are exempt from initial 

disclosure: 

(i) an action for review on an administrative record; 

(ii) a forfeiture action in rem arising from a federal statute; 

(iii) a petition for habeas corpus or any other proceeding to challenge a criminal conviction or 

sentence; 

(iv) an action brought without an attorney by a person in the custody of the United States, a state, 

or a state subdivision; 

(v) an action to enforce or quash an administrative summons or subpoena; 

(vi) an action by the United States to recover benefit payments; 

(vii) an action by the United States to collect on a student loan guaranteed by the United States; 

(viii) a proceeding ancillary to a proceeding in another court; and 

(ix) an action to enforce an arbitration award. 

(C) Time for Initial DisclosuresτIn General. A party must make the initial disclosures at or within 

мп Řŀȅǎ ŀŦǘŜǊ ǘƘŜ ǇŀǊǘƛŜǎΩ Rule 26(f)conference unless a different time is set by stipulation or court 

order, or unless a party objects during the conference that initial disclosures are not appropriate 

in this action and states the objection in the proposed discovery plan. In ruling on the objection, 

the court must determine what disclosures, if any, are to be made and must set the time for 

disclosure. 
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(D) Time for Initial DisclosuresτFor Parties Served or Joined Later. A party that is first served or 

otherwise joined after the Rule 26(f)conference must make the initial disclosures within 30 days 

after being served or joined, unless a different time is set by stipulation or court order. 

(E) Basis for Initial Disclosure; Unacceptable Excuses. A party must make its initial disclosures 

based on the information then reasonably available to it. A party is not excused from making its 

disclosures because it has not fully investigated the case or because it challenges the sufficiency 

of another party's disclosures or because another party has not made its disclosures. 

(2) Disclosure of Expert Testimony. 

(A) In General. In addition to the disclosures required by Rule 26(a)(1), a party must disclose to the 

other parties the identity of any witness it may use at trial to present evidence under Federal Rule 

of Evidence 702, 703, or 705. 

(B) Witnesses Who Must Provide a Written Report. Unless otherwise stipulated or ordered by the 

court, this disclosure must be accompanied by a written reportτprepared and signed by the 

witnessτif the witness is one retained or specially employed to provide expert testimony in the 

case or one whose duties as the party's employee regularly involve giving expert testimony. The 

report must contain: 

(i) a complete statement of all opinions the witness will express and the basis and reasons for 

them; 

(ii) the facts or data considered by the witness in forming them; 

(iii) any exhibits that will be used to summarize or support them; 

(iv) the witness's qualifications, including a list of all publications authored in the previous 10 

years; 

(v) a list of all other cases in which, during the previous 4 years, the witness testified as an expert 

at trial or by deposition; and 

(vi) a statement of the compensation to be paid for the study and testimony in the case. 

(C) Witnesses Who Do Not Provide a Written Report. Unless otherwise stipulated or ordered by 

the court, if the witness is not required to provide a written report, this disclosure must state: 

(i) the subject matter on which the witness is expected to present evidence under Federal Rule of 

Evidence 702, 703, or 705; and 
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(ii) a summary of the facts and opinions to which the witness is expected to testify. 

(D) Time to Disclose Expert Testimony. A party must make these disclosures at the times and in 

the sequence that the court orders. Absent a stipulation or a court order, the disclosures must be 

made: 

(i) at least 90 days before the date set for trial or for the case to be ready for trial; or 

(ii) if the evidence is intended solely to contradict or rebut evidence on the same subject matter 

identified by another party under Rule 26(a)(2)(B) or (C), within 30 days after the other party's 

disclosure. 

(E) Supplementing the Disclosure. The parties must supplement these disclosures when required 

under Rule 26(e). 

(3) Pretrial Disclosures. 

(A) In General. In addition to the disclosures required by Rule 26(a)(1) and (2), a party must 

provide to the other parties and promptly file the following information about the evidence that 

it may present at trial other than solely for impeachment: 

(i) the name and, if not previously provided, the address and telephone number of each witnessτ

separately identifying those the party expects to present and those it may call if the need arises; 

(ii) the designation of those witnesses whose testimony the party expects to present by deposition 

and, if not taken stenographically, a transcript of the pertinent parts of the deposition; and 

(iii) an identification of each document or other exhibit, including summaries of other evidenceτ

separately identifying those items the party expects to offer and those it may offer if the need 

arises. 

(B) Time for Pretrial Disclosures; Objections. Unless the court orders otherwise, these disclosures 

must be made at least 30 days before trial. Within 14 days after they are made, unless the court 

sets a different time, a party may serve and promptly file a list of the following objections: any 

objections to the use under Rule 32(a) of a deposition designated by another party under Rule 

26(a)(3)(A)(ii); and any objection, together with the grounds for it, that may be made to the 

admissibility of materials identified under Rule 26(a)(3)(A)(iii). An objection not so madeτexcept 

for one under Federal Rule of Evidence 402 or 403τis waived unless excused by the court for 

good cause. 
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(4) Form of Disclosures. Unless the court orders otherwise, all disclosures under Rule 26(a) must 

be in writing, signed, and served. 

(b) Discovery Scope and Limits. 

(1) Scope in General. Unless otherwise limited by court order, the scope of discovery is as follows: 

Parties may obtain discovery regarding any nonprivileged matter that is relevant to any party's 

claim or defense and proportional to the needs of the case, considering the importance of the 

ƛǎǎǳŜǎ ŀǘ ǎǘŀƪŜ ƛƴ ǘƘŜ ŀŎǘƛƻƴΣ ǘƘŜ ŀƳƻǳƴǘ ƛƴ ŎƻƴǘǊƻǾŜǊǎȅΣ ǘƘŜ ǇŀǊǘƛŜǎΩ Ǌelative access to relevant 

ƛƴŦƻǊƳŀǘƛƻƴΣ ǘƘŜ ǇŀǊǘƛŜǎΩ ǊŜǎƻǳǊŎŜǎΣ ǘƘŜ ƛƳǇƻǊǘŀƴŎŜ ƻŦ ǘƘŜ ŘƛǎŎƻǾŜǊȅ ƛƴ ǊŜǎƻƭǾƛƴƎ ǘƘŜ ƛǎǎǳŜǎΣ ŀƴŘ 

whether the burden or expense of the proposed discovery outweighs its likely benefit. 

Information within this scope of discovery need not be admissible in evidence to be discoverable.. 

(2) Limitations on Frequency and Extent. 

(A) When Permitted. By order, the court may alter the limits in these rules on the number of 

depositions and interrogatories or on the length of depositions under Rule 30. By order or local 

rule, the court may also limit the number of requests under Rule 36. 

(B) Specific Limitations on Electronically Stored Information. A party need not provide discovery of 

electronically stored information from sources that the party identifies as not reasonably 

accessible because of undue burden or cost. On motion to compel discovery or for a protective 

order, the party from whom discovery is sought must show that the information is not reasonably 

accessible because of undue burden or cost. If that showing is made, the court may nonetheless 

order discovery from such sources if the requesting party shows good cause, considering the 

limitations of Rule 26(b)(2)(C). The court may specify conditions for the discovery. 

(C) When Required. On motion or on its own, the court must limit the frequency or extent of 

discovery otherwise allowed by these rules or by local rule if it determines that: 

(i) the discovery sought is unreasonably cumulative or duplicative, or can be obtained from some 

other source that is more convenient, less burdensome, or less expensive; 

(ii) the party seeking discovery has had ample opportunity to obtain the information by discovery 

in the action; or 

(iii) the proposed discovery is outside the scope permitted by Rule 26(b)(1). 

(3) Trial Preparation: Materials. 
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(A) Documents and Tangible Things. Ordinarily, a party may not discover documents and tangible 

things that are prepared in anticipation of litigation or for trial by or for another party or its 

representative (including the other party's attorney, consultant, surety, indemnitor, insurer, or 

agent). But, subject to Rule 26(b)(4), those materials may be discovered if: 

(i) they are otherwise discoverable under Rule 26(b)(1); and 

(ii) the party shows that it has substantial need for the materials to prepare its case and cannot, 

without undue hardship, obtain their substantial equivalent by other means. 

(B) Protection Against Disclosure. If the court orders discovery of those materials, it must protect 

against disclosure of the mental impressions, conclusions, opinions, or legal theories of a party's 

attorney or other representative concerning the litigation. 

(C) Previous Statement. Any party or other person may, on request and without the required 

showing, obtain the person's own previous statement about the action or its subject matter. If the 

request is refused, the person may move for a court order, and Rule 37(a)(5) applies to the award 

of expenses. A previous statement is either: 

(i) a written statement that the person has signed or otherwise adopted or approved; or 

(ii) a contemporaneous stenographic, mechanical, electrical, or other recordingτor a 

transcription of itτthat recites substantially verbatim the person's oral statement. 

(4) Trial Preparation: Experts. 

(A) Deposition of an Expert Who May Testify. A party may depose any person who has been 

identified as an expert whose opinions may be presented at trial. If Rule 26(a)(2)(B) requires a 

report from the expert, the deposition may be conducted only after the report is provided. 

(B) Trial-Preparation Protection for Draft Reports or Disclosures. Rules 26(b)(3)(A) and (B) protect 

drafts of any report or disclosure required under Rule 26(a)(2), regardless of the form in which the 

draft is recorded. 

(C) Trial-Preparation Protection for Communications Between a Party's Attorney and Expert 

Witnesses. Rules 26(b)(3)(A) and (B) protect communications between the party's attorney and 

any witness required to provide a report under Rule 26(a)(2)(B), regardless of the form of the 

communications, except to the extent that the communications: 

(i) relate to compensation for the expert's study or testimony; 
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(ii) identify facts or data that the party's attorney provided and that the expert considered in 

forming the opinions to be expressed; or 

(iii) identify assumptions that the party's attorney provided and that the expert relied on in 

forming the opinions to be expressed. 

(D) Expert Employed Only for Trial Preparation. Ordinarily, a party may not, by interrogatories or 

deposition, discover facts known or opinions held by an expert who has been retained or specially 

employed by another party in anticipation of litigation or to prepare for trial and who is not 

expected to be called as a witness at trial. But a party may do so only: 

(i) as provided in Rule 35(b); or 

(ii) on showing exceptional circumstances under which it is impracticable for the party to obtain 

facts or opinions on the same subject by other means. 

(E) Payment. Unless manifest injustice would result, the court must require that the party seeking 

discovery: 

(i) pay the expert a reasonable fee for time spent in responding to discovery under Rule 

26(b)(4)(A) or (D); and 

(ii) for discovery under (D), also pay the other party a fair portion of the fees and expenses it 

reasonably incurred in obtaining the expert's facts and opinions. 

(5) Claiming Privilege or Protecting Trial-Preparation Materials. 

(A) Information Withheld. When a party withholds information otherwise discoverable by 

claiming that the information is privileged or subject to protection as trial-preparation material, 

the party must: 

(i) expressly make the claim; and 

(ii) describe the nature of the documents, communications, or tangible things not produced or 

disclosedτand do so in a manner that, without revealing information itself privileged or 

protected, will enable other parties to assess the claim. 

(B) Information Produced. If information produced in discovery is subject to a claim of privilege or 

of protection as trial-preparation material, the party making the claim may notify any party that 

received the information of the claim and the basis for it. After being notified, a party must 

promptly return, sequester, or destroy the specified information and any copies it has; must not 

use or disclose the information until the claim is resolved; must take reasonable steps to retrieve 



39 
 
 

the information if the party disclosed it before being notified; and may promptly present the 

information to the court under seal for a determination of the claim. The producing party must 

preserve the information until the claim is resolved. 

(c) Protective Orders. 

(1) In General. A party or any person from whom discovery is sought may move for a protective 

order in the court where the action is pendingτor as an alternative on matters relating to a 

deposition, in the court for the district where the deposition will be taken. The motion must 

include a certification that the movant has in good faith conferred or attempted to confer with 

other affected parties in an effort to resolve the dispute without court action. The court may, for 

good cause, issue an order to protect a party or person from annoyance, embarrassment, 

oppression, or undue burden or expense, including one or more of the following: 

(A) forbidding the disclosure or discovery; 

(B) specifying terms, including time and place or the allocation of expenses, for the disclosure or 

discovery; 

(C) prescribing a discovery method other than the one selected by the party seeking discovery; 

(D) forbidding inquiry into certain matters, or limiting the scope of disclosure or discovery to 

certain matters; 

(E) designating the persons who may be present while the discovery is conducted; 

(F) requiring that a deposition be sealed and opened only on court order; 

(G) requiring that a trade secret or other confidential research, development, or commercial 

information not be revealed or be revealed only in a specified way; and 

(H) requiring that the parties simultaneously file specified documents or information in sealed 

envelopes, to be opened as the court directs. 

(2) Ordering Discovery. If a motion for a protective order is wholly or partly denied, the court may, 

on just terms, order that any party or person provide or permit discovery. 

(3) Awarding Expenses. Rule 37(a)(5) applies to the award of expenses. 

(d) Timing and Sequence of Discovery. 
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(1) Timing. A party may not seek discovery from any source before the parties have conferred as 

required by Rule 26(f), except in a proceeding exempted from initial disclosure under Rule 

26(a)(1)(B), or when authorized by these rules, by stipulation, or by court order. 

(2) Early Rule 34 Requests. 

Time to Deliver. More than 21 days after the summons and complaint are served on a party, a 

request under Rule 34 may be delivered: 

(i) to that party by any other party, and 

(ii) by that party to any plaintiff or to any other party that has been served. 

(B) When Considered Served. The request is considered to have been served at the first Rule 26(f) 

conference. 

(3) Sequence. Unless the parties stipulate or the court ordŜǊǎ ƻǘƘŜǊǿƛǎŜ ŦƻǊ ǘƘŜ ǇŀǊǘƛŜǎΩ ŀƴŘ 

ǿƛǘƴŜǎǎŜǎΩ ŎƻƴǾŜƴƛŜƴŎŜ ŀƴŘ ƛƴ ǘƘŜ ƛƴǘŜǊŜǎǘǎ ƻŦ ƧǳǎǘƛŎŜΥ 

(A) methods of discovery may be used in any sequence; and 

(B) discovery by one party does not require any other party to delay its discovery. 

(e) Supplementing Disclosures and Responses. 

(1) In General. A party who has made a disclosure under Rule 26(a)τor who has responded to an 

interrogatory, request for production, or request for admissionτmust supplement or correct its 

disclosure or response: 

(A) in a timely manner if the party learns that in some material respect the disclosure or response 

is incomplete or incorrect, and if the additional or corrective information has not otherwise been 

made known to the other parties during the discovery process or in writing; or 

(B) as ordered by the court. 

(2) Expert Witness. For an expert whose report must be disclosed under Rule 26(a)(2)(B), the 

party's duty to supplement extends both to information included in the report and to information 

given during the expert's deposition. Any additions or changes to this information must be 

disclosed by the time the party's pretrial disclosures under Rule 26(a)(3) are due. 

(f) Conference of the Parties; Planning for Discovery. 
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(1) Conference Timing. Except in a proceeding exempted from initial disclosure under Rule 

26(a)(1)(B) or when the court orders otherwise, the parties must confer as soon as practicableτ

and in any event at least 21 days before a scheduling conference is to be held or a scheduling 

order is due under Rule 16(b). 

(2) ConŦŜǊŜƴŎŜ /ƻƴǘŜƴǘΤ tŀǊǘƛŜǎΩ wŜǎǇƻƴǎƛōƛƭƛǘƛŜǎΦ In conferring, the parties must consider the 

nature and basis of their claims and defenses and the possibilities for promptly settling or 

resolving the case; make or arrange for the disclosures required by Rule 26(a)(1); discuss any 

issues about preserving discoverable information; and develop a proposed discovery plan. The 

attorneys of record and all unrepresented parties that have appeared in the case are jointly 

responsible for arranging the conference, for attempting in good faith to agree on the proposed 

discovery plan, and for submitting to the court within 14 days after the conference a written 

report outlining the plan. The court may order the parties or attorneys to attend the conference 

in person. 

(3) Discovery Plan. ! ŘƛǎŎƻǾŜǊȅ Ǉƭŀƴ Ƴǳǎǘ ǎǘŀǘŜ ǘƘŜ ǇŀǊǘƛŜǎΩ ǾƛŜǿǎ ŀƴŘ ǇǊƻǇƻǎŀƭǎ ƻƴΥ 

(A) what changes should be made in the timing, form, or requirement for disclosures under Rule 

26(a), including a statement of when initial disclosures were made or will be made; 

(B) the subjects on which discovery may be needed, when discovery should be completed, and 

whether discovery should be conducted in phases or be limited to or focused on particular issues; 

(C) any issues about disclosure, discovery, or preservation of electronically stored information, 

including the form or forms in which it should be produced; 

(D) any issues about claims of privilege or of protection as trial-preparation materials, includingτ

if the parties agree on a procedure to assert these claims after productionτwhether to ask the 

court to include their agreement in an order under Federal Rule of Evidence 502; 

(E) what changes should be made in the limitations on discovery imposed under these rules or by 

local rule, and what other limitations should be imposed; and 

(F) any other orders that the court should issue under Rule 26(c) or under Rule 16(b) and (c). 

(4) Expedited Schedule. If necessary to comply with its expedited schedule for Rule 

16(b) conferences, a court may by local rule: 

(A) require the pŀǊǘƛŜǎΩ ŎƻƴŦŜǊŜƴŎŜ ǘƻ ƻŎŎǳǊ ƭŜǎǎ ǘƘŀƴ нм Řŀȅǎ ōŜŦƻǊŜ ǘƘŜ ǎŎƘŜŘǳƭƛƴƎ ŎƻƴŦŜǊŜƴŎŜ ƛǎ 

held or a scheduling order is due under Rule 16(b); and 
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(B) require the written report outlining the discovery plan to be filed less than 14 days after the 

ǇŀǊǘƛŜǎΩ ŎƻƴŦŜǊŜƴŎe, or excuse the parties from submitting a written report and permit them to 

report orally on their discovery plan at the Rule 16(b) conference. 

(g) Signing Disclosures and Discovery Requests, Responses, and Objections. 

(1) Signature Required; Effect of Signature. Every disclosure under Rule 26(a)(1) or (a)(3) and every 

discovery request, response, or objection must be signed by at least one attorney of record in the 

attorney's own nameτor by the party personally, if unrepresentedτand must state the signer's 

address, e-mail address, and telephone number. By signing, an attorney or party certifies that to 

the best of the person's knowledge, information, and belief formed after a reasonable inquiry: 

(A) with respect to a disclosure, it is complete and correct as of the time it is made; and 

(B) with respect to a discovery request, response, or objection, it is: 

(i) consistent with these rules and warranted by existing law or by a nonfrivolous argument for 

extending, modifying, or reversing existing law, or for establishing new law; 

(ii) not interposed for any improper purpose, such as to harass, cause unnecessary delay, or 

needlessly increase the cost of litigation; and 

(iii) neither unreasonable nor unduly burdensome or expensive, considering the needs of the case, 

prior discovery in the case, the amount in controversy, and the importance of the issues at stake 

in the action. 

(2) Failure to Sign. Other parties have no duty to act on an unsigned disclosure, request, response, 

or objection until it is signed, and the court must strike it unless a signature is promptly supplied 

after the omission is called to the attorney's or party's attention. 

(3) Sanction for Improper Certification. If a certification violates this rule without substantial 

justification, the court, on motion or on its own, must impose an appropriate sanction on the 

signer, the party on whose behalf the signer was acting, or both. The sanction may include an 

order to pay the reasonable expenses, including attorney's fees, caused by the violation. 

Notes 

(As amended Dec. 27, 1946, eff. Mar. 19, 1948; Jan. 21, 1963, eff. July 1, 1963; Feb. 28, 1966, eff. 

July 1, 1966; Mar. 30, 1970, eff. July 1, 1970; Apr. 29, 1980, eff. Aug. 1, 1980; Apr. 28, 1983, eff. 

Aug. 1, 1983; Mar. 2, 1987, eff. Aug. 1, 1987; Apr. 22, 1993, eff. Dec. 1, 1993; Apr. 17, 2000, eff. 
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Dec. 1, 2000; Apr. 12, 2006, eff. Dec. 1, 2006; Apr. 30, 2007, eff. Dec. 1, 2007; Apr. 28, 2010, eff. 

Dec. 1, 2010; Apr. 29, 2015, eff. Dec. 1, 2015.) 

Committee Notes on Rulesτ2006 Amendment 

Subdivision (a). Rule 26(a)(1)(B) is amended to parallel Rule 34(a) by recognizing that a party must 

disclose electronically stored information as well as documents that it may use to support its 

ŎƭŀƛƳǎ ƻǊ ŘŜŦŜƴǎŜǎΦ ¢ƘŜ ǘŜǊƳ άŜƭŜŎǘǊƻƴƛŎŀƭƭȅ ǎǘƻǊŜŘ ƛƴŦƻǊƳŀǘƛƻƴέ Ƙŀǎ ǘƘŜ same broad meaning in 

Rule 26(a)(1) as in Rule 34(a). This amendment is consistent with the 1993 addition of Rule 

нсόŀύόмύό.ύΦ ¢ƘŜ ǘŜǊƳ άŘŀǘŀ ŎƻƳǇƛƭŀǘƛƻƴǎέ ƛǎ ŘŜƭŜǘŜŘ ŀǎ ǳƴƴŜŎŜǎǎŀǊȅ ōŜŎŀǳǎŜ ƛǘ ƛǎ ŀ ǎǳōǎŜǘ ƻŦ ōƻǘƘ 

documents and electronically stored information. 

Changes Made After Publication and Comment. As noted in the introduction [omitted], this 

provision was not included in the published rule. It is included as a conforming amendment, to 

make Rule 26(a)(1) consistent with the changes that were included in the published proposals. 

[ Subdivision (a)(1)(E).] Civil forfeiture actions are added to the list of exemptions from Rule 

26(a)(1) disclosure requirements. These actions are governed by new Supplemental Rule G. 

Disclosure is not likely to be useful. 

Subdivision (b)(2). The amendment to Rule 26(b)(2) is designed to address issues raised by 

difficulties in locating, retrieving, and providing discovery of some electronically stored 

information. Electronic storage systems often make it easier to locate and retrieve information. 

These advantages are properly taken into account in determining the reasonable scope of 

discovery in a particular case. But some sources of electronically stored information can be 

accessed only with substantial burden and cost. In a particular case, these burdens and costs may 

make the information on such sources not reasonably accessible. 

It is not possible to define in a rule the different types of technological features that may affect 

the burdens and costs of accessing electronically stored information. Information systems are 

designed to provide ready access to information used in regular ongoing activities. They also may 

be designed so as to provide ready access to information that is not regularly used. But a system 

may retain information on sources that are accessible only by incurring substantial burdens or 

costs. Subparagraph (B) is added to regulate discovery from such sources. 

Under this rule, a responding party should produce electronically stored information that is 

relevant, not privileged, and reasonably accessible, subject to the (b)(2)(C) limitations that apply 

to all discovery. The responding party must also identify, by category or type, the sources 

containing potentially responsive information that it is neither searching nor producing. The 

identification should, to the extent possible, provide enough detail to enable the requesting party 
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to evaluate the burdens and costs of providing the discovery and the likelihood of finding 

responsive information on the identified sources. 

A party's identification of sources of electronically stored information as not reasonably accessible 

does not relieve the party of its common-law or statutory duties to preserve evidence. Whether a 

responding party is required to preserve unsearched sources of potentially responsive information 

that it believes are not reasonably accessible depends on the circumstances of each case. It is 

often useful for the parties to discuss this issue early in discovery. 

The volume ofτand the ability to searchτmuch electronically stored information means that in 

many cases the responding party will be able to produce information from reasonably accessible 

ǎƻǳǊŎŜǎ ǘƘŀǘ ǿƛƭƭ Ŧǳƭƭȅ ǎŀǘƛǎŦȅ ǘƘŜ ǇŀǊǘƛŜǎΩ ŘƛǎŎƻǾŜǊȅ ƴŜŜŘǎΦ Lƴ Ƴŀƴȅ ŎƛǊŎǳƳǎǘŀƴŎŜǎ ǘƘŜ ǊŜǉǳŜǎǘƛƴƎ 

party should obtain and evaluate the information from such sources before insisting that the 

responding party search and produce information contained on sources that are not reasonably 

accessible. If the requesting party continues to seek discovery of information from sources 

identified as not reasonably accessible, the parties should discuss the burdens and costs of 

accessing and retrieving the information, the needs that may establish good cause for requiring 

all or part of the requested discovery even if the information sought is not reasonably accessible, 

and conditions on obtaining and producing the information that may be appropriate. 

If the parties cannot agree whether, or on what terms, sources identified as not reasonably 

accessible should be searched and discoverable information produced, the issue may be raised 

either by a motion to compel discovery or by a motion for a protective order. The parties must 

confer before bringing either motion. If the parties do not resolve the issue and the court must 

decide, the responding party must show that the identified sources of information are not 

reasonably accessible because of undue burden or cost. The requesting party may need discovery 

to test this assertion. Such discovery might take the form of requiring the responding party to 

conduct a sampling of information contained on the sources identified as not reasonably 

accessible; allowing some form of inspection of such sources; or taking depositions of witnesses 

knowledgeable about the responding party's information systems. 

Once it is shown that a source of electronically stored information is not reasonably accessible, 

the requesting party may still obtain discovery by showing good cause, considering the limitations 

of Rule 26(b)(2)(C) that balance the costs and potential benefits of discovery. The decision 

whether to require a responding party to search for and produce information that is not 

reasonably accessible depends not only on the burdens and costs of doing so, but also on whether 

those burdens and costs can be justified in the circumstances of the case. Appropriate 

considerations may include: (1) the specificity of the discovery request; (2) the quantity of 

information available from other and more easily accessed sources; (3) the failure to produce 
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relevant information that seems likely to have existed but is no longer available on more easily 

accessed sources; (4) the likelihood of finding relevant, responsive information that cannot be 

obtained from other, more easily accessed sources; (5) predictions as to the importance and 

usefulness of the further information; (6) the importance of the issues at stake in the litigation; 

ŀƴŘ όтύ ǘƘŜ ǇŀǊǘƛŜǎΩ ǊŜǎƻǳǊŎŜǎΦ 

The responding party has the burden as to one aspect of the inquiryτwhether the identified 

sources are not reasonably accessible in light of the burdens and costs required to search for, 

retrieve, and produce whatever responsive information may be found. The requesting party has 

the burden of showing that its need for the discovery outweighs the burdens and costs of locating, 

retrieving, and producing the information. In some cases, the court will be able to determine 

whether the identified sources are not reasonably accessible and whether the requesting party 

has shown good cause for some or all of the discovery, consistent with the limitations of Rule 

26(b)(2)(C), through a single proceeding or presentation. The good-cause determination, 

however, may be complicated because the court and parties may know little about what 

information the sources identified as not reasonably accessible might contain, whether it is 

relevant, or how valuable it may be to the litigation. In such cases, the parties may need some 

focused discovery, which may include sampling of the sources, to learn more about what burdens 

and costs are involved in accessing the information, what the information consists of, and how 

valuable it is for the litigation in light of information that can be obtained by exhausting other 

opportunities for discovery. 

The good-cause inquiry and consideration of the Rule 26(b)(2)(C) limitations are coupled with the 

authority to set conditions for discovery. The conditions may take the form of limits on the 

amount, type, or sources of information required to be accessed and produced. The conditions 

may also include payment by the requesting party of part or all of the reasonable costs of 

obtaining information from sources that are not reasonably accessible. A requesting party's 

willingness to share or bear the access costs may be weighed by the court in determining whether 

there is good cause. But the producing party's burdens in reviewing the information for relevance 

and privilege may weigh against permitting the requested discovery. 

The limitations of Rule 26(b)(2)(C) continue to apply to all discovery of electronically stored 

information, including that stored on reasonably accessible electronic sources. 

Changes Made after Publication and Comment. This recommendation modifies the version of the 

proposed rule amendment as published. Responding to comments that the published proposal 

seemed to require identification of information that cannot be identified because it is not 

reasonably accessible, the rule text was clarified by requiring identification of sources that are not 
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reasonably accessible. The test of rŜŀǎƻƴŀōƭŜ ŀŎŎŜǎǎƛōƛƭƛǘȅ ǿŀǎ ŎƭŀǊƛŦƛŜŘ ōȅ ŀŘŘƛƴƎ άōŜŎŀǳǎŜ ƻŦ 

ǳƴŘǳŜ ōǳǊŘŜƴ ƻǊ ŎƻǎǘΦέ 

The published proposal referred only to a motion by the requesting party to compel discovery. 

The rule text has been changed to recognize that the responding party may wish to determine its 

search and potential preservation obligations by moving for a protective order. 

The provision that the court may for good cause order discovery from sources that are not 

reasonably accessible is expanded in two ways. It now states specifically that the requesting party 

is the one who must show good cause, and it refers to consideration of the limitations on discovery 

set out in present Rule 26(b)(2)(i), (ii), and (iii). 

The published proposal was added at the end of present Rule 26(b)(2). It has been relocated to 

become a new subparagraph (B), allocating present Rule 26(b)(2) to new subparagraphs (A) and 

(C). The Committee Note was changed to reflect the rule text revisions. It also was shortened. The 

shortening was accomplished in part by deleting references to problems that are likely to become 

antique as technology continues to evolve, and in part by deleting passages that were at a level of 

detail better suited for a practice manual than a Committee Note. 

The changes from the published proposed amendment to Rule 26(b)(2) are set out below. 

[Omitted] 

Subdivision (b)(5). The Committee has repeatedly been advised that the risk of privilege waiver, 

and the work necessary to avoid it, add to the costs and delay of discovery. When the review is of 

electronically stored information, the risk of waiver, and the time and effort required to avoid it, 

can increase substantially because of the volume of electronically stored information and the 

difficulty in ensuring that all information to be produced has in fact been reviewed. Rule 

26(b)(5)(A) provides a procedure for a party that has withheld information on the basis of privilege 

or protection as trial-preparation material to make the claim so that the requesting party can 

decide whether to contest the claim and the court can resolve the dispute. Rule 26(b)(5)(B) is 

added to provide a procedure for a party to assert a claim of privilege or trial-preparation material 

protection after information is produced in discovery in the action and, if the claim is contested, 

permit any party that received the information to present the matter to the court for resolution. 

Rule 26(b)(5)(B) does not address whether the privilege or protection that is asserted after 

production was waived by the production. The courts have developed principles to determine 

whether, and under what circumstances, waiver results from inadvertent production of privileged 

or protected information. Rule 26(b)(5)(B) provides a procedure for presenting and addressing 

these issues. Rule 26(b)(5)(B) works in tandem with Rule 26(f), which is amended to direct the 
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parties to discuss privilege issues in preparing their discovery plan, and which, with amended Rule 

16(b), allows the parties to ask the court to include in an order any agreements the parties reach 

regarding issues of privilege or trial-preparation material protection. Agreements reached under 

Rule 26(f)(4) and orders including such agreements entered under Rule 16(b)(6) may be 

considered when a court determines whether a waiver has occurred. Such agreements and orders 

ordinarily control if they adopt procedures different from those in Rule 26(b)(5)(B). 

A party asserting a claim of privilege or protection after production must give notice to the 

receiving party. That notice should be in writing unless the circumstances preclude it. Such 

circumstances could include the assertion of the claim during a deposition. The notice should be 

as specific as possible in identifying the information and stating the basis for the claim. Because 

the receiving party must decide whether to challenge the claim and may sequester the 

information and submit it to the court for a ruling on whether the claimed privilege or protection 

applies and whether it has been waived, the notice should be sufficiently detailed so as to enable 

the receiving party and the court to understand the basis for the claim and to determine whether 

waiver has occurred. Courts will continue to examine whether a claim of privilege or protection 

was made at a reasonable time when delay is part of the waiver determination under the 

governing law. 

After receiving notice, each party that received the information must promptly return, sequester, 

or destroy the information and any copies it has. The option of sequestering or destroying the 

information is included in part because the receiving party may have incorporated the information 

in protected trial-preparation materials. No receiving party may use or disclose the information 

pending resolution of the privilege claim. The receiving party may present to the court the 

questions whether the information is privileged or protected as trial-preparation material, and 

whether the privilege or protection has been waived. If it does so, it must provide the court with 

the grounds for the privilege or protection specified in the producing party's notice, and serve all 

parties. In presenting the question, the party may use the content of the information only to the 

extent permitted by the applicable law of privilege, protection for trial-preparation material, and 

professional responsibility. 

If a party disclosed the information to nonparties before receiving notice of a claim of privilege or 

protection as trial-preparation material, it must take reasonable steps to retrieve the information 

and to return it, sequester it until the claim is resolved, or destroy it. 

Whether the information is returned or not, the producing party must preserve the information 

pending the court's ruling on whether the claim of privilege or of protection is properly asserted 

and whether it was waived. As with claims made under Rule 26(b)(5)(A), there may be no ruling if 

the other parties do not contest the claim. 
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Changes Made After Publication and Comment. The rule recommended for approval is modified 

from the published proposal. The rule is expanded to include trial-preparation protection claims 

in addition to privilege claims. 

¢ƘŜ ǇǳōƭƛǎƘŜŘ ǇǊƻǇƻǎŀƭ ǊŜŦŜǊǊŜŘ ǘƻ ǇǊƻŘǳŎǘƛƻƴ άǿƛǘƘƻǳǘ ƛƴǘŜƴŘƛƴƎ ǘƻ ǿŀƛǾŜ ŀ ŎƭŀƛƳ ƻŦ ǇǊƛǾƛƭŜƎŜΦέ 

This reference to intent was deleted because many courts include intent in the factors that 

determine whether production waives privilege. 

¢ƘŜ ǇǳōƭƛǎƘŜŘ ǇǊƻǇƻǎŀƭ ǊŜǉǳƛǊŜŘ ǘƘŀǘ ǘƘŜ ǇǊƻŘǳŎƛƴƎ ǇŀǊǘȅ ƎƛǾŜ ƴƻǘƛŎŜ άǿƛǘƘƛƴ ŀ ǊŜŀǎƻƴŀōƭŜ ǘƛƳŜΦέ 

The time requirement was deleted because it seemed to implicate the question whether 

production effected a waiver, a question not addressed by the rule, and also because a receiving 

party cannot practicably ignore a notice that it believes was unreasonably delayed. The notice 

procedure was further changed to require that the producing party state the basis for the claim. 

Two statements in the published Note have been brought into the rule text. The first provides that 

the receiving party may not use or disclose the information until the claim is resolved. The second 

provides that if the receiving party disclosed the information before being notified, it must take 

reasonable steps to retrieve it. 1 

The rule text was expanded by adding a provision that the receiving party may promptly present 

the information to the court under seal for a determination of the claim. 

The published proposal provided that the producing party must comply with Rule 26(b)(5)(A) after 

making the claim. This provision was deleted as unnecessary. 

Changes are made in the Committee Note to reflect the changes in the rule text. 

The changes from the published rule are shown below. [Omitted] 

Subdivision (f). Rule 26(f) is amended to direct the parties to discuss discovery of electronically 

stored information during their discovery-ǇƭŀƴƴƛƴƎ ŎƻƴŦŜǊŜƴŎŜΦ ¢ƘŜ ǊǳƭŜ ŦƻŎǳǎŜǎ ƻƴ άissues 

ǊŜƭŀǘƛƴƎ ǘƻ ŘƛǎŎƭƻǎǳǊŜ ƻǊ ŘƛǎŎƻǾŜǊȅ ƻŦ ŜƭŜŎǘǊƻƴƛŎŀƭƭȅ ǎǘƻǊŜŘ ƛƴŦƻǊƳŀǘƛƻƴέΤ ǘƘŜ ŘƛǎŎǳǎǎƛƻƴ ƛǎ ƴƻǘ 

required in cases not involving electronic discovery, and the amendment imposes no additional 

requirements in those cases. When the parties do anticipate disclosure or discovery of 

electronically stored information, discussion at the outset may avoid later difficulties or ease their 

resolution. 

When a case involves discovery of electronically stored information, the issues to be addressed 

during the Rule 26(f) conference depend on the nature and extent of the contemplated discovery 

ŀƴŘ ƻŦ ǘƘŜ ǇŀǊǘƛŜǎΩ ƛƴŦƻǊƳŀǘƛƻƴ ǎȅǎǘŜƳǎΦ Lǘ Ƴŀȅ ōŜ ƛƳǇƻǊǘŀƴǘ ŦƻǊ ǘƘŜ ǇŀǊǘƛŜǎ ǘƻ ŘƛǎŎǳǎǎ ǘƘƻǎŜ 

systems, and accordingly important for counsel to become familiar with those systems before the 
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conference. With that information, the parties can develop a discovery plan that takes into 

account the capabilities of their computer systems. In appropriate cases identification of, and 

early discovery from, individuals with special knowledge of a party's computer systems may be 

helpful. 

The particular issues regarding electronically stored information that deserve attention during the 

discovery planning stage depend on the specifics of the given case. See Manual for Complex 

Litigation (4th) §40.25(2) (listing topics for discussion in a proposed order regarding meet-and-

confer sessions). For example, the parties may specify the topics for such discovery and the time 

period for which discovery will be sought. They may identify the various sources of such 

information within a party's control that should be searched for electronically stored information. 

They may discuss whether the information is reasonably accessible to the party that has it, 

including the burden or cost of retrieving and reviewing the information. See Rule 26(b)(2)(B). Rule 

26(f)(3) explicitly directs the parties to discuss the form or forms in which electronically stored 

information might be produced. The parties may be able to reach agreement on the forms of 

production, making discovery more efficient. Rule 34(b) is amended to permit a requesting party 

to specify the form or forms in which it wants electronically stored information produced. If the 

requesting party does not specify a form, Rule 34(b) directs the responding party to state the 

forms it intends to use in the production. Early discussion of the forms of production may facilitate 

the application of Rule 34(b) by allowing the parties to determine what forms of production will 

ƳŜŜǘ ōƻǘƘ ǇŀǊǘƛŜǎΩ ƴŜŜŘǎΦ 9ŀǊƭȅ ƛŘŜƴǘƛŦƛŎŀtion of disputes over the forms of production may help 

avoid the expense and delay of searches or productions using inappropriate forms. 

Rule 26(f) is also amended to direct the parties to discuss any issues regarding preservation of 

discoverable information during their conference as they develop a discovery plan. This provision 

applies to all sorts of discoverable information, but can be particularly important with regard to 

electronically stored information. The volume and dynamic nature of electronically stored 

information may complicate preservation obligations. The ordinary operation of computers 

involves both the automatic creation and the automatic deletion or overwriting of certain 

information. Failure to address preservation issues early in the litigation increases uncertainty and 

raises a risk of disputes. 

¢ƘŜ ǇŀǊǘƛŜǎΩ ŘƛǎŎǳǎǎƛƻƴ ǎƘƻǳƭŘ Ǉŀȅ ǇŀǊǘƛŎǳƭŀǊ ŀǘǘŜƴǘƛƻƴ ǘƻ ǘƘŜ ōŀƭŀƴŎŜ ōŜǘǿŜŜƴ ǘƘŜ ŎƻƳǇŜǘƛƴƎ 

needs to preserve relevant evidence and to continue routine operations critical to ongoing 

activities. Complete or broad cessation of a party's routine computer operations could paralyze 

the party's activities. Cf. Manual for Complex Litigation όпǘƘύ ϠммΦпнн όά! ōƭŀƴƪŜǘ ǇǊŜǎŜǊǾŀǘƛƻƴ 

order may be prohibitively expensive and unduly burdensome for parties dependent on computer 



50 
 
 

systems for their day-to-Řŀȅ ƻǇŜǊŀǘƛƻƴǎΦέύ ¢ƘŜ ǇŀǊǘƛŜǎ ǎƘƻǳƭŘ ǘŀƪŜ ŀŎŎƻǳƴǘ ƻŦ ǘƘŜǎŜ ŎƻƴǎƛŘŜǊŀǘƛƻƴǎ 

in their discussions, with the goal of agreeing on reasonable preservation steps. 

The requirement that the parties discuss preservation does not imply that courts should routinely 

enter preservation orders. A preservation order entered over objections should be narrowly 

tailored. Ex parte preservation orders should issue only in exceptional circumstances. 

Rule 26(f) is also amended to provide that the parties should discuss any issues relating to 

assertions of privilege or of protection as trial-preparation materials, including whether the 

parties can facilitate discovery by agreeing on procedures for asserting claims of privilege or 

protection after production and whether to ask the court to enter an order that includes any 

agreement the parties reach. The Committee has repeatedly been advised about the discovery 

difficulties that can result from efforts to guard against waiver of privilege and work-product 

protection. Frequently parties find it necessary to spend large amounts of time reviewing 

materials requested through discovery to avoid waiving privilege. These efforts are necessary 

because materials subject to a claim of privilege or protection are often difficult to identify. A 

failure to withhold even one such item may result in an argument that there has been a waiver of 

privilege as to all other privileged materials on that subject matter. Efforts to avoid the risk of 

waiver can impose substantial costs on the party producing the material and the time required for 

the privilege review can substantially delay access for the party seeking discovery. 

These problems often become more acute when discovery of electronically stored information is 

sought. The volume of such data, and the informality that attends use of e-mail and some other 

types of electronically stored information, may make privilege determinations more difficult, and 

privilege review correspondingly more expensive and time consuming. Other aspects of 

electronically stored information pose particular difficulties for privilege review. For example, 

production may be sought of information automatically included in electronic files but not 

apparent to the creator or to readers. Computer programs may retain draft language, editorial 

ŎƻƳƳŜƴǘǎΣ ŀƴŘ ƻǘƘŜǊ ŘŜƭŜǘŜŘ ƳŀǘǘŜǊ όǎƻƳŜǘƛƳŜǎ ǊŜŦŜǊǊŜŘ ǘƻ ŀǎ άŜƳōŜŘŘŜŘ Řŀǘŀέ ƻǊ άŜƳōŜŘŘŜŘ 

ŜŘƛǘǎέύ ƛƴ ŀƴ ŜƭŜŎǘǊƻƴƛŎ ŦƛƭŜ ōǳǘ ƴƻǘ ƳŀƪŜ ǘƘŜƳ ŀǇǇŀǊŜƴǘ ǘƻ ǘƘŜ ǊŜŀŘŜǊΦ LƴŦƻǊƳŀǘƛƻƴ ŘŜǎŎǊƛōƛƴƎ ǘƘŜ 

history, tracƪƛƴƎΣ ƻǊ ƳŀƴŀƎŜƳŜƴǘ ƻŦ ŀƴ ŜƭŜŎǘǊƻƴƛŎ ŦƛƭŜ όǎƻƳŜǘƛƳŜǎ ŎŀƭƭŜŘ άƳŜǘŀŘŀǘŀέύ ƛǎ ǳǎǳŀƭƭȅ 

not apparent to the reader viewing a hard copy or a screen image. Whether this information 

should be produced may be among the topics discussed in the Rule 26(f) conference. If it is, it may 

need to be reviewed to ensure that no privileged information is included, further complicating the 

task of privilege review. 

Parties may attempt to minimize these costs and delays by agreeing to protocols that minimize 

the risk of waiver. They may agree that the responding party will provide certain requested 

materials for initial examination without waiving any privilege or protectionτsometimes known 
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ŀǎ ŀ άǉǳƛŎƪ ǇŜŜƪΦέ ¢ƘŜ ǊŜǉǳŜǎǘƛƴƎ ǇŀǊǘȅ ǘƘŜƴ ŘŜǎƛƎƴŀǘŜǎ ǘƘŜ ŘƻŎǳƳŜƴǘǎ ƛǘ ǿƛǎƘŜǎ ǘƻ ƘŀǾŜ ŀctually 

produced. This designation is the Rule 34 request. The responding party then responds in the usual 

course, screening only those documents actually requested for formal production and asserting 

privilege claims as provided in Rule 26(b)(5)(A). On other occasions, parties enter agreementsτ

ǎƻƳŜǘƛƳŜǎ ŎŀƭƭŜŘ άŎƭŀǿōŀŎƪ ŀƎǊŜŜƳŜƴǘǎέτthat production without intent to waive privilege or 

protection should not be a waiver so long as the responding party identifies the documents 

mistakenly produced, and that the documents should be returned under those circumstances. 

Other voluntary arrangements may be appropriate depending on the circumstances of each 

litigation. In most circumstances, a party who receives information under such an arrangement 

cannot assert that production of the information waived a claim of privilege or of protection as 

trial-preparation material. 

Although these agreements may not be appropriate for all cases, in certain cases they can 

facilitate prompt and economical discovery by reducing delay before the discovering party obtains 

access to documents, and by reducing the cost and burden of review by the producing party. A 

case-management or other order including such agreements may further facilitate the discovery 

process. Form 35 is amended to include a report to the court about any agreement regarding 

protections against inadvertent forfeiture or waiver of privilege or protection that the parties have 

reached, and Rule 16(b) is amended to recognize that the court may include such an agreement 

in a case- management or other order. If the parties agree to entry of such an order, their proposal 

should be included in the report to the court. 

Rule 26(b)(5)(B) is added to establish a parallel procedure to assert privilege or protection as trial-

preparation material after production, leaving the question of waiver to later determination by 

the court. 

Changes Made After Publication and Comment. The Committee recommends a modified version 

of what was published. Rule 26(f)(3) was expanded to refer to the ŦƻǊƳ άƻǊ ŦƻǊƳǎέ ƻŦ ǇǊƻŘǳŎǘƛƻƴΣ 

in parallel with the like change in Rule 34. Different forms may be suitable for different sources of 

electronically stored information. 

¢ƘŜ ǇǳōƭƛǎƘŜŘ wǳƭŜ нсόŦύόпύ ǇǊƻǇƻǎŀƭ ŘŜǎŎǊƛōŜŘ ǘƘŜ ǇŀǊǘƛŜǎΩ ǾƛŜǿǎ ŀƴŘ ǇǊƻǇƻǎŀƭǎ ŎƻƴŎŜǊƴƛng 

whether, on their agreement, the court should enter an order protecting the right to assert 

ǇǊƛǾƛƭŜƎŜ ŀŦǘŜǊ ǇǊƻŘǳŎǘƛƻƴΦ ¢Ƙƛǎ Ƙŀǎ ōŜŜƴ ǊŜǾƛǎŜŘ ǘƻ ǊŜŦŜǊ ǘƻ ǘƘŜ ǇŀǊǘƛŜǎΩ ǾƛŜǿǎ ŀƴŘ ǇǊƻǇƻǎŀƭǎ 

concerning any issues relating to claims of privilege, includingτif the parties agree on a procedure 

to assert such claims after productionτwhether to ask the court to include their agreement in an 

order. As with Rule 16(b)(6), this change was made to avoid any implications as to the scope of 

the protection that may be aŦŦƻǊŘŜŘ ōȅ ŎƻǳǊǘ ŀŘƻǇǘƛƻƴ ƻŦ ǘƘŜ ǇŀǊǘƛŜǎΩ ŀƎǊŜŜƳŜƴǘΦ 
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Rule 26(f)(4) also was expanded to include trial-preparation materials. 

The Committee Note was revised to reflect the changes in the rule text. 

The changes from the published rule are shown below. [Omitted] 

Committee Notes on Rulesτ2015 Amendment 

Rule 26(b)(1) is changed in several ways. 

LƴŦƻǊƳŀǘƛƻƴ ƛǎ ŘƛǎŎƻǾŜǊŀōƭŜ ǳƴŘŜǊ ǊŜǾƛǎŜŘ wǳƭŜ нсόōύόмύ ƛŦ ƛǘ ƛǎ ǊŜƭŜǾŀƴǘ ǘƻ ŀƴȅ ǇŀǊǘȅΩǎ ŎƭŀƛƳ ƻǊ 

defense and is proportional to the needs of the case. The considerations that bear on 

proportionality are moved from present Rule 26(b)(2)(C)(iii), slightly rearranged and with one 

addition. 

Most of what now appears in Rule 26(b)(2)(C)(iii) was first adopted in 1983. The 1983 provision 

was explicitly adopted as part of the scope of discovery defined by Rule 26(b)(1). Rule 26(b)(1) 

ŘƛǊŜŎǘŜŘ ǘƘŜ ŎƻǳǊǘ ǘƻ ƭƛƳƛǘ ǘƘŜ ŦǊŜǉǳŜƴŎȅ ƻǊ ŜȄǘŜƴǘ ƻŦ ǳǎŜ ƻŦ ŘƛǎŎƻǾŜǊȅ ƛŦ ƛǘ ŘŜǘŜǊƳƛƴŜŘ ǘƘŀǘ άǘƘŜ 

discovery is unduly burdensome or expensive, taking into account the needs of the case, the 

amount in ŎƻƴǘǊƻǾŜǊǎȅΣ ƭƛƳƛǘŀǘƛƻƴǎ ƻƴ ǘƘŜ ǇŀǊǘƛŜǎΩ ǊŜǎƻǳǊŎŜǎΣ ŀƴŘ ǘƘŜ ƛƳǇƻǊǘŀƴŎŜ ƻŦ ǘƘŜ ƛǎǎǳŜǎ ŀǘ 

ǎǘŀƪŜ ƛƴ ǘƘŜ ƭƛǘƛƎŀǘƛƻƴΦέ !ǘ ǘƘŜ ǎŀƳŜ ǘƛƳŜΣ wǳƭŜ нсόƎύ ǿŀǎ ŀŘŘŜŘΦ wǳƭŜ нсόƎύ ǇǊƻǾƛŘŜŘ ǘƘŀǘ ǎƛƎƴƛƴƎ 

a discovery request, response, or objection certified that the request, response, or objection was 

άƴƻǘ ǳƴǊŜŀǎƻƴŀōƭŜ ƻǊ ǳƴŘǳƭȅ ōǳǊŘŜƴǎƻƳŜ ƻǊ ŜȄǇŜƴǎƛǾŜΣ ƎƛǾŜƴ ǘƘŜ ƴŜŜŘǎ ƻŦ ǘƘŜ ŎŀǎŜΣ ǘƘŜ ŘƛǎŎƻǾŜǊȅ 

already had in the case, the amount in controversy, and the importance of the issues at stake in 

ǘƘŜ ƭƛǘƛƎŀǘƛƻƴΦέ ¢ƘŜ ǇŀǊǘƛŜǎ ǘƘǳs shared the responsibility to honor these limits on the scope of 

discovery. 

¢ƘŜ мфуо /ƻƳƳƛǘǘŜŜ bƻǘŜ ǎǘŀǘŜŘ ǘƘŀǘ ǘƘŜ ƴŜǿ ǇǊƻǾƛǎƛƻƴǎ ǿŜǊŜ ŀŘŘŜŘ άǘƻ ŘŜŀƭ ǿƛǘƘ ǘƘŜ ǇǊƻōƭŜƳ 

of overdiscovery. The objective is to guard against redundant or disproportionate discovery by 

giving the court authority to reduce the amount of discovery that may be directed to matters that 

are otherwise proper subjects of inquiry. The new sentence is intended to encourage judges to be 

more aggressive in identifying and discouraging discovery overuse. The grounds mentioned in the 

amended rule for limiting discovery reflect the existing practice of many courts in issuing 

protective orders under Rule 26(c). . . . On the whole, however, district judges have been reluctant 

to limit the use of ǘƘŜ ŘƛǎŎƻǾŜǊȅ ŘŜǾƛŎŜǎΦέ 

The clear focus of the 1983 provisions may have been softened, although inadvertently, by the 

ŀƳŜƴŘƳŜƴǘǎ ƳŀŘŜ ƛƴ мффоΦ ¢ƘŜ мффо /ƻƳƳƛǘǘŜŜ bƻǘŜ ŜȄǇƭŀƛƴŜŘΥ άώCϐƻǊƳŜǊ ǇŀǊŀƎǊŀǇƘ όōύόмύ 

[was] subdivided into two paragraphs for ease of reference and to avoid renumbering of 

ǇŀǊŀƎǊŀǇƘǎ όоύ ŀƴŘ όпύΦέ {ǳōŘƛǾƛŘƛƴƎ ǘƘŜ ǇŀǊŀƎǊŀǇƘǎΣ ƘƻǿŜǾŜǊΣ ǿŀǎ ŘƻƴŜ ƛƴ ŀ ǿŀȅ ǘƘŀǘ ŎƻǳƭŘ ōŜ 
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ǊŜŀŘ ǘƻ ǎŜǇŀǊŀǘŜ ǘƘŜ ǇǊƻǇƻǊǘƛƻƴŀƭƛǘȅ ǇǊƻǾƛǎƛƻƴǎ ŀǎ άƭƛƳƛǘŀǘƛƻƴǎΣέ ƴƻ ƭƻƴƎŜǊ ŀƴ ƛƴǘŜƎǊŀƭ ǇŀǊǘ ƻŦ ǘƘŜ 

(b)(1) scope provisions. That appearance was immediately offset by the next statement in the 

bƻǘŜΥ ά¢ŜȄǘǳŀƭ ŎƘŀƴƎŜǎ ŀǊŜ ǘƘŜƴ ƳŀŘŜ ƛƴ ƴŜǿ ǇŀǊŀƎǊŀǇƘ όнύ ǘƻ ŜƴŀōƭŜ ǘƘŜ ŎƻǳǊǘ ǘƻ ƪŜŜǇ ǘƛƎƘǘŜǊ 

ǊŜƛƴ ƻƴ ǘƘŜ ŜȄǘŜƴǘ ƻŦ ŘƛǎŎƻǾŜǊȅΦέ 

The 1993 amendments added two factors to the considerations that bear on limiting discovery: 

ǿƘŜǘƘŜǊ άǘƘŜ ōǳǊŘŜƴ ƻǊ ŜȄǇŜƴǎŜ ƻŦ ǘƘŜ ǇǊƻǇƻǎŜŘ ŘƛǎŎƻǾŜǊȅ ƻǳǘǿŜƛƎƘǎ ƛǘǎ ƭƛƪŜƭȅ ōŜƴŜŦƛǘΣέ ŀƴŘ άǘƘŜ 

ƛƳǇƻǊǘŀƴŎŜ ƻŦ ǘƘŜ ǇǊƻǇƻǎŜŘ ŘƛǎŎƻǾŜǊȅ ƛƴ ǊŜǎƻƭǾƛƴƎ ǘƘŜ ƛǎǎǳŜǎΦέ !ŘŘǊŜǎǎƛƴƎ ǘƘŜǎŜ ŀƴŘ ƻǘƘŜǊ 

limitations added by the 1993 discoveǊȅ ŀƳŜƴŘƳŜƴǘǎΣ ǘƘŜ /ƻƳƳƛǘǘŜŜ bƻǘŜ ǎǘŀǘŜŘ ǘƘŀǘ άώǘϐƘŜ 

revisions in Rule 26(b)(2) are intended to provide the court with broader discretion to impose 

ŀŘŘƛǘƛƻƴŀƭ ǊŜǎǘǊƛŎǘƛƻƴǎ ƻƴ ǘƘŜ ǎŎƻǇŜ ŀƴŘ ŜȄǘŜƴǘ ƻŦ ŘƛǎŎƻǾŜǊȅ Φ Φ Φ Φέ 

The relationship between Rule 26(b)(1) and (2) was further addressed by an amendment made in 

нллл ǘƘŀǘ ŀŘŘŜŘ ŀ ƴŜǿ ǎŜƴǘŜƴŎŜ ŀǘ ǘƘŜ ŜƴŘ ƻŦ όōύόмύΥ ά!ƭƭ ŘƛǎŎƻǾŜǊȅ ƛǎ ǎǳōƧŜŎǘ ǘƻ ǘƘŜ ƭƛƳƛǘŀǘƛƻƴǎ 

ƛƳǇƻǎŜŘ ōȅ wǳƭŜ нсόōύόнύόƛύΣ όƛƛύΣ ŀƴŘ όƛƛƛύώƴƻǿ wǳƭŜ нсόōύόнύό/ύϐΦέ ¢ƘŜ /ƻƳƳƛǘǘŜŜ bƻǘŜ ǊŜŎƻƎƴƛȊŜŘ 

that άώǘϐƘŜǎŜ ƭƛƳƛǘŀǘƛƻƴǎ ŀǇǇƭȅ ǘƻ ŘƛǎŎƻǾŜǊȅ ǘƘŀǘ ƛǎ ƻǘƘŜǊǿƛǎŜ ǿƛǘƘƛƴ ǘƘŜ ǎŎƻǇŜ ƻŦ ǎǳōŘƛǾƛǎƛƻƴ 

όōύόмύΦέ Lǘ ŜȄǇƭŀƛƴŜŘ ǘƘŀǘ ǘƘŜ /ƻƳƳƛǘǘŜŜ ƘŀŘ ōŜŜƴ ǘƻƭŘ ǊŜǇŜŀǘŜŘƭȅ ǘƘŀǘ ŎƻǳǊǘǎ ǿŜǊŜ ƴƻǘ ǳǎƛƴƎ ǘƘŜǎŜ 

ƭƛƳƛǘŀǘƛƻƴǎ ŀǎ ƻǊƛƎƛƴŀƭƭȅ ƛƴǘŜƴŘŜŘΦ ά¢Ƙƛǎ ƻǘƘŜǊǿƛǎŜ ǊŜŘǳƴŘŀƴǘ ŎǊƻǎs-reference has been added to 

ŜƳǇƘŀǎƛȊŜ ǘƘŜ ƴŜŜŘ ŦƻǊ ŀŎǘƛǾŜ ƧǳŘƛŎƛŀƭ ǳǎŜ ƻŦ ǎǳōŘƛǾƛǎƛƻƴ όōύόнύ ǘƻ ŎƻƴǘǊƻƭ ŜȄŎŜǎǎƛǾŜ ŘƛǎŎƻǾŜǊȅΦέ 

The present amendment restores the proportionality factors to their original place in defining the 

scope of discovery. This change reinforces the Rule 26(g) obligation of the parties to consider 

these factors in making discovery requests, responses, or objections. 

Restoring the proportionality calculation to Rule 26(b)(1) does not change the existing 

responsibilities of the court and the parties to consider proportionality, and the change does not 

place on the party seeking discovery the burden of addressing all proportionality considerations. 

Nor is the change intended to permit the opposing party to refuse discovery simply by making a 

boilerplate objection that it is not proportional. The parties and the court have a collective 

responsibility to consider the proportionality of all discovery and consider it in resolving discovery 

disputes. 

The parties may begin discovery without a full appreciation of the factors that bear on 

proportionality. A party requesting discovery, for example, may have little information about the 

burden or expense of responding. A party requested to provide discovery may have little 

information about the importance of the discovery in resolving the issues as understood by the 

ǊŜǉǳŜǎǘƛƴƎ ǇŀǊǘȅΦ aŀƴȅ ƻŦ ǘƘŜǎŜ ǳƴŎŜǊǘŀƛƴǘƛŜǎ ǎƘƻǳƭŘ ōŜ ŀŘŘǊŜǎǎŜŘ ŀƴŘ ǊŜŘǳŎŜŘ ƛƴ ǘƘŜ ǇŀǊǘƛŜǎΩ 

Rule 26(f) conference and in scheduling and pretrial conferences with the court. But if the parties 
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ŎƻƴǘƛƴǳŜ ǘƻ ŘƛǎŀƎǊŜŜΣ ǘƘŜ ŘƛǎŎƻǾŜǊȅ ŘƛǎǇǳǘŜ ŎƻǳƭŘ ōŜ ōǊƻǳƎƘǘ ōŜŦƻǊŜ ǘƘŜ ŎƻǳǊǘ ŀƴŘ ǘƘŜ ǇŀǊǘƛŜǎΩ 

responsibilities would remain as they have been since 1983. A party claiming undue burden or 

expense ordinarily has far better information τ perhaps the only information τ with respect to 

that part of the determination. A party claiming that a request is important to resolve the issues 

should be able to explain the ways in which the underlying information bears on the issues as that 

party understands them. ¢ƘŜ ŎƻǳǊǘΩǎ ǊŜǎǇƻƴǎƛōƛƭƛǘȅΣ ǳǎƛƴƎ ŀƭƭ ǘƘŜ ƛƴŦƻǊƳŀǘƛƻƴ ǇǊƻǾƛŘŜŘ ōȅ ǘƘŜ 

parties, is to consider these and all the other factors in reaching a case-specific determination of 

the appropriate scope of discovery. 

¢ƘŜ ŘƛǊŜŎǘƛƻƴ ǘƻ ŎƻƴǎƛŘŜǊ ǘƘŜ ǇŀǊǘƛŜǎΩ ǊŜƭŀǘƛǾŜ access to relevant information adds new text to 

provide explicit focus on considerations already implicit in present Rule 26(b)(2)(C)(iii). Some cases 

ƛƴǾƻƭǾŜ ǿƘŀǘ ƻŦǘŜƴ ƛǎ ŎŀƭƭŜŘ άƛƴŦƻǊƳŀǘƛƻƴ ŀǎȅƳƳŜǘǊȅΦέ hƴŜ ǇŀǊǘȅ τ often an individual plaintiff τ 

may have very little discoverable information. The other party may have vast amounts of 

information, including information that can be readily retrieved and information that is more 

difficult to retrieve. In practice these circumstances often mean that the burden of responding to 

discovery lies heavier on the party who has more information, and properly so. 

Restoring proportionality as an express component of the scope of discovery warrants repetition 

of parts of the 1983 and 1993 Committee Notes that must not be lost from sight. The 1983 

/ƻƳƳƛǘǘŜŜ bƻǘŜ ŜȄǇƭŀƛƴŜŘ ǘƘŀǘ άώǘϐƘŜ ǊǳƭŜ ŎƻƴǘŜƳǇƭŀǘŜǎ ƎǊŜŀǘŜǊ ƧǳŘƛŎƛŀƭ ƛƴǾƻƭǾŜƳŜƴǘ ƛƴ ǘƘŜ 

discovery process and thus acknowledges the reality that it cannot always operate on a self-

ǊŜƎǳƭŀǘƛƴƎ ōŀǎƛǎΦέ ¢ƘŜ мффо /ƻƳƳƛǘǘŜŜ bƻǘŜ ŦǳǊǘƘŜǊ ƻōǎŜǊǾŜŘ ǘƘŀǘ άώǘϐƘŜ ƛƴŦƻǊƳŀǘƛƻƴ ŜȄǇƭƻǎƛƻƴ 

of recent decades has greatly increased both the potential cost of wide-ranging discovery and the 

ǇƻǘŜƴǘƛŀƭ ŦƻǊ ŘƛǎŎƻǾŜǊȅ ǘƻ ōŜ ǳǎŜŘ ŀǎ ŀƴ ƛƴǎǘǊǳƳŜƴǘ ŦƻǊ ŘŜƭŀȅ ƻǊ ƻǇǇǊŜǎǎƛƻƴΦέ ²Ƙŀǘ ǎŜŜƳŜŘ ŀƴ 

explosion in 1993 has been exacerbated by the advent of e-discovery. The present amendment 

again reflects the need for continuing and close judicial involvement in the cases that do not yield 

readily to the ideal of effective party management. It is expected that discovery will be effectively 

managed by the parties in many cases. But there will be important occasions for judicial 

management, both when the parties are legitimately unable to resolve important differences and 

when the parties fall short of effective, cooperative management on their own. 

It also is important to repeat the caution that the monetary stakes are only one factor, to be 

ōŀƭŀƴŎŜŘ ŀƎŀƛƴǎǘ ƻǘƘŜǊ ŦŀŎǘƻǊǎΦ ¢ƘŜ мфуо /ƻƳƳƛǘǘŜŜ bƻǘŜ ǊŜŎƻƎƴƛȊŜŘ άǘƘŜ ǎƛƎƴƛŦƛŎŀƴŎŜ ƻŦ ǘƘŜ 

substantive issues, as measured in philosophic, social, or institutional terms. Thus the rule 

recognizes that many cases in public policy spheres, such as employment practices, free speech, 

ŀƴŘ ƻǘƘŜǊ ƳŀǘǘŜǊǎΣ Ƴŀȅ ƘŀǾŜ ƛƳǇƻǊǘŀƴŎŜ ŦŀǊ ōŜȅƻƴŘ ǘƘŜ ƳƻƴŜǘŀǊȅ ŀƳƻǳƴǘ ƛƴǾƻƭǾŜŘΦέ aŀƴȅ ƻǘƘŜǊ 

substantive areas also may involve litigation that seeks relatively small amounts of money, or no 

money at all, but that seeks to vindicate vitally important personal or public values. 
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{ƻ ǘƻƻΣ ŎƻƴǎƛŘŜǊŀǘƛƻƴ ƻŦ ǘƘŜ ǇŀǊǘƛŜǎΩ ǊŜǎƻǳǊŎŜǎ ŘƻŜǎ ƴƻǘ ŦƻǊŜŎƭƻǎŜ ŘƛǎŎƻǾŜǊȅ ǊŜǉǳŜǎǘǎ ŀddressed 

to an impecunious party, nor justify unlimited discovery requests addressed to a wealthy party. 

¢ƘŜ мфуо /ƻƳƳƛǘǘŜŜ bƻǘŜ ŎŀǳǘƛƻƴŜŘ ǘƘŀǘ άώǘϐƘŜ ŎƻǳǊǘ Ƴǳǎǘ ŀǇǇƭȅ ǘƘŜ ǎǘŀƴŘŀǊŘǎ ƛƴ ŀƴ ŜǾŜƴ-

handed manner that will prevent use of discovery to wage a war of attrition or as a device to 

ŎƻŜǊŎŜ ŀ ǇŀǊǘȅΣ ǿƘŜǘƘŜǊ ŦƛƴŀƴŎƛŀƭƭȅ ǿŜŀƪ ƻǊ ŀŦŦƭǳŜƴǘΦέ 

The burden or expense of proposed discovery should be determined in a realistic way. This 

includes the burden or expense of producing electronically stored information. Computer-based 

methods of searching such information continue to develop, particularly for cases involving large 

volumes of electronically stored information. Courts and parties should be willing to consider the 

opportunities for reducing the burden or expense of discovery as reliable means of searching 

electronically stored information become available. 

A portion of present Rule 26(b)(1) is omitted from the proposed revision. After allowing discovery 

ƻŦ ŀƴȅ ƳŀǘǘŜǊ ǊŜƭŜǾŀƴǘ ǘƻ ŀƴȅ ǇŀǊǘȅΩǎ ŎƭŀƛƳ ƻǊ ŘŜŦŜƴǎŜΣ ǘƘŜ ǇǊŜǎŜƴǘ ǊǳƭŜ ŀŘŘǎΥ άƛƴŎƭǳŘƛƴƎ ǘƘŜ 

existence, description, nature, custody, condition, and location of any documents or other 

ǘŀƴƎƛōƭŜ ǘƘƛƴƎǎ ŀƴŘ ǘƘŜ ƛŘŜƴǘƛǘȅ ŀƴŘ ƭƻŎŀǘƛƻƴ ƻŦ ǇŜǊǎƻƴǎ ǿƘƻ ƪƴƻǿ ƻŦ ŀƴȅ ŘƛǎŎƻǾŜǊŀōƭŜ ƳŀǘǘŜǊΦέ 

Discovery of such matters is so deeply entrenched in practice that it is no longer necessary to 

clutter the long text of Rule 26 with these examples. The discovery identified in these examples 

should still be permitted under the revised rule when relevant and proportional to the needs of 

the case. Framing intelligent requests for electronically stored information, for example, may 

ǊŜǉǳƛǊŜ ŘŜǘŀƛƭŜŘ ƛƴŦƻǊƳŀǘƛƻƴ ŀōƻǳǘ ŀƴƻǘƘŜǊ ǇŀǊǘȅΩǎ ƛƴŦƻǊƳŀǘƛƻƴ ǎȅǎǘŜƳǎ ŀƴŘ ƻǘƘŜǊ ƛƴŦƻǊƳŀǘƛƻƴ 

resources. 

The amendment deletes the former provision authorizing the court, for good cause, to order 

discovery of any matter relevant to the subject matter involved in the action. The Committee has 

ōŜŜƴ ƛƴŦƻǊƳŜŘ ǘƘŀǘ ǘƘƛǎ ƭŀƴƎǳŀƎŜ ƛǎ ǊŀǊŜƭȅ ƛƴǾƻƪŜŘΦ tǊƻǇƻǊǘƛƻƴŀƭ ŘƛǎŎƻǾŜǊȅ ǊŜƭŜǾŀƴǘ ǘƻ ŀƴȅ ǇŀǊǘȅΩǎ 

claim or defense suffices, given a proper understanding of what is relevant to a claim or defense. 

The distinction between matter relevant to a claim or defense and matter relevant to the subject 

matter was introduced in 2000. The 2000 Note offered three examples of information that, 

ǎǳƛǘŀōƭȅ ŦƻŎǳǎŜŘΣ ǿƻǳƭŘ ōŜ ǊŜƭŜǾŀƴǘ ǘƻ ǘƘŜ ǇŀǊǘƛŜǎΩ ŎƭŀƛƳǎ ƻǊ ŘŜŦŜƴǎŜǎΦ ¢ƘŜ ŜȄŀƳǇƭŜǎ ǿŜǊŜ άƻǘƘŜǊ 

ƛƴŎƛŘŜƴǘǎ ƻŦ ǘƘŜ ǎŀƳŜ ǘȅǇŜΣ ƻǊ ƛƴǾƻƭǾƛƴƎ ǘƘŜ ǎŀƳŜ ǇǊƻŘǳŎǘέΤ άƛƴŦƻǊƳŀǘƛƻƴ ŀōƻǳǘ ƻǊƎŀƴƛȊŀǘƛƻƴŀƭ 

ŀǊǊŀƴƎŜƳŜƴǘǎ ƻǊ ŦƛƭƛƴƎ ǎȅǎǘŜƳǎέΤ ŀƴŘ άƛƴŦƻǊƳŀǘƛƻƴ ǘƘŀǘ ŎƻǳƭŘ ōŜ ǳǎŜŘ ǘƻ ƛƳǇŜŀŎƘ ŀ ƭƛƪŜƭȅ ǿƛǘƴŜǎǎΦέ 

{ǳŎƘ ŘƛǎŎƻǾŜǊȅ ƛǎ ƴƻǘ ŦƻǊŜŎƭƻǎŜŘ ōȅ ǘƘŜ ŀƳŜƴŘƳŜƴǘǎΦ 5ƛǎŎƻǾŜǊȅ ǘƘŀǘ ƛǎ ǊŜƭŜǾŀƴǘ ǘƻ ǘƘŜ ǇŀǊǘƛŜǎΩ 

claims or defenses may also support amendment of the pleadings to add a new claim or defense 

that affects the scope of discovery. 

The former provision for discovery of relevant but inadmissible information that appears 

άǊŜŀǎƻƴŀōƭȅ ŎŀƭŎǳƭŀǘŜŘ ǘƻ ƭŜŀŘ ǘƻ ǘƘŜ ŘƛǎŎƻǾŜǊȅ ƻŦ ŀŘƳƛǎǎƛōƭŜ ŜǾƛŘŜƴŎŜέ ƛǎ ŀƭǎƻ ŘŜƭŜǘŜŘΦ ¢ƘŜ ǇƘǊŀǎŜ 
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has been used by some, incorrectly, to define the scope of discovery. As the Committee Note to 

ǘƘŜ нллл ŀƳŜƴŘƳŜƴǘǎ ƻōǎŜǊǾŜŘΣ ǳǎŜ ƻŦ ǘƘŜ άǊŜŀǎƻƴŀōƭȅ ŎŀƭŎǳƭŀǘŜŘέ ǇƘǊŀǎŜ ǘƻ ŘŜŦƛƴŜ ǘƘŜ ǎŎƻǇŜ 

ƻŦ ŘƛǎŎƻǾŜǊȅ άƳƛƎƘǘ ǎǿŀƭƭƻǿ ŀƴȅ ƻǘƘŜǊ ƭƛƳƛǘŀǘƛƻƴ ƻƴ ǘƘŜ ǎŎƻǇŜ ƻŦ ŘƛǎŎƻǾŜǊȅΦέ ¢ƘŜ нллл 

amendments sought to prevent such misuse by ŀŘŘƛƴƎ ǘƘŜ ǿƻǊŘ άwŜƭŜǾŀƴǘέ ŀǘ ǘƘŜ ōŜƎƛƴƴƛƴƎ ƻŦ 

ǘƘŜ ǎŜƴǘŜƴŎŜΣ ƳŀƪƛƴƎ ŎƭŜŀǊ ǘƘŀǘ άΨǊŜƭŜǾŀƴǘΩ ƳŜŀƴǎ ǿƛǘƘƛƴ ǘƘŜ ǎŎƻǇŜ ƻŦ ŘƛǎŎƻǾŜǊȅ ŀǎ ŘŜŦƛƴŜŘ ƛƴ ǘƘƛǎ 

ǎǳōŘƛǾƛǎƛƻƴ Φ Φ Φ Φέ ¢ƘŜ άǊŜŀǎƻƴŀōƭȅ ŎŀƭŎǳƭŀǘŜŘέ ǇƘǊŀǎŜ Ƙŀǎ ŎƻƴǘƛƴǳŜŘ ǘƻ ŎǊŜŀǘŜ ǇǊƻōƭŜƳǎΣ ƘƻǿŜǾŜǊΣ 

and is remoǾŜŘ ōȅ ǘƘŜǎŜ ŀƳŜƴŘƳŜƴǘǎΦ Lǘ ƛǎ ǊŜǇƭŀŎŜŘ ōȅ ǘƘŜ ŘƛǊŜŎǘ ǎǘŀǘŜƳŜƴǘ ǘƘŀǘ άLƴŦƻǊƳŀǘƛƻƴ 

ǿƛǘƘƛƴ ǘƘƛǎ ǎŎƻǇŜ ƻŦ ŘƛǎŎƻǾŜǊȅ ƴŜŜŘ ƴƻǘ ōŜ ŀŘƳƛǎǎƛōƭŜ ƛƴ ŜǾƛŘŜƴŎŜ ǘƻ ōŜ ŘƛǎŎƻǾŜǊŀōƭŜΦέ 5ƛǎŎƻǾŜǊȅ 

of nonprivileged information not admissible in evidence remains available so long as it is otherwise 

within the scope of discovery. 

Rule 26(b)(2)(C)(iii) is amended to reflect the transfer of the considerations that bear on 

proportionality to Rule 26(b)(1). The court still must limit the frequency or extent of proposed 

discovery, on motion or on its own, if it is outside the scope permitted by Rule 26(b)(1). 

Rule 26(c)(1)(B) is amended to include an express recognition of protective orders that allocate 

expenses for disclosure or discovery. Authority to enter such orders is included in the present rule, 

and courts already exercise this authority. Explicit recognition will forestall the temptation some 

parties may feel to contest this authority. Recognizing the authority does not imply that cost-

shifting should become a common practice. Courts and parties should continue to assume that a 

responding party ordinarily bears the costs of responding. 

Rule 26(d)(2) is added to allow a party to deliver Rule 34 requests to another party more than 21 

days after that party has been served even though the parties have not yet had a required Rule 

26(f) conference. Delivery may be made by any party to the party that has been served, and by 

that party to any plaintiff and any other party that has been served. Delivery does not count as 

service; the requests are considered to be served at the first Rule 26(f) conference. Under Rule 

34(b)(2)(A) the time to respond runs from service. This relaxation of the discovery moratorium is 

designed to facilitate focused discussion during the Rule 26(f) conference. Discussion at the 

conference may produce changes in the requests. The opportunity for advance scrutiny of 

requests delivered before the Rule 26(f) conference should not affect a decision whether to allow 

additional time to respond. 

Rule 26(d)(3) is renumbered and amended to recognize that the parties may stipulate to case-

specific sequences of discovery. 

Rule 26(f)(3) is amended in parallel with Rule 16(b)(3) to add two items to the discovery plan τ 

issues about preserving electronically stored information and court orders under Evidence Rule 

502. 
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***  

 

Rule 34. Producing Documents, Electronically Stored Information, and Tangible Things, or 

Entering onto Land, for Inspection and Other Purposes 

(a) In General. A party may serve on any other party a request within the scope of Rule 26(b): 

(1) to produce and permit the requesting party or its representative to inspect, copy, test, or 

sample the following items in the responding party's possession, custody, or control: 

(A) any designated documents or electronically stored informationτincluding writings, drawings, 

graphs, charts, photographs, sound recordings, images, and other data or data compilationsτ

stored in any medium from which information can be obtained either directly or, if necessary, 

after translation by the responding party into a reasonably usable form; or 

(B) any designated tangible things; or 

(2) to permit entry onto designated land or other property possessed or controlled by the 

responding party, so that the requesting party may inspect, measure, survey, photograph, test, or 

sample the property or any designated object or operation on it. 

(b) Procedure. 

(1) Contents of the Request. The request: 

(A) must describe with reasonable particularity each item or category of items to be inspected; 

(B) must specify a reasonable time, place, and manner for the inspection and for performing the 

related acts; and 

(C) may specify the form or forms in which electronically stored information is to be produced. 

(2) Responses and Objections. 

(A) Time to Respond. The party to whom the request is directed must respond in writing within 30 

days after being served or τ if the request was delivered under Rule 26(d)(2) τ within 30 days 

ŀŦǘŜǊ ǘƘŜ ǇŀǊǘƛŜǎΩ ŦƛǊǎǘ wǳƭŜ нсόŦύ ŎƻƴŦŜǊŜƴŎŜΦ ! ǎƘƻǊǘŜǊ ƻǊ ƭƻƴƎŜǊ ǘƛƳŜ Ƴŀȅ ōŜ ǎǘƛǇǳƭŀǘŜd to 

under Rule 29 or be ordered by the court. 
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(B) Responding to Each Item. For each item or category, the response must either state that 

inspection and related activities will be permitted as requested or state with specificity the 

grounds for objecting to the request, including the reasons. The responding party may state that 

it will produce copies of documents or of electronically stored information instead of permitting 

inspection. The production must then be completed no later than the time for inspection specified 

in the request or another reasonable time specified in the response. 

(C) Objections. An objection must state whether any responsive materials are being withheld on 

the basis of that objection. An objection to part of a request must specify the part and permit 

inspection of the rest. 

(D) Responding to a Request for Production of Electronically Stored Information. The response may 

state an objection to a requested form for producing electronically stored information. If the 

responding party objects to a requested formτor if no form was specified in the requestτthe 

party must state the form or forms it intends to use. 

(E) Producing the Documents or Electronically Stored Information. Unless otherwise stipulated or 

ordered by the court, these procedures apply to producing documents or electronically stored 

information: 

(i) A party must produce documents as they are kept in the usual course of business or must 

organize and label them to correspond to the categories in the request; 

(ii) If a request does not specify a form for producing electronically stored information, a party 

must produce it in a form or forms in which it is ordinarily maintained or in a reasonably usable 

form or forms; and 

(iii) A party need not produce the same electronically stored information in more than one form. 

(c) Nonparties. As provided in Rule 45, a nonparty may be compelled to produce documents and 

tangible things or to permit an inspection. 

Notes 

(As amended Dec. 27, 1946, eff. Mar. 19, 1948; Mar. 30, 1970, eff. July 1, 1970; Apr. 29, 1980, eff. 

Aug. 1, 1980; Mar. 2, 1987, eff. Aug. 1, 1987; Apr. 30, 1991, eff. Dec. 1, 1991; Apr. 22, 1993, eff. 

Dec. 1, 1993; Apr. 12, 2006, eff. Dec. 1, 2006; Apr. 30, 2007, eff. Dec. 1, 2007; Apr. 29, 2015, eff. 

Dec. 1, 2015.) 

Committee Notes on Rulesτ2006 Amendment 
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Subdivision (a)Φ !ǎ ƻǊƛƎƛƴŀƭƭȅ ŀŘƻǇǘŜŘΣ wǳƭŜ оп ŦƻŎǳǎŜŘ ƻƴ ŘƛǎŎƻǾŜǊȅ ƻŦ άŘƻŎǳƳŜƴǘǎέ ŀƴŘ άǘƘƛƴƎǎΦέ 

In 1970, Rule 34(a) was amended to include discovery of data compilations, anticipating that the 

use of computerized information would increase. Since then, the growth in electronically stored 

information and in the variety of systems for creating and storing such information has been 

ŘǊŀƳŀǘƛŎΦ [ŀǿȅŜǊǎ ŀƴŘ ƧǳŘƎŜǎ ƛƴǘŜǊǇǊŜǘŜŘ ǘƘŜ ǘŜǊƳ άŘƻŎǳƳŜƴǘǎέ ǘƻ ƛƴŎƭǳŘŜ ŜƭŜŎǘǊƻƴƛŎŀƭƭȅ ǎǘƻǊŜŘ 

information because it was obviously improper to allow a party to evade discovery obligations on 

the basis that the label had not kept pace with changes in information technology. But it has 

become increasingly difficult to say that all forms of electronically stored information, many 

ŘȅƴŀƳƛŎ ƛƴ ƴŀǘǳǊŜΣ Ŧƛǘ ǿƛǘƘƛƴ ǘƘŜ ǘǊŀŘƛǘƛƻƴŀƭ ŎƻƴŎŜǇǘ ƻŦ ŀ άŘƻŎǳƳŜƴǘΦέ 9ƭŜŎǘǊƻƴƛŎŀƭƭȅ ǎǘƻǊŜŘ 

information may exist in dynamic databases and other forms far different from fixed expression 

on paper. Rule 34(a) is amended to confirm that discovery of electronically stored information 

stands on equal footing with discovery of paper documents. The change clarifies that Rule 34 

applies to information that is fixed in a tangible form and to information that is stored in a medium 

from which it can be retrieved and examined. At the same time, a Rule 34 request for production 

ƻŦ άŘƻŎǳƳŜƴǘǎέ ǎƘƻǳƭŘ ōŜ ǳƴŘŜǊǎǘƻƻŘ ǘƻ ŜƴŎƻƳǇŀǎǎΣ ŀƴŘ ǘƘŜ ǊŜǎǇƻƴǎŜ ǎƘƻǳƭŘ ƛƴŎƭǳŘŜΣ 

electronically stored information unless discovery in the action has clearly distinguished between 

ŜƭŜŎǘǊƻƴƛŎŀƭƭȅ ǎǘƻǊŜŘ ƛƴŦƻǊƳŀǘƛƻƴ ŀƴŘ άŘƻŎǳƳŜƴǘǎΦέ 

Discoverable information often exists in both paper and electronic form, and the same or similar 

information might exist in both. The items listed in Rule 34(a) show different ways in which 

information may be recorded or stored. Images, for example, might be hard-copy documents or 

electronically stored information. The wide variety of computer systems currently in use, and the 

rapidity of technological change, counsel against a limiting or precise definition of electronically 

stored information. Rule 34(a)(1) is expansive and includes any type of information that is stored 

electronically. A common example often sought in discovery is electronic communications, such 

as e-mail. The rule coversτeither as documents or as electronically stored informationτ

ƛƴŦƻǊƳŀǘƛƻƴ άǎǘƻǊŜŘ ƛƴ ŀƴȅ ƳŜŘƛǳƳΣέ ǘƻ ŜƴŎƻƳǇŀǎǎ ŦǳǘǳǊŜ ŘŜǾŜƭƻǇƳŜƴǘǎ ƛƴ ŎƻƳǇǳǘŜǊ ǘŜŎƘƴƻƭƻƎȅΦ 

Rule 34(a)(1) is intended to be broad enough to cover all current types of computer-based 

information, and flexible enough to encompass future changes and developments. 

wŜŦŜǊŜƴŎŜǎ ŜƭǎŜǿƘŜǊŜ ƛƴ ǘƘŜ ǊǳƭŜǎ ǘƻ άŜƭŜŎǘǊƻƴƛŎŀƭƭȅ ǎǘƻǊŜŘ ƛƴŦƻǊƳŀǘƛƻƴέ ǎƘƻǳƭŘ ōŜ ǳƴŘŜǊǎǘƻƻŘ ǘƻ 

invoke this expansive approach. A companion change is made to Rule 33(d), making it explicit that 

parties choosing to respond to an interrogatory by permitting access to responsive records may 

do so by providing access to electronically stored information. More generally, the term used in 

Rule 34(a)(1) appears in a number of other amendments, such as those to Rules 26(a)(1), 26(b)(2), 

26(b)(5)(B), 26(f), 34(b), 37(f), and 45. In each of these rules, electronically stored information has 

ǘƘŜ ǎŀƳŜ ōǊƻŀŘ ƳŜŀƴƛƴƎ ƛǘ Ƙŀǎ ǳƴŘŜǊ wǳƭŜ опόŀύόмύΦ wŜŦŜǊŜƴŎŜǎ ǘƻ άŘƻŎǳƳŜƴǘǎέ ŀǇǇŜŀǊ ƛƴ 
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discovery rules that are not amended, including Rules 30(f), 36(a), and 37(c)(2). These references 

should be interpreted to include electronically stored information as circumstances warrant. 

¢ƘŜ ǘŜǊƳ άŜƭŜŎǘǊƻƴƛŎŀƭƭȅ ǎǘƻǊŜŘ ƛƴŦƻǊƳŀǘƛƻƴέ ƛǎ ōǊƻŀŘΣ ōǳǘ ǿƘŜǘƘŜǊ ƳŀǘŜǊƛŀƭ ǘƘŀǘ Ŧŀƭƭǎ ǿƛǘƘƛƴ this 

term should be produced, and in what form, are separate questions that must be addressed under 

Rules 26(b), 26(c), and 34(b). 

The Rule 34(a) requirement that, if necessary, a party producing electronically stored information 

translate it into reasonably usable form does not address the issue of translating from one human 

language to another. See In re Puerto Rico Elect. Power Auth., 687 F.2d 501, 504ς510 (1st Cir. 

1989). 

Rule 34(a)(1) is also amended to make clear that parties may request an opportunity to test or 

sample materials sought under the rule in addition to inspecting and copying them. That 

opportunity may be important for both electronically stored information and hard-copy materials. 

The current rule is not clear that such testing or sampling is authorized; the amendment expressly 

permits it. As with any other form of discovery, issues of burden and intrusiveness raised by 

requests to test or sample can be addressed under Rules 26(b)(2) and 26(c). Inspection or testing 

of certain types of electronically stored information or of a responding party's electronic 

information system may raise issues of confidentiality or privacy. The addition of testing and 

sampling to Rule 34(a) with regard to documents and electronically stored information is not 

meant to create a routine right of direct access to a party's electronic information system, 

although such access might be justified in some circumstances. Courts should guard against undue 

intrusiveness resulting from inspecting or testing such systems. 

Rule 34(a)(1) is further amended to make clear that tangible things mustτlike documents and 

land sought to be examinedτbe designated in the request. 

Subdivision (b). Rule 34(b) provides that a party must produce documents as they are kept in the 

usual course of business or must organize and label them to correspond with the categories in the 

discovery request. The production of electronically stored information should be subject to 

comparable requirements to protect against deliberate or inadvertent production in ways that 

raise unnecessary obstacles for the requesting party. Rule 34(b) is amended to ensure similar 

protection for electronically stored information. 

The amendment to Rule 34(b) permits the requesting party to designate the form or forms in 

which it wants electronically stored information produced. The form of production is more 

important to the exchange of electronically stored information than of hard-copy materials, 

although a party might specify hard copy as the requested form. Specification of the desired form 
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or forms may facilitate the orderly, efficient, and cost-effective discovery of electronically stored 

information. The rule recognizes that different forms of production may be appropriate for 

different types of electronically stored information. Using current technology, for example, a party 

might be called upon to produce word processing documents, e-mail messages, electronic 

spreadsheets, different image or sound files, and material from databases. Requiring that such 

diverse types of electronically stored information all be produced in the same form could prove 

impossible, and even if possible could increase the cost and burdens of producing and using the 

information. The rule therefore provides that the requesting party may ask for different forms of 

production for different types of electronically stored information. 

The rule does not require that the requesting party choose a form or forms of production. The 

requesting party may not have a preference. In some cases, the requesting party may not know 

what form the producing party uses to maintain its electronically stored information, although 

wǳƭŜ нсόŦύόоύ ƛǎ ŀƳŜƴŘŜŘ ǘƻ Ŏŀƭƭ ŦƻǊ ŘƛǎŎǳǎǎƛƻƴ ƻŦ ǘƘŜ ŦƻǊƳ ƻŦ ǇǊƻŘǳŎǘƛƻƴ ƛƴ ǘƘŜ ǇŀǊǘƛŜǎΩ 

prediscovery conference. 

The responding party also is involved in determining the form of production. In the written 

response to the production request that Rule 34 requires, the responding party must state the 

form it intends to use for producing electronically stored information if the requesting party does 

not specify a form or if the responding party objects to a form that the requesting party specifies. 

Stating the intended form before the production occurs may permit the parties to identify and 

seek to resolve disputes before the expense and work of the production occurs. A party that 

responds to a discovery request by simply producing electronically stored information in a form 

of its choice, without identifying that form in advance of the production in the response required 

by Rule 34(b), runs a risk that the requesting party can show that the produced form is not 

reasonably usable and that it is entitled to production of some or all of the information in an 

additional form. Additional time might be required to permit a responding party to assess the 

appropriate form or forms of production. 

If the requesting party is not satisfied with the form stated by the responding party, or if the 

responding party has objected to the form specified by the requesting party, the parties must 

meet and confer under Rule 37(a)(2)(B) in an effort to resolve the matter before the requesting 

party can file a motion to compel. If they cannot agree and the court resolves the dispute, the 

court is not limited to the forms initially chosen by the requesting party, stated by the responding 

party, or specified in this rule for situations in which there is no court order or party agreement. 

If the form of production is not specified by party agreement or court order, the responding party 

must produce electronically stored information either in a form or forms in which it is ordinarily 

maintained or in a form or forms that are reasonably usable. Rule 34(a) requires that, if necessary, 
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ŀ ǊŜǎǇƻƴŘƛƴƎ ǇŀǊǘȅ άǘǊŀƴǎƭŀǘŜέ ƛƴŦƻǊƳŀǘƛƻƴ ƛǘ ǇǊƻŘǳŎŜǎ ƛƴǘƻ ŀ άǊŜŀǎƻƴŀōƭȅ ǳǎŀōƭŜέ ŦƻǊƳΦ ¦ƴŘŜǊ 

some circumstances, the responding party may need to provide some reasonable amount of 

technical support, information on application software, or other reasonable assistance to enable 

the requesting party to use the information. The rule does not require a party to produce 

electronically stored information in the form it [sic] which it is ordinarily maintained, as long as it 

is produced in a reasonably usable form. But the option to produce in a reasonably usable form 

does not mean that a responding party is free to convert electronically stored information from 

the form in which it is ordinarily maintained to a different form that makes it more difficult or 

burdensome for the requesting party to use the information efficiently in the litigation. If the 

responding party ordinarily maintains the information it is producing in a way that makes it 

searchable by electronic means, the information should not be produced in a form that removes 

or significantly degrades this feature. 

Some electronically stored information may be ordinarily maintained in a form that is not 

ǊŜŀǎƻƴŀōƭȅ ǳǎŀōƭŜ ōȅ ŀƴȅ ǇŀǊǘȅΦ hƴŜ ŜȄŀƳǇƭŜ ƛǎ άƭŜƎŀŎȅέ Řŀǘŀ ǘƘŀǘ Ŏŀƴ ōŜ ǳǎŜŘ ƻƴƭȅ ōȅ ǎǳǇŜǊǎŜŘŜŘ 

systems. The questions whether a producing party should be required to convert such information 

to a more usable form, or should be required to produce it at all, should be addressed under Rule 

26(b)(2)(B). 

Whether or not the requesting party specified the form of production, Rule 34(b) provides that 

the same electronically stored information ordinarily be produced in only one form. 

Changes Made after Publication and Comment. The proposed amendment recommended for 

ŀǇǇǊƻǾŀƭ Ƙŀǎ ōŜŜƴ ƳƻŘƛŦƛŜŘ ŦǊƻƳ ǘƘŜ ǇǳōƭƛǎƘŜŘ ǾŜǊǎƛƻƴΦ ¢ƘŜ ǎŜǉǳŜƴŎŜ ƻŦ άŘƻŎǳƳŜƴǘǎ ƻǊ 

ŜƭŜŎǘǊƻƴƛŎŀƭƭȅ ǎǘƻǊŜŘ ƛƴŦƻǊƳŀǘƛƻƴέ ƛǎ ŎƘŀƴƎŜŘ ǘƻ ŜƳǇƘŀǎƛȊŜ ǘƘŀǘ ǘƘe parenthetical 

ŜȄŜƳǇƭƛŦƛŎŀǘƛƻƴǎ ŀǇǇƭȅ Ŝǉǳŀƭƭȅ ǘƻ ƛƭƭǳǎǘǊŀǘŜ άŘƻŎǳƳŜƴǘǎέ ŀƴŘ άŜƭŜŎǘǊƻƴƛŎŀƭƭȅ ǎǘƻǊŜŘ ƛƴŦƻǊƳŀǘƛƻƴΦέ 

¢ƘŜ ǊŜŦŜǊŜƴŎŜ ǘƻ άŘŜǘŜŎǘƛƻƴ ŘŜǾƛŎŜǎέ ƛǎ ŘŜƭŜǘŜŘ ŀǎ ǊŜŘǳƴŘŀƴǘ ǿƛǘƘ άǘǊŀƴǎƭŀǘŜŘέ ŀƴŘ ŀǎ ŀǊŎƘŀƛŎΦ 

The references to the form of production are changed in the rule and Committee Note to refer 

ŀƭǎƻ ǘƻ άŦƻǊƳǎΦέ 5ƛŦŦŜǊŜƴǘ ŦƻǊƳǎ Ƴŀȅ ōŜ ŀǇǇǊƻǇǊƛŀǘŜ ƻǊ ƴŜŎŜǎǎŀǊȅ ŦƻǊ ŘƛŦŦŜǊŜƴǘ ǎƻǳǊŎŜǎ ƻŦ 

information. 

The published proposal allowed the requesting party to specify a form for production and 

recognized that the responding party could object to the requested form. This procedure is now 

amplified by directing that the responding party state the form or forms it intends to use for 

production if the request does not specify a form or if the responding party objects to the 

requested form. 
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The default forms of production to be used when the parties do not agree on a form and there is 

ƴƻ ŎƻǳǊǘ ƻǊŘŜǊ ŀǊŜ ŎƘŀƴƎŜŘ ƛƴ ǇŀǊǘΦ !ǎ ƛƴ ǘƘŜ ǇǳōƭƛǎƘŜŘ ǇǊƻǇƻǎŀƭΣ ƻƴŜ ŘŜŦŀǳƭǘ ŦƻǊƳ ƛǎ άŀ ŦƻǊƳ ƻǊ 

forms in which [electronically stored iƴŦƻǊƳŀǘƛƻƴϐ ƛǎ ƻǊŘƛƴŀǊƛƭȅ ƳŀƛƴǘŀƛƴŜŘΦέ ¢ƘŜ ŀƭǘŜǊƴŀǘƛǾŜ 

ŘŜŦŀǳƭǘ ŦƻǊƳΣ ƘƻǿŜǾŜǊΣ ƛǎ ŎƘŀƴƎŜŘ ŦǊƻƳ άŀƴ ŜƭŜŎǘǊƻƴƛŎŀƭƭȅ ǎŜŀǊŎƘŀōƭŜ ŦƻǊƳέ ǘƻ άŀ ŦƻǊƳ ƻǊ ŦƻǊƳǎ 

ǘƘŀǘ ŀǊŜ ǊŜŀǎƻƴŀōƭȅ ǳǎŀōƭŜΦέ άώ!ϐƴ ŜƭŜŎǘǊƻƴƛŎŀƭƭȅ ǎŜŀǊŎƘŀōƭŜ ŦƻǊƳέ ǇǊƻǾŜŘ ǘƻ ƘŀǾŜ ǎŜǾŜǊŀƭ ŘŜŦŜŎǘǎΦ 

Some electronically stored information cannot be searched electronically. In addition, there often 

are many different levels of electronic searchabilityτthe published default would authorize 

production in a minimally searchable form even though more easily searched forms might be 

available at equal or less cost to the responding party. 

The provision that absent court order a party need not produce the same electronically stored 

information in more than one form was moved to become a separate item for the sake of 

emphasis. 

The Committee Note was changed to reflect these changes in rule text, and also to clarify many 

aspects of the published Note. In addition, the Note was expanded to add a caveat to the 

published amendment that establishes the rule that documentsτand now electronically stored 

informationτmay be tested and sampled as well as inspected and copied. Fears were expressed 

that testing and sampling might imply routine direct access to a party's information system. The 

Note states that direct access is not a ǊƻǳǘƛƴŜ ǊƛƎƘǘΣ άŀƭǘƘƻǳƎƘ ǎǳŎƘ ŀŎŎŜǎǎ ƳƛƎƘǘ ōŜ ƧǳǎǘƛŦƛŜŘ ƛƴ 

ǎƻƳŜ ŎƛǊŎǳƳǎǘŀƴŎŜǎΦέ 

The changes in the rule text since publication are set out below. [Omitted] 

Committee Notes on Rulesτ2015 Amendment 

Several amendments are made in Rule 34, aimed at reducing the potential to impose 

unreasonable burdens by objections to requests to produce. 

Rule 34(b)(2)(A) is amended to fit with new Rule 26(d)(2). The time to respond to a Rule 34 request 

ŘŜƭƛǾŜǊŜŘ ōŜŦƻǊŜ ǘƘŜ ǇŀǊǘƛŜǎΩ wǳƭŜ нсόŦύ ŎƻƴŦŜǊŜƴŎŜ ƛǎ ол Řŀȅǎ ŀŦǘŜǊ ǘƘŜ Ŧirst Rule 26(f) conference. 

Rule 34(b)(2)(B) is amended to require that objections to Rule 34 requests be stated with 

specificity. This provision adopts the language of Rule 33(b)(4), eliminating any doubt that less 

specific objections might be suitable under Rule 34. The specificity of the objection ties to the new 

provision in Rule 34(b)(2)(C) directing that an objection must state whether any responsive 

materials are being withheld on the basis of that objection. An objection may state that a request 

is overbroad, but if the objection recognizes that some part of the request is appropriate the 

objection should state the scope that is not overbroad. Examples would be a statement that the 

responding party will limit the search to documents or electronically stored information created 
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within a given period of time prior to the events in suit, or to specified sources. When there is such 

an objection, the statement of what has been withheld can properly identify as matters 

άǿƛǘƘƘŜƭŘέ ŀƴȅǘƘƛƴƎ ōŜȅƻƴŘ ǘƘŜ ǎŎƻǇŜ ƻf the search specified in the objection. 

Rule 34(b)(2)(B) is further amended to reflect the common practice of producing copies of 

documents or electronically stored information rather than simply permitting inspection. The 

response to the request must state that copies will be produced. The production must be 

completed either by the time for inspection specified in the request or by another reasonable time 

specifically identified in the response. When it is necessary to make the production in stages the 

response should specify the beginning and end dates of the production. 

Rule 34(b)(2)(C) is amended to provide that an objection to a Rule 34 request must state whether 

anything is being withheld on the basis of the objection. This amendment should end the 

confusion that frequently arises when a producing party states several objections and still 

produces information, leaving the requesting party uncertain whether any relevant and 

responsive information has been withheld on the basis of the objections. The producing party 

does not need to provide a detailed description or log of all documents withheld, but does need 

to alert other parties to the fact that documents have been withheld and thereby facilitate an 

informed discussion of the objection. An objection that states the limits that have controlled the 

search for responsive and relevant materials qualifies as a statement that the materials have been 

άǿƛǘƘƘŜƭŘΦέ 

***  

Rule 45. Subpoena 

(a) In General. 

(1) Form and Contents. 

(A) RequirementsτIn General. Every subpoena must: 

(i) state the court from which it issued; 

(ii) state the title of the action and its civil-action number; 

(iii) command each person to whom it is directed to do the following at a specified time and place: 

attend and testify; produce designated documents, electronically stored information, or tangible 

things in that person's possession, custody, or control; or permit the inspection of premises; and 

(iv) set out the text of Rule 45(d) and (e). 
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(B) Command to Attend a DepositionτNotice of the Recording Method. A subpoena commanding 

attendance at a deposition must state the method for recording the testimony. 

(C) Combining or Separating a Command to Produce or to Permit Inspection; Specifying the Form 

for Electronically Stored Information. A command to produce documents, electronically stored 

information, or tangible things or to permit the inspection of premises may be included in a 

subpoena commanding attendance at a deposition, hearing, or trial, or may be set out in a 

separate subpoena. A subpoena may specify the form or forms in which electronically stored 

information is to be produced. 

(D) Command to Produce; Included Obligations. A command in a subpoena to produce documents, 

electronically stored information, or tangible things requires the responding person to permit 

inspection, copying, testing, or sampling of the materials. 

(2) Issuing Court. A subpoena must issue from the court where the action is pending. 

(3) Issued by Whom. The clerk must issue a subpoena, signed but otherwise in blank, to a party 

who requests it. That party must complete it before service. An attorney also may issue and sign 

a subpoena if the attorney is authorized to practice in the issuing court. 

(4) Notice to Other Parties Before Service. If the subpoena commands the production of 

documents, electronically stored information, or tangible things or the inspection of premises 

before trial, then before it is served on the person to whom it is directed, a notice and a copy of 

the subpoena must be served on each party. 

(b) Service. 

(1) By Whom and How; Tendering Fees. Any person who is at least 18 years old and not a party 

may serve a subpoena. Serving a subpoena requires delivering a copy to the named person and, 

if the subpoena requires that person's attendance, tendering the fees for 1 day's attendance and 

the mileage allowed by law. Fees and mileage need not be tendered when the subpoena issues 

on behalf of the United States or any of its officers or agencies. 

(2) Service in the United States. A subpoena may be served at any place within the United States. 

(3) Service in a Foreign Country. 28 U.S.C. §1783 governs issuing and serving a subpoena directed 

to a United States national or resident who is in a foreign country. 

(4) Proof of Service. Proving service, when necessary, requires filing with the issuing court a 

statement showing the date and manner of service and the names of the persons served. The 

statement must be certified by the server. 
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(c) Place of Compliance. 

(1) For a Trial, Hearing, or Deposition. A subpoena may command a person to attend a trial, 

hearing, or deposition only as follows: 

(A) within 100 miles of where the person resides, is employed, or regularly transacts business in 

person; or 

(B) within the state where the person resides, is employed, or regularly transacts business in 

person, if the person 

(i) is a party or a party's officer; or 

(ii) is commanded to attend a trial and would not incur substantial expense. 

(2) For Other Discovery. A subpoena may command: 

(A) production of documents, electronically stored information, or tangible things at a place within 

100 miles of where the person resides, is employed, or regularly transacts business in person; and 

(B) inspection of premises at the premises to be inspected. 

(d) Protecting a Person Subject to a Subpoena; Enforcement. 

(1) Avoiding Undue Burden or Expense; Sanctions. A party or attorney responsible for issuing and 

serving a subpoena must take reasonable steps to avoid imposing undue burden or expense on a 

person subject to the subpoena. The court for the district where compliance is required must 

enforce this duty and impose an appropriate sanctionτwhich may include lost earnings and 

reasonable attorney's feesτon a party or attorney who fails to comply. 

(2) Command to Produce Materials or Permit Inspection. 

(A) Appearance Not Required. A person commanded to produce documents, electronically stored 

information, or tangible things, or to permit the inspection of premises, need not appear in person 

at the place of production or inspection unless also commanded to appear for a deposition, 

hearing, or trial. 

(B) Objections. A person commanded to produce documents or tangible things or to permit 

inspection may serve on the party or attorney designated in the subpoena a written objection to 

inspecting, copying, testing or sampling any or all of the materials or to inspecting the premisesτ

or to producing electronically stored information in the form or forms requested. The objection 
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must be served before the earlier of the time specified for compliance or 14 days after the 

subpoena is served. If an objection is made, the following rules apply: 

(i) At any time, on notice to the commanded person, the serving party may move the court for the 

district where compliance is required for an order compelling production or inspection. 

(ii) These acts may be required only as directed in the order, and the order must protect a person 

who is neither a party nor a party's officer from significant expense resulting from compliance. 

(3) Quashing or Modifying a Subpoena. 

(A) When Required. On timely motion, the court for the district where compliance is required must 

quash or modify a subpoena that: 

(i) fails to allow a reasonable time to comply; 

(ii) requires a person to comply beyond the geographical limits specified in Rule 45(c); 

(iii) requires disclosure of privileged or other protected matter, if no exception or waiver applies; 

or 

(iv) subjects a person to undue burden. 

(B) When Permitted. To protect a person subject to or affected by a subpoena, the court for the 

district where compliance is required may, on motion, quash or modify the subpoena if it requires: 

(i) disclosing a trade secret or other confidential research, development, or commercial 

information; or 

(ii) disclosing an unretained expert's opinion or information that does not describe specific 

occurrences in dispute and results from the expert's study that was not requested by a party. 

(C) Specifying Conditions as an Alternative. In the circumstances described in Rule 45(d)(3)(B), the 

court may, instead of quashing or modifying a subpoena, order appearance or production under 

specified conditions if the serving party: 

(i) shows a substantial need for the testimony or material that cannot be otherwise met without 

undue hardship; and 

(ii) ensures that the subpoenaed person will be reasonably compensated. 

(e) Duties in Responding to a Subpoena. 
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(1) Producing Documents or Electronically Stored Information. These procedures apply to 

producing documents or electronically stored information: 

(A) Documents. A person responding to a subpoena to produce documents must produce them as 

they are kept in the ordinary course of business or must organize and label them to correspond 

to the categories in the demand. 

(B) Form for Producing Electronically Stored Information Not Specified. If a subpoena does not 

specify a form for producing electronically stored information, the person responding must 

produce it in a form or forms in which it is ordinarily maintained or in a reasonably usable form or 

forms. 

(C) Electronically Stored Information Produced in Only One Form. The person responding need not 

produce the same electronically stored information in more than one form. 

(D) Inaccessible Electronically Stored Information. The person responding need not provide 

discovery of electronically stored information from sources that the person identifies as not 

reasonably accessible because of undue burden or cost. On motion to compel discovery or for a 

protective order, the person responding must show that the information is not reasonably 

accessible because of undue burden or cost. If that showing is made, the court may nonetheless 

order discovery from such sources if the requesting party shows good cause, considering the 

limitations of Rule 26(b)(2)(C). The court may specify conditions for the discovery. 

(2) Claiming Privilege or Protection. 

(A) Information Withheld. A person withholding subpoenaed information under a claim that it is 

privileged or subject to protection as trial-preparation material must: 

(i) expressly make the claim; and 

(ii) describe the nature of the withheld documents, communications, or tangible things in a 

manner that, without revealing information itself privileged or protected, will enable the parties 

to assess the claim. 

(B) Information Produced. If information produced in response to a subpoena is subject to a claim 

of privilege or of protection as trial-preparation material, the person making the claim may notify 

any party that received the information of the claim and the basis for it. After being notified, a 

party must promptly return, sequester, or destroy the specified information and any copies it has; 

must not use or disclose the information until the claim is resolved; must take reasonable steps 

to retrieve the information if the party disclosed it before being notified; and may promptly 

present the information under seal to the court for the district where compliance is required for 
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a determination of the claim. The person who produced the information must preserve the 

information until the claim is resolved. 

(f) Transferring a Subpoena-Related Motion. When the court where compliance is required did 

not issue the subpoena, it may transfer a motion under this rule to the issuing court if the person 

subject to the subpoena consents or if the court finds exceptional circumstances. Then, if the 

attorney for a person subject to a subpoena is authorized to practice in the court where the 

motion was made, the attorney may file papers and appear on the motion as an officer of the 

issuing court. To enforce its order, the issuing court may transfer the order to the court where the 

motion was made. 

(g) Contempt. The court for the district where compliance is required τ and also, after a motion 

is transferred, the issuing court τ may hold in contempt a person who, having been served, fails 

without adequate excuse to obey the subpoena or an order related to it. 

Notes 

(As amended Dec. 27, 1946, eff. Mar. 19, 1948; Dec. 29, 1948, eff. Oct. 20, 1949; Mar. 30, 1970, 

eff. July 1, 1970; Apr. 29, 1980, eff. Aug. 1, 1980; Apr. 29, 1985, eff. Aug. 1, 1985; Mar. 2, 1987, 

eff. Aug. 1, 1987; Apr. 30, 1991, eff. Dec. 1, 1991; Apr. 25, 2005, eff. Dec. 1, 2005; Apr. 12, 2006, 

eff. Dec. 1, 2006; Apr. 30, 2007, eff. Dec. 1, 2007; Apr. 16, 2013, eff. Dec. 1, 2013.) 

Committee Notes on Rulesτ2006 Amendment 

Rule 45 is amended to conform the provisions for subpoenas to changes in other discovery rules, 

largely related to discovery of electronically stored information. Rule 34 is amended to provide in 

greater detail for the production of electronically stored information. Rule 45(a)(1)(C) is amended 

to recognize that electronically stored information, as defined in Rule 34(a), can also be sought by 

subpoena. Like Rule 34(b), Rule 45(a)(1) is amended to provide that the subpoena can designate 

a form or forms for production of electronic data. Rule 45(c)(2) is amended, like Rule 34(b), to 

authorize the person served with a subpoena to object to the requested form or forms. In 

addition, as under Rule 34(b), Rule 45(d)(1)(B) is amended to provide that if the subpoena does 

not specify the form or forms for electronically stored information, the person served with the 

subpoena must produce electronically stored information in a form or forms in which it is usually 

maintained or in a form or forms that are reasonably usable. Rule 45(d)(1)(C) is added to provide 

that the person producing electronically stored information should not have to produce the same 

information in more than one form unless so ordered by the court for good cause. 

As with discovery of electronically stored information from parties, complying with a subpoena 

for such information may impose burdens on the responding person. Rule 45(c) provides 
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protection against undue impositions on nonparties. For example, Rule 45(c)(1) directs that a 

party serving ŀ ǎǳōǇƻŜƴŀ άǎƘŀƭƭ ǘŀƪŜ ǊŜŀǎƻƴŀōƭŜ ǎǘŜǇǎ ǘƻ ŀǾƻƛŘ ƛƳǇƻǎƛƴƎ ǳƴŘǳŜ ōǳǊŘŜƴ ƻǊ ŜȄǇŜƴǎŜ 

ƻƴ ŀ ǇŜǊǎƻƴ ǎǳōƧŜŎǘ ǘƻ ǘƘŜ ǎǳōǇƻŜƴŀΣέ ŀƴŘ wǳƭŜ прόŎύόнύό.ύ ǇŜǊƳƛǘǎ ǘƘŜ ǇŜǊǎƻƴ ǎŜǊǾŜŘ ǿƛǘƘ ǘƘŜ 

ǎǳōǇƻŜƴŀ ǘƻ ƻōƧŜŎǘ ǘƻ ƛǘ ŀƴŘ ŘƛǊŜŎǘǎ ǘƘŀǘ ŀƴ ƻǊŘŜǊ ǊŜǉǳƛǊƛƴƎ ŎƻƳǇƭƛŀƴŎŜ άǎƘŀƭƭ Ǉrotect a person 

ǿƘƻ ƛǎ ƴŜƛǘƘŜǊ ŀ ǇŀǊǘȅ ƴƻǊ ŀ ǇŀǊǘȅϥǎ ƻŦŦƛŎŜǊ ŦǊƻƳ ǎƛƎƴƛŦƛŎŀƴǘ ŜȄǇŜƴǎŜ ǊŜǎǳƭǘƛƴƎ ŦǊƻƳέ ŎƻƳǇƭƛŀƴŎŜΦ 

Rule 45(d)(1)(D) is added to provide that the responding person need not provide discovery of 

electronically stored information from sources the party identifies as not reasonably accessible, 

unless the court orders such discovery for good cause, considering the limitations of Rule 

26(b)(2)(C), on terms that protect a nonparty against significant expense. A parallel provision is 

added to Rule 26(b)(2). 

Rule 45(a)(1)(B) is also amended, as is Rule 34(a), to provide that a subpoena is available to permit 

testing and sampling as well as inspection and copying. As in Rule 34, this change recognizes that 

on occasion the opportunity to perform testing or sampling may be important, both for 

documents and for electronically stored information. Because testing or sampling may present 

particular issues of burden or intrusion for the person served with the subpoena, however, the 

protective provisions of Rule 45(c) should be enforced with vigilance when such demands are 

made. Inspection or testing of certain types of electronically stored information or of a person's 

electronic information system may raise issues of confidentiality or privacy. The addition of 

sampling and testing to Rule 45(a) with regard to documents and electronically stored information 

is not meant to create a routine right of direct access to a person's electronic information system, 

although such access might be justified in some circumstances. Courts should guard against undue 

intrusiveness resulting from inspecting or testing such systems. 

Rule 45(d)(2) is amended, as is Rule 26(b)(5), to add a procedure for assertion of privilege or of 

protection as trial-preparation materials after production. The receiving party may submit the 

information to the court for resolution of the privilege claim, as under Rule 26(b)(5)(B). 
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Information Governance 

Getting your electronic house in order to mitigate risk & expenses should e-discovery become an 

issue, from initial creation of ESI (electronically stored information) through its final disposition. 

Identification 

Locating potential sources of ESI & determining its scope, breadth & depth. 

Preservation 

Ensuring that ESI is protected against inappropriate alteration or destruction. 

Collection 

Gathering ESI for further use in the e-discovery process (processing, review, etc.). 

Processing 

Reducing the volume of ESI and converting it, if necessary, to forms more suitable for review & 

analysis. 

Review 

Evaluating ESI for relevance & privilege. 

Analysis 

Evaluating ESI for content & context, including key patterns, topics, people & discussion. 

Production 

Delivering ESI to others in appropriate forms & using appropriate delivery mechanisms. 

Presentation 

Displaying ESI before audiences (at depositions, hearings, trials, etc.), especially in native & near-

native forms, to elicit further information, validate existing facts or positions, or persuade an 

audience. 

http://www.edrm.net/25
http://www.edrm.net/119
http://www.edrm.net/121
http://www.edrm.net/127
http://www.edrm.net/129
http://www.edrm.net/131
http://www.edrm.net/133
http://www.edrm.net/135
http://www.edrm.net/137
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What Every Lawyer Should Know About E-Discovery 
 

Progress is impossible without change, 
and those who cannot change their minds 

cannot change anything. --George Bernard Shaw 
 
We have entered a golden age of evidence, ushered in by the monumental growth of data. All 
who access electronically stored information (ESI) and use digital devices generate and acquire 
vast volumes of digital evidence.  Never in human history have we had so much probative 
evidence, and never has that evidence been so objective and precise.  Yet, lawyers are like farmers 
ŎƻƳǇƭŀƛƴƛƴƎ ƻŦ ƻƛƭ ƻƴ ǘƘŜƛǊ ǇǊƻǇŜǊǘȅΤ ǘƘŜȅ ōŜƳƻŀƴ ŜƭŜŎǘǊƻƴƛŎ ŜǾƛŘŜƴŎŜ ōŜŎŀǳǎŜ ǘƘŜȅ ƘŀǾŜƴΩǘ 
awoken to its value.  
 
¢ƘŀǘΩǎ ƴƻǘ ǎǳǊǇǊƛǎƛƴƎΦ  ²Ƙŀǘ ƭŀǿȅŜǊ ƛƴ ǇǊŀŎǘƛŎŜ received practical instruction in electronic 
evidence?  Few law schools offer courses in e-ŘƛǎŎƻǾŜǊȅΣ ŀƴŘ ŦŜǿŜǊ ǘŜŀŎƘ ǘƘŜ ŜǎǎŜƴǘƛŀƭ άŜέ ǘƘŀǘ 
sets e-discovery apart.  Continuing legal education courses shy away from the nuts and bolts of 
information technology needed to competently manage and marshal digital evidence.  Law 
graduates are expected to acquire trade skills by apprenticeship; yet, experienced counsel have 
no e-discovery expertise to pass on.  Competence in e-discovery is exceptionally rare, and there is 
little afoot to change that save the vain expectation that lawyers will miraculously gain 
competence without education or effort.  
 
As sources of digital evidence proliferate in the cloud, on mobile devices and tablets and within 
the burgeoning Internet of Things, the gap between competent and incompetent counsel grows.  
We suffer most when standard setters decline to define competence in ways that might exclude 
ǘƘŜƳΦ  ±ŀƎǳŜ ǇǊƻƴƻǳƴŎŜƳŜƴǘǎ ƻŦ ŀ Řǳǘȅ ǘƻ ǎǘŀȅ ŀōǊŜŀǎǘ ƻŦ άǊŜƭŜǾŀƴǘ ǘŜŎƘƴƻƭƻƎȅέ ŀǊŜ ƴƻōƭŜΣ ōǳǘ 
do not help lawyers know what they must know.6  
 
So, it is heartening when the state with the second largest number of practicing lawyers in America 
takes a strong, clear stand on what lawyers must know about e-discovery.  The State Bar of 
California Standing Committee on Professional Responsibility and Conduct issued an advisory 
opinion in which the Committee sets out the level of skill and familiarity required when, acting 
alone or with assistance, counsel undertakes to represent a client in a matter implicating 
electronic discovery.7 
 
The Committee wrote: 

                                                      
6 Rule 1.1 of the American Bar Association Model Rules ƻŦ tǊƻŦŜǎǎƛƻƴŀƭ /ƻƴŘǳŎǘ ǇǊƻǾƛŘŜǎ ǘƘŀǘΣ άώŀϐ lawyer shall provide 
competent representation to a client. Competent representation requires the legal knowledge, skill, thoroughness 
and preparation reasonably necessary for the representation.έ  /ƻƳƳŜƴǘ у ǘƻ wǳƭŜ мΦм ŀŘŘǎΣ άώǘϐo maintain the 
requisite knowledge and skill, a lawyer should keep abreast of changes in the law and its practice, including the 
benefits and risks associated with relevant technologyΧΦέ Emphasis added. 
7 The State Bar of California Standing Committee on Professional Responsibility and Conduct Formal Opinion Interim 
No. 11-0004 (2014). 
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If it is likely that e-discovery will be sought, the duty of competence requires an attorney to assess 
his or her own e-ŘƛǎŎƻǾŜǊȅ ǎƪƛƭƭǎ ŀƴŘ ǊŜǎƻǳǊŎŜǎ ŀǎ ǇŀǊǘ ƻŦ ǘƘŜ ŀǘǘƻǊƴŜȅΩǎ Řǳǘȅ ǘƻ ǇǊƻǾƛŘŜ ǘƘŜ client 
with competent representation. If an attorney lacks such skills and/or resources, the attorney 
must take steps to acquire sufficient learning and skill, or associate or consult with someone with 
ŀǇǇǊƻǇǊƛŀǘŜ ŜȄǇŜǊǘƛǎŜ ǘƻ ŀǎǎƛǎǘΦ Χ ¢ŀƪŜƴ ǘƻƎŜǘƘŜǊ ƎŜƴerally, and under current technological 
standards, attorneys handling e-discovery should have the requisite level of familiarity and skill 
to, among other things, be able to perform (either by themselves or in association with competent 
co-counsel or expert consultants) the following:    
 

1. initially assess e-discovery needs and issues, if any;   
2. implement appropriate ESI preservation procedures, including the obligation to advise a 

client of the legal requirement to take actions to preserve evidence, like electronic 
information, potentially relevant to the issues raised in the litigation; 

3. analyze and understand a client's ESI systems and storage; 
4. identify custodians of relevant ESI; 
5. perform appropriate searches; 
6. collect responsive ESI in a manner that preserves the integrity of that ESI; 
7. advise the client as to available options for collection and preservation of ESI; 
8. engage in competent and meaningful meet and confer with opposing counsel concerning 

an e-discovery plan; and 
9. produce responsive ESI in a recognized and appropriate manner.8    

 
Thus, California lawyers face a simple mandate when it comes to e-discovery, and one that should 
take hold everywhere: Learn it, get help or get out.  Declining the representation may be the only 
ethical response when ǘƘŜ ƭŀǿȅŜǊ ǿƻƴΩǘ ƘŀǾŜ ǎǳŦŦƛŎƛŜƴǘ ǘƛƳŜ ǘƻ ŀŎǉǳƛǊŜ ǘƘŜ ǊŜǉǳƛǎƛǘŜ ǎƪƛƭƭǎ and the 
case ŎŀƴΩǘ ǎǳǎǘŀƛƴ ǘƘŜ Ŏƻǎǘ ƻŦ ŀǎǎƻŎƛŀǘƛƴƎ ŎƻƳǇŜǘŜƴǘ co-counsel or expert consultants.  Most cases 
ŀǊŜƴΩǘ ōƛƎ Ŝƴƻugh to bear the cost of two when only one is competent.   
 
Each of the nine tasks implicate a broad range of technical and tactical skills.  The interplay 
ōŜǘǿŜŜƴ ǘŜŎƘƴƛŎŀƭ ŀƴŘ ǘŀŎǘƛŎŀƭ ǎǳƎƎŜǎǘǎ ǘƘŀǘ Ƨǳǎǘ άŀǎƪƛƴƎ ǘƘŜ L¢ Ǝǳȅέ some ǉǳŜǎǘƛƻƴǎ ǿƻƴΩǘ ǎǳŦŦƛŎŜΦ  
Both efficiency and effectiveness demand that, if the lawyer is to serve as decision maker and 
advocate, the lawyer needs to do more than parrot a few phrases.  The lawyer needs to 
understand what the technologists are talking about. 
 
To assess e-discovery needs and issues, a lawyer must be capable of recognizing the needs and 
issues that arise.  This requires experience and a working knowledge of the case law and 
ǇǊƻŦŜǎǎƛƻƴŀƭ ƭƛǘŜǊŀǘǳǊŜΦ  ! ƭŀǿȅŜǊΩǎ ŦƛǊǎǘ ǎǘŜǇ ǘƻǿŀǊŘ ŎƻƳǇŜǘŜƴŎŜ ōŜƎƛƴǎ ǿƛǘƘ ǊŜŀŘƛƴƎ ǘƘŜ ƭŜŀŘƛƴƎ 
cases and digging into the argot of information technology.  When you come across an unfamiliar 
technical term ƛƴ ŀƴ ƻǇƛƴƛƻƴ ƻǊ ŀǊǘƛŎƭŜΣ ŘƻƴΩǘ ŜƭƛŘe over it.  Look it up.  Google and Wikipedia are 
your friends! 
                                                      
8 Id. 
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Implementing appropriate ESI preservation procedures means knowing how to scope, 
ŎƻƳƳǳƴƛŎŀǘŜ ŀƴŘ ƛƳǇƭŜƳŜƴǘ ŀ ŘŜŦŜƴǎƛōƭŜ ƭŜƎŀƭ ƘƻƭŘΦ  ¸ƻǳ ŎŀƴΩǘ ōŜ ŎƻƳǇŜǘŜƴǘ ǘƻ ǎŎƻǇŜ ŀ ƘƻƭŘ 
without understanding the tools and software your client uses.  Yƻǳ ŎŀƴΩǘ ƘŜƭǇ ȅƻǳǊ ŎƭƛŜƴǘ ŀǾƻƛŘ 
data loss and spoliation if you have no idea what data is robust and tenacious and what is fragile 
and transitory.  How do you preserve relevant data and metadata without some notion of what 
data and metadata exist and where it resides?  
 
At first blush, identifying custodians of relevant ESI seems to require no special skills; but behind 
the scenes, a cadre of custodians administer and maintain the complex and dynamic server and 
database environments businesses useΦ  ¸ƻǳ ŎŀƴΩǘ ŜȄǇŜŎǘ ŎǳǎǘƻŘƛŀƴǎ no more steeped in 
information technology than you to preserve backup media or suspend programs purging data 
your client must preserve.  These are tasks for IT.  Competence includes the ability to pose the 
right questions to the right people. 
 
Performing appropriate searches entails more than just guessing what search terms seem 
sensible.  Search is a science.  Search tools vary widely, and counsel must understand what these 
tools can and cannot do.  Queries should be tested to assess precision and recall.  Small oversights 
in search prompt big downstream costs, and small tweaks prompt big savings.  How do you 
ƴŜƎƻǘƛŀǘŜ ŎǳƭƭƛƴƎ ŀƴŘ ŦƛƭǘŜǊƛƴƎ ŎǊƛǘŜǊƛŀ ƛŦ ȅƻǳ ŘƻƴΩǘ ǳƴŘŜǊǎǘŀƴŘ ǘƘŜ ways ESI can be culled and 
filtered? 
 
Some ESI can be preserved in place with little cost and burden and may even be safely and reliably 
searched in place to save money.  Other ESI requires data be collected and processed to be 
amenable to search.  Understanding which is which is crucial to being competent to advise clients 
about available options. 
 
Lawyers lacking e-discovery skills can mount a successful meet and confer on ESI issues by getting 
technically-astute personnel together to Ψdance geek-to-geek.Ω  .ǳǘΣ ǘƘŀǘΩǎ can be expensive, and 
cautious, competent counsel will want to understand the risks and costs, not just trust the 
technologists to ƪƴƻǿ ǿƘŀǘΩǎ ǊŜƭŜǾŀƴǘ ŀƴŘ how and when to protect privileged and sensitive data.  
 
Competent counsel understands that there is no one form suited to production of every item of 
ESI and know the costs and burdens associated with alternate forms of production.  Competent 
counsel knows that converting native electronic formats to TIFF images increases the size of the 
files many time and thus needlessly inflates the cost of ingestion and hosting by vendors.  
/ƻƳǇŜǘŜƴǘ ŎƻǳƴǎŜƭ ƪƴƻǿǎ ǿƘŜƴ ƛǘΩǎ essential to demand native forms of production to guard 
against data loss and preserve utility.  Conversely, competent counsel knows how to make the 
case for TIFF production to handicap an opponent or when needed for redaction. 
 
Clearly, thereΩǎ ŀ ƭƻǘ ƳƻǊŜ ǘƻ Ŝ-discovery than many imagine, and much of it must fall within 
ŎƻǳƴǎŜƭΩǎ ƪŜƴΦ  ±ƛǊǘǳŀƭƭȅ ŀƭƭ ŜǾƛŘŜƴŎŜ ǘƻŘŀȅ ƛǎ ōƻǊƴ ŘƛƎƛǘŀƭƭȅΦ  LǘΩǎ ŘŀǘŀΣ ŀƴŘ ƻƴƭȅ ŀ ŦǊŀŎǘƛƻƴ ǘŀƪŜǎ 
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ŦƻǊƳǎ ǿŜΩǾŜ ǘǊŀŘƛǘƛƻƴŀƭƭȅ ŎŀƭƭŜŘ ŘƻŎǳƳŜƴǘǎΦ  [ŀǿȅŜǊǎ ignored ESI for decades while information 
technologies changed the world. Is it any wonder that lawyers have a lot of catching up to do?  
Few excel at all the skills that trial work requires; but, every trial lawyer must be minimally 
competent in them all.  Today, the most demanding of these skills is e-discovery. 
 
Is it fair to deem lawyers incompetent, even unethicalΣ ōŜŎŀǳǎŜ ǘƘŜȅ ŘƻƴΩǘ ǇƻǎǎŜǎǎ ǎƪƛƭƭǎ ǘƘŜȅ 
ǿŜǊŜƴΩǘ ǘŀǳƎƘǘ ƛƴ ƭŀǿ ǎŎƘƻƻƭΚ  Lǘ Ƴŀȅ ƴƻǘ ŦŜŜƭ ŦŀƛǊ ǘƻ ƭŀǿyers trained for a vanished world of paper 
documents; but to the courts and clients ill-ǎŜǊǾŜŘ ōȅ ǘƘƻǎŜ ƻƭŘ ǿŀȅǎΣ ƛǘΩǎ ƳƻǊŜ ǘƘŀƴ Ƨǳǎǘ ŦŀƛǊτƛǘΩǎ 
right. 
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Introduction to Digital Computers, Servers and Storage 
 

In 1774, a Swiss watchmaker named Pierre Jaquet-

Droz built an ingenious mechanical doll resembling 

a barefoot boy.  Constructed of 6,000 handcrafted 

ǇŀǊǘǎ ŀƴŘ ŘǳōōŜŘ Ϧ[ϥ9ŎǊƛǾŀƛƴέ όά¢ƘŜ ²ǊƛǘŜǊέύΣ 

Jaquet-5ǊƻȊΩ ŀǳǘƻƳŀǘƻƴ ǳǎŜǎ ǉǳƛƭƭ ŀƴŘ ƛƴƪ ǘƻ 

handwrite messages in cursive, up to 40 letters 

long, with the content controlled by 

interchangeable cams.  The Writer is a charming 

example of an early programmable computer.    

The monarchs that marveled at Jaquet-5ǊƻȊΩ ƭƛǘǘƭŜ 

ǇŜƴƳŀƴ ŘƛŘƴΩǘ ƴŜŜŘ ǘƻ ǳƴŘŜǊǎǘŀƴŘ Ƙƻǿ ƛǘ ǿƻǊƪŜŘ ǘƻ ŜƴƧƻȅ ƛǘΦ  [ŀǿȅŜǊǎΣ ǘƻƻΣ ƻƴŎŜ had little need 

ǘƻ ǳƴŘŜǊǎǘŀƴŘ ǘƘŜ ƻǇŜǊŀǘƛƻƴ ƻŦ ǘƘŜƛǊ ŎƭƛŜƴǘǎΩ ƛƴŦƻǊƳŀǘƛƻƴ ǎȅǎǘŜƳǎ to conduct discovery.  But as the 

volume of electronically stored information (ESI) has exploded and the forms and sources of ESI 

continue to morph and multiply, lawyers conducting electronic discovery cannot ignore the 

clockwork anymore.  New standards of competence demand that lawyers and litigation support 

personnel master certain fundamentals of information technology and electronic evidence.  

Data, Not Documents 

LawyersτǇŀǊǘƛŎǳƭŀǊƭȅ ǘƘƻǎŜ ǿƘƻ ŘƛŘƴΩǘ ƎǊƻǿ ǳǇ ǿƛǘƘ ŎƻƳǇǳǘŜǊǎτtend to equate data with 

documents when, in a digital world, documents are just one of the many forms in which electronic 

information exists.  Documents akin to the letters, memos and reports of yore account for a 

dwindling share of electronically stored information relevant in discovery, and documents 

generated from electronic sources tend to convey just part of the information stored in the source.  

The decisive information in a case may exist as nothing more than a single bit of data that, in 

ŎƻƴǘŜȄǘΣ ǎƛƎƴŀƭǎ ǿƘŜǘƘŜǊ ǘƘŜ ŦŀŎǘ ȅƻǳ ǎŜŜƪ ǘƻ ŜǎǘŀōƭƛǎƘ ƛǎ ǘǊǳŜ ƻǊ ƴƻǘΦ  ! CŀŎŜōƻƻƪ ǇŀƎŜ ŘƻŜǎƴΩǘ 

ŜȄƛǎǘ ǳƴǘƛƭ ŀ ǊŜǉǳŜǎǘ ǎŜƴǘ ǘƻ ŀ ŘŀǘŀōŀǎŜ ǘǊƛƎƎŜǊǎ ǘƘŜ ǇŀƎŜΩǎ ŀǎǎŜƳōƭȅ ŀƴŘ ŘƛǎǇƭŀȅΦ  ²ƻǊŘ 

documents, PowerPoint presentations and Excel spreadsheets lose content and functionality 

when printed to screen images or paper.     

With so much discoverable information bearing so little resemblance to documents, and with 

electronic documents carrying much more probative and useful information than a printout or 

screen image conveys, competence in electronic discovery demands an appreciation of data more 

than documents. 
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Introduction to Data Storage Media 

Mankind has been storing data for thousands of years, on stone, bone, clay, wood, metal, glass, 

skin, papyrus, paper, plastic and film. In fact, people were storing data in binary formats long 

before the emergence of modern digital computers.  Records from 9th century Persia describe an 

organ playing interchangeable cylinders.  Eighteenth century textile manufacturers employed 

perforated rolls of paper to control looms, and Swiss and German music box makers used metal 

drums or platters to store tunes.  At the dawn of the Jazz Age, no self-respecting American family 

of means lacked a player piano capable (more-or-ƭŜǎǎύ ƻŦ ǊŜǇǊƻŘǳŎƛƴƎ ǘƘŜ ǿƻǊƪǎ ƻŦ ǘƘŜ ǿƻǊƭŘΩǎ 

greatest pianists. 

²ƘŜǘƘŜǊ ȅƻǳ ǎǘƻǊŜ Řŀǘŀ ŀǎ ŀ ǇŜǊŦƻǊŀǘƛƻƴ ƻǊ ŀ ǇƛƴΣ ȅƻǳΩǊŜ ǎǘƻǊƛƴƎ ōƛƴŀǊȅ ŘŀǘŀΦ  ¢Ƙŀǘ ƛǎΣ ǘƘŜǊŜ ŀǊŜ 

two data states: hole or no hole, pin or no pin.  Zeroes or ones. 

Punched Cards 

Lƴ ǘƘŜ мфолΩǎΣ ŘŜƳŀƴŘ ŦƻǊ electronic data 

storage led to the development of fast, 

practical and cost-effective binary storage 

media.  The first of these were punched 

cards, initially made in a variety of sizes and 

formats, but ultimately standardized by 

IBM as the 80 columns, 12 row (тΦотрέ ōȅ 

оΦнрέύ format (right) that dominated 

ŎƻƳǇǳǘƛƴƎ ǿŜƭƭ ƛƴǘƻ ǘƘŜ мфтлΩǎΦ   ώCǊƻƳ мфтр-79, the author spent many a midnight in the 

IBM 5081 80 column card 

http://upload.wikimedia.org/wikipedia/commons/4/4d/CIMA_mg_8302.jpg









































































































































































































































































































































































































































































